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This section provides a brief description of the changes between issues of the BT IP Exchange Product Handbook. 

	Description of change
	Issue
	Date

	Document reformatted, All sections reviewed and updated accordingly.
	36
	October 2021

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	






[bookmark: _Toc464743813][bookmark: _Toc83651883]Outline of the service

BT Wholesale’s IP Exchange is a product positioned to meet the growing interoperability requirements in the world of IP communications allowing Communications Providers (CPs) with differing vendor, signaling and media options to interoperate seamlessly with each other. The product also allows for the routing and connection of calls with the existing TDM based PSTN.   

There are two variants of the service:-
· Type A: A managed service offering
· Type B: Standard carrier interconnect offering
The service includes UK specific services such as number portability and emergency services.
There are different contracts for each service.
[bookmark: _Toc464743814][bookmark: _Toc83651884]Key Features and Availability
[bookmark: X38467]The basic premise of IP Exchange is that it will reduce the overhead of each ISP or service provider negotiating bilateral agreements for interconnecting VoIP gateways, including end user address discovery.

[bookmark: _Toc103761977][bookmark: _Toc111254592][bookmark: _Toc111262700][bookmark: _Toc111262726][bookmark: _Toc111350691][bookmark: _Toc120006580][bookmark: _Toc249850977][bookmark: _Toc464743816][bookmark: _Toc83651885]Functionality and Usage Scenario 
BTW will register and maintain an operator’s numbers on the Call Routing Engine directory. Incoming calls from the internet to a VoIP operator’s number will be pointed to the BT IP gateway. This places the call onto BT’s IP network, with a full range of security and value-add functions (e.g. financial settlements, authentication, anti-spam, user-defined filters etc).

The BT IP Exchange is more than just a termination point. It is an interoperability provider for other communications providers, offering a mixed portfolio of termination, financial services, and enhanced applications. It offers:-

Utilisation of BT’s porting agreements for import Type A
Sub-allocation of telephone numbers Type A
IP interface to avoid investment in media gateways
Industrial, scalable platform utilising BT’s investment in its 21CN evolution
High availability and reliability achieved through resilient architecture
Expert resources provide fast T2R resolution
A single point of contact for termination of telephony minutes worldwide 
Quality of service (QoS) monitoring 
Bandwidth and IP access provisioning 

[bookmark: _Toc464743817][bookmark: _Toc83651886]Service Exceptions

There are service exceptions involving:-

· Fax calls using G.729 may operate successfully however this is not guaranteed. 
· Short Message Service and Text Messaging are NOT supported.
· Non-E164 PSTN numbers are not supported for calls terminating outside of the UK. 

Break Out Calls within the UK to:-

· 112 European Emergency Services, CPs are required to change all calls originating as 112, to 999 before passing these to IP Exchange should the 999 Access option be chosen as party of the service contract.
· CPs are required to convey to BT all Emergency Calls with a full network CLI.
· Dial up Internet Services are NOT supported.
· [bookmark: _Toc184114985][bookmark: _Toc184115310][bookmark: _Toc184115457]Video Calls that require IP to TDM translation. 

[bookmark: _Toc464743818][bookmark: _Toc83651887]Quality of Service

The IP Exchange service is designed to deliver a reliable and resilient customer experience through the use of tried and tested components, sourced from our strategic partners in industry.  We manage quality using the following methods:

MOS (Mean Opinion Score) Probes - voice quality probes to monitor voice quality. 

Platform Resilience – provided for all CPs - access session border controllers are deployed in resilient pairs within the same location and additional layers of resilience can be achieved refer to section 3.9 of the Technical description at: Technical Description.

Access Service Assurance – CPs have the option of gaining additional service assurance by making their access method (Internet vs Direct Access vs Direct Connection) resilient to their allocated Session Border Controller resilient pair or to a separate PoP. 

Geographic Service Assurance – additionally CPs can elect to match their own call server resilience through a second proxy accessing a second platform resilient pair of session border controllers deployed in another geographic separate BT site.

Signalling Monitoring – The signalling interfaces within or connecting to the service will be monitored on a continual basis. 

Bandwidth and Call Control - It is the CP’s responsibility to keep within subscribed bandwidth and the maximum number of concurrent calls allowed. 
In the case that a CP delivers more traffic to a BT POP, BT’s network will return the SIP Response 503. The only exception to this rule will be for emergency calls, which will be allowed regardless of subscribed limits.
Please refer to Calls per second table in section 4.4.15 of the Technical description at: Technical Description

The method of access to the service and the service quality of the CPs own IP network will also influence the end-to-end quality. 

[bookmark: _Toc464743819][bookmark: _Toc83651888]Calling Line Identity support

IP Exchange supports both Network and Presentation CLIs - section 6 of http://stakeholders.ofcom.org.uk/telecoms/policy/calling-line-id/caller-line-id/  provides a short definition of these terms.
[bookmark: _Toc464743820][bookmark: _Toc83651889]Real Time Traffic Management

Real Time Traffic Management (RTTM) is defined as the real-time surveillance and control of traffic flow on the Public Communications Network, with the aims of both maximising the effective use of available capacity for call completion during periods of overload and maintaining the defined Grade of Service.
[bookmark: _Toc464743821]BT’s Network Protection Policy
To enable BT to discharge its responsibilities in relation to the General Conditions of Entitlement A3 and EC-RRG, there may be occasions, e.g. during high profile media phone-in events or during a disaster scenarios, where call gapping measures need to be implemented to protect network components from excessive overload, both within the BT network and connected CP networks.
During excessively high profile media events, which terminate in BT’s network, BT will liaise with the other parties as appropriate to request the application of overload controls on the incoming interconnect routes and likewise for events terminating on the network of another party, BT will, when requested, apply reasonable overload controls to provide protection to that network.
This ensures that all reasonable steps have been taken to maintain the effective functioning of the Public Communications Network including uninterrupted access to emergency services.	
[bookmark: _Toc464743822][bookmark: _Toc83651890]Traffic Controls
To protect its own network each party’s NMF may apply controls within its own network without necessarily gaining agreement from the other party, even though traffic destined for that other party’s network may be affected. In these circumstances the other party’s NMF will be consulted, whenever possible in advance, and given advice of the application and subsequent removal of the controls. 
Any issues can be resolved by using the normal escalation procedure, using the contact points as documented in the CSP.
[bookmark: _Toc464743823][bookmark: _Toc83651891]Traffic Control Methods
There are three main types of real time traffic control, in order of preference: 
Automatic
Use of in-built bilateral automatic switch overload controls (SIP overload controls are currently being defined in NICC). 
Expansive
Use of alternative traffic routing to temporarily move traffic away from the affected switch(es) (dependant on the available network architecture). 
A re-route control may mean that the affected traffic will be temporarily carried over the originator's network for a greater distance than normally expected before being offered to the other CPs network. The NMFs will have responsibility for activating and removing the re-route options for each incident.
Protective
Protective controls prevent equipment elements being put in jeopardy due to excessive call attempts, problems and overloads in the other party’s network.
The protective call-gapping control would mean that traffic destined for the other party’s network may be restricted by the application of the control. This control will normally, although not necessarily, be applied on the receipt of a formal control request.
Liaison between NMFs to query real time network traffic status and to consider application of controls should not be made via Fault Reporting Points (FRPs) unless a preceding fault identified the traffic problem, in which case the ‘lead’ FRP should be updated on an hourly basis.

[bookmark: _Toc464743824][bookmark: _Toc83651892]Traffic Control Requirements

1. Both parties must jointly implement SIP Overload Control functionality once published by NICC where testing has shown their equipment supports it. 
2. Both parties must use reasonable endeavours to ensure that its end-users do not plan large 'Phone-in' type events without prior consultation. In circumstances where large amounts of traffic are expected both parties will liaise and agree the application of any controls giving at least two days’ notice.
3. When a party detects an unplanned event the other party should be advised using the agreed channels as quickly as practicably possible.
4. Both parties must liaise and endeavour to assist each other to overcome traffic management issues in the other party’s network in a real time basis.  
5. Any applicable controls must be applied by both parties in reasonably short timescales.
6. In normal circumstances, both parties will communicate as necessary to achieve a co-ordinated traffic management effort.
7. Where appropriate, each party will notify the other in a timely manner when major problems occur that are likely to affect interconnect traffic.
8. Each party may operate controls within its own network in response to perceived problems in either party’s network. Where there is a direct effect on the other party’s service the initiating party will advise the other party when such action is taken detailing the scope, cause, impact and likely duration of the problem. The initiating party will also notify the other party of removal of any controls.  
9. If either party considers that the use of traffic controls by the other party is acting to the detriment of its own network's performance, both parties agree to discuss the concerns using appropriate escalation contacts as defined in the CSP. Any issues arising should be addressed at the service review process as documented in the CSP.
10. Traffic information relevant to an existing or perceived problem must be provided as quickly as practical by to the other party on request. Under no circumstances will either party be required to provide commercially sensitive information, nor shall the information supplied be used for any other purpose than traffic management purposes.

[bookmark: _Toc464743825][bookmark: _Toc83651893][bookmark: _Ref410041377]Large Call Events 
Requirements

Both parties must make every effort to ensure that their service providers inform them prior to large call events which may cause network congestion. Liaison between the respective service providers and the two parties should be part of normal business practice.
Both parties must ensure that they have adequate NMF capability available to assist during major incidents and planned large phone-in type events. In circumstances where large amounts of traffic are expected, both party’s NMFs will liaise directly and agree appropriate traffic management actions
There are two scenarios each with differing timescales for advising the other party:-
1. Planned Phone-in type events - minimum two working days’ notice is required
2. Unplanned traffic flow problems or congestion during normal operations – controls normally to be applied within 30 minutes or as soon as operationally possible

The availability of such controls and degrees of selectivity and possible speed of implementation shall be agreed in advance and documented in the CSP. 
[bookmark: _Toc464743826][bookmark: _Toc83651894]Requesting / Notifying Implementation of Controls
Where it is necessary for one party either to implement controls which will affect the other party’s traffic, or request reduction of traffic from the other party, then that party must notify the other party in line with the time scales in section 7.5.


The requesting / notifying party must use the ‘Traffic Management Controls Request Form’ attached.
[bookmark: _Toc464743827][bookmark: _Toc83651895]Traffic Management Controls Request Form Process
All fields should be completed. Any known related fault references should be included in the ‘reason’ section of the form. All communications will be logged and given a unique reference number by both parties for tracking and reference purposes.
Confirmation of actions, either taken or requested, should be given by the requesting party by completing Section A of the form and sending it to the other party, as per the agreed communication method.
The party receiving the request will either note or apply the controls and confirm by completing Section B of the form and return it to the originating party via the agreed method.
The originating party, on seeing that the problem has cleared, will either inform the other party of the removal of controls, or request removal of controls by completing Section C of the form and again passing it to the other party via the agreed method.
Finally, the appropriate party will either confirm removal of the controls, or acknowledge receipt of notification of the controls, and conclude the process by completing Section D and returning the form to the other party.
	Entity
	Contact Number
	Email

	BT NMC
	Tel: 0800672250 (24 hrs)
Or
Tel: 0800679746 (24 hrs)
	nntm.nntm@bt.com



Please note: In order for BT IP Exchange to manage your capacity effectively, please advise your account manager and send an email to ipexchangesupport@bt.com with any mass call events you may be hosting 28 days ahead of the date.  This will enable us to plan and work with you to ensure that there are no issues on the date of the event
[bookmark: _Toc464743828][bookmark: _Toc83651896]Pricing

Current prices can be found on the BTW website:-
· Type A  IP Exchange - Products & services | BT Wholesale (select Related Documents, then Pricing and Contracts)
· Type B Carrier Price List 
· Regulated Services Carrier Price List 

Interoperability Test Charge– this charge will be applicable where a CPs call server equipment requires compatibility and interoperability testing with the BT service.  This will be done prior to service establishment.

Service Establishment Provision Charge – a non-reoccurring, cost orientated provision charge to cover all initial provisioning activities and service establishment.

Port Management Charge – covers the bandwidth capacity, service interface, resilience level and management of CPs capacity e.g. capacity changes, number management, data build etc. There are 2 port types:-
· Commercial ports for non-regulated traffic
· Regulated ports for regulated traffic 

Port charges are invoiced monthly in advance.
Regulated ports are calculated using the prior months regulated traffic volumes. 

The initial Port requirement carries a 12 month contractual term. 
Minimum order quantity of any Port type at any site is 30 Ports.
CPs must maintain a minimum Port quantity of 30 Ports (of a single access type at a single site).
 
Call conveyance – calls will be invoiced monthly in arrears on a pence per minute basis measured by the second and rounded up to the next second.

Call termination – commercial settlement may be paid for calls terminating on a customer’s IP Network. 

Number Porting –These charges will apply on a Single or Multi-Line or Non-Geographic basis. 

Number Sub-Allocation –Only available to managed service Type A customers. This is available in the UK and consists of a one off (non-reoccurring) set up charge per number sub-allocated to cover BT’s internal costs of breaking out, re-routing and sub-allocating numbers, please refer to the Number Sub-Allocation Handbook for further information which can be found at: Technical Description 

Number Export (Scenario 7) – Only available to managed service TYPE A customers. Ordered via the managed services portal.

[bookmark: _Toc464743829][bookmark: _Toc83651897]Billing
[bookmark: _Toc464743830][bookmark: _Toc83651898]Credit Vetting 
All CPs will be credit vetted using the standard BT credit vetting process which can be found at: 
https://www.btwholesale.com/pages/static/help-and-support/contracts.htm?id=credit_vetting_policies_click 
Credit Vet 1 is a high level check of the trading entity and its directors.
CPs will be asked to provide traffic profiles as part of the initial CRF information gathering process and for Initial and future port capacity increases.  
CPs will also be asked to select a ‘Barring Profile’ which limits the customer’s fraud liability by electing not to pass certain high value call types e.g. fixed fee NTS and/or all PRS calls.
Credit Vet 2 is based on the CPs forecast traffic profile and call barring option selected.
Depending upon the outcome of the second credit vet CPs may be asked to provide financial surety as set out in the BT Credit Vetting Process.  In some cases CPs may be placed on a billing periodicity less than the standard 30 days (see below).
Direct Debit is the preferred method of payment.
Pre-Payment
Pre-payment is an option for CPs wishing to use BT’s IP Exchange in the UK, CPs are asked to lodge a sum with BT that is then reduced according to their usage of the service. Prepay handbook can be found at:  https://www.btwholesale.com/pages/static/products-services/ip-exchange.htm#accProducts=2   

[bookmark: _Toc464743831][bookmark: _Toc83651899]BT Billing Reports 
Billing will be handled via the BT Interconnect Billing process and normally invoiced on a monthly basis.  CPs will normally have 30 days in which to pay the previous period’s invoice (this may vary subject to credit vetting results).
Invoices are backed up by an aggregated CDR (Call Data Record) feed which shows the volume, time of day and value of calls aggregated by call type and terminating network.  The backup feed is intended to aid invoice verification and does not include details of the originating end user number.
It is assumed that the CP has the ability to generate their own CDRs for billing their end users.
Where applicable, CPs will be expected to invoice BT for calls terminating on their network containing the same granularity of information as outlined above. For clarity; BT will not be providing this information to CPs.
The e-mail and Postal address for CPs to send their bills to BT are:-
btw.financial.integrity@bt.com

Financial Integrity Team
Crawley TEC
Fleming Way
Crawley
West Sussex
RH10 9JY

eBilling
All CPs will have an eBilling service
eBilling registration process:

Log into www.btwholesale.com with your username and password
Pick My Apps, and then Billing, and then eBilling 

Click on Subscribe now, then click on the box to request this resource (please see below)

Manage Billing
eBilling enables you to view your bills online and to download back up information for reconciliation purposes. 
Request this resource Lead time: 24Hrs

[bookmark: 889]Scroll to the bottom page, in the notes field please quote the BT Wholesale Billing account number(s) that you are requesting access for. Then click on Ready.

Once access has been granted, you will receive a system generated email, confirming access has been given. 

Any questions please feel free to contact the Billing Customer Management Team on 08002182032 or www.btwholesalebilling@bt.com  

Note: new CPs will not be set-up on our billing systems without the ebilling authority and customer (BTWholesale portal) set-ups in place.
[bookmark: _Toc464743832][bookmark: _Toc83651900]Ordering Process and provision

The CPs Account Manager (or Sales Specialist) will be able to assist the CP in the ordering process in the first instance and will have the necessary Contractual documentation, and Customer Requirements Form (CRF) to gather requirements.
The latest version of the CRF can be found at  Customer Requirements Form
A Technical Account Manager (TAM) will support the CP through the booking of Interoperability Testing (IOT) and associated provision activity.

[bookmark: _Toc464743833][bookmark: _Toc83651901]Interoperability Testing (IOT)
To ensure that the CPs equipment and software version are fully compatible with the BT IP Exchange platform, a degree of interoperability testing may be necessary. (The activities involve a pre- interoperability testing meeting/call to gather customer requirements and scope in the applicable interoperability testing tests). Please refer to the attached Interoperability test spec:-





https://www.btwholesale.com/products-and-services/voice/ip-exchange.html#handbook-and-technical-documents

The length of the testing cycle is dependent upon a number of factors including the services to be used and the availability of CPs test engineers etc.

Once a signed contract has been received by the BT Account manager or Sales Specialist, the TAM Team will book the next available test slot and communicate this ‘time window’ to the CP.  The TAM Team may also arrange a Pre-IOT Connectivity call to ensure both parties are ready for the IOT itself.

Any data build work required in the UK PSTN must follow a regulated DMA (Data Management Amendment) process and takes not less than 30 working days to complete.  Should a CPs numbering requirements be complex a ‘Complex DMA may be required which has a longer lead time of not less than 75 working days.  The TAM will advise which type of DMA will be required if any. For Type A managed service contracts the TAM will manage the CP numbering requirements as specified on the initial CRF.

Once a CP has successfully completed Interoperability Testing, the TAM (Technical Account Manager) will hand over the CRF to the IP Exchange Customer Management Centre Team who will manage Service Establishment.  The TAM will advise the CP of the ‘live’ IP addresses that should be loaded onto the CP equipment as the provision progresses.

[bookmark: _Toc464743834][bookmark: _Toc83651902]Service Establishment
The IP Exchange Customer Management Centre can be contacted via email wolverhamptonipexchange@bt.com.

The Customer Management Centre will manage all remaining aspects of Service Establishment, and Number Porting once in-service on the live platform and open billing accounts.
	
The CP will be contacted by our Customer Management  Centre once Service Establishment work has been completed and asked to send some test calls (acceptance into service (AIS)) to confirm settings on both the BT IP Exchange live Platform and the CPs equipment. This is to prove that the service has been provisioned correctly and that calls can be passed.

On completion of Service Establishment the Customer Management Centre will advise the CP by email and receive a Welcome Letter, Customer Service Plan and Product Handbook.

Failure to complete AIS process steps will delay completion of Service Establishment.
	Failure to be cooperative with the timely completion of 999 Service Establishment activities will result in BT stopping any future IP Exchange expansions and could result in the IP Exchange service being suspended.

[bookmark: _Toc464743835][bookmark: _Toc83651903]Port Capacity Amendment
	Amendment to a CPs Port Capacity is achieved by the submission of an IPX Forecast Sheet followed by an associated Capacity Change Order request (via email).  

	The IPX Forecast Sheet should be sent to the TAM Team via email to interconnect.team@bt.com on a rolling twelve month basis every four months and not less than fifteen working days before the start of the new period.  Subject to agreement of the forecast by the TAMs, both parties will commit to the agreement and raise orders within the specified month and deliver within standard timescales.  Any orders not raised at the end of a forecast period (per month) will result in rental charges being applied in line with the forecasted port volumes. 

	The initial order capacity is 30 Ports but any number above this minimum is acceptable i.e. 35 Ports.  In addition BT will provide an additional ‘reserved buffer’ of 5 ports for UK 999 services where applicable. This bandwidth will not be available for normal calls; however 999 calls can consume any or all of the bandwidth provided. 

	Any non- forecasted capacity change requests will be delivered on a reasonable endeavours basis as will any orders raised during a period where an MBORC (Matters Beyond Our Reasonable Control) has been declared.
Note: We equate the number of ports provisioned to a Calls per Second (CPS) rate per SBC. As mentioned previously in section 4 above), which allows us to balance the traffic and performance across all CPs on a Session Border Controller as there is a finite limit on the performance of an SBC. CPs requesting above the standard Port to CPS limit, must provide additional information on the type of traffic to be carried, this will include service type, direction of calls, calling rate, volumes of calls, traffic profile (Day, Eve, W/E). No guarantee can be given that we will permit the expansion of a CPs services should this expansion put at risk CPs co-located on the same SBC(s). 

[bookmark: _Toc83651904]Number Management – Customer Number Range Hosting
BT IP Exchange can host numbers allocated to CPs by Ofcom. Any new number blocks obtained from the regulator should be notified to the TAM in the form of an Ofcom certificate (and Letter of Authority if appropriate).  IP Exchange Type B customers are responsible for submitting their own routing plans via the Routing Plan Database which is available on www.btwholesale.com and associated DMA (Data Management Application).  IP Exchange Type A routing plans and DMAs are submitted by the TAM on receipt of the relevant documentation from the IP Exchange Type A customer.

	It is the CPs responsibility to ensure that the BT IP Exchange TAMs are provided with timely updates of Numbering changes (additions and losses) to ensure service levels are maintained.
[bookmark: _Toc464743838][bookmark: _Toc83651905]Number Management – Portability
Please refer to the Number Portability Handbook. https://www.btwholesale.com/pages/static/products-services/ip-exchange.htm#accProducts=2   

[bookmark: _Toc464743839][bookmark: _Toc83651906]Number Management – Sub-Allocation of BT Number ranges TYPE A
BT has geographic & non geographic numbers allocated to IP Exchange for sub-allocation to UK IP Exchange Type A CPs to support their service.  These are available at www.btwholesale.com under the IP Exchange application.  There is a set up charge per number (see section 5) which will be billed to the customer when the CP provides the appropriate Name, Address and Postcode for the end user. 

Please refer to the Number Sub-Allocation Handbook.
https://www.btwholesale.com/pages/static/products-services/ip-exchange.htm#accProducts=2   
[bookmark: _Toc464743840][bookmark: _Toc83651907]Emergency Services Database (ESDB) 
Ofcom’ General Conditions of Entitlement A3.2 states that within the Telecommunications Industry it is a regulatory requirement for Communications Providers (CP’s) to obtain Caller Location Information from their customers and pass that information on to the Call Handling Agency (CHA i.e. BT) in a timely manner, so that accurate and reliable Call Location Information is available, at the time the call is answered by the CHA, for all emergency calls received.  
[bookmark: _Toc83651908]IP Exchange sub-allocated numbers.
These are BT numbers that are sub-allocated to CPs. As these numbers are owned by BT (CUPID ID - 001), BT is the only organisation allowed to manage these numbers (in relation to allocation to a CP and updating the ESDB). For these numbers to be activated by a CP, a CP MUST provide via the IP Exchange on-line portal - NUMBER, NAME, ADDRESS & POSTCODE. This information will be passed to the ESDB as the Caller Location Information. Information on how to access the IP Exchange on-line portal and obtain additional guidance on number allocation & activations can be found in the ‘Number Sub-Allocation Handbook (for UK IP Exchange customers.

If a CP wishes a number to be imported to IP Exchange (effectively becoming a BT owned number under BT’s CUPID ID (001)), a CP MUST ‘adopt’ this number onto IP Exchange by providing via the IP Exchange on-line portal – NUMBER, NAME, ADDRESS & POSTCODE. This information will be passed to the ESDB as the Caller Location Information. Additional information on number porting can be found in the ‘Number Portability Handbook (for UK IP Exchange customers).

To maintain the information on the ESDB, CPs can either use the ‘Premises Move Tab’ or the ‘ESDB amend Tab’ on the IP Exchange on-line portal. 

ESDB for IP Exchange sub-allocated numbers can ONLY be updated via the IP Exchange on-line portal.

[bookmark: _Toc83651909]CP Ofcom owned number ranges. TYPE B
These are numbers that have been directly allocated to a CP by Ofcom. They are owned by the CP and are the responsibility of the CP to maintain the Caller Location Information held, for these numbers, on the ESDB. The method for updating the ESDB is by sending data files (per CUPID) via ftps to BT’ staging server (Calypso). Records within the data files must be in the emergency file format – EFF.
NB; CUPIDs should be obtained from Ofcom.

Access to Calypso (ESDB staging server).




Emergency File Format for 999.


User Handbook for 999.



ESDB for CP Ofcom owned numbers can ONLY be updated via Calypso.

NB; documents provided are for reference only. For all the documentation relating to 999 service establishment, please contact Ian Watson at 999.product.management@bt.com  
[bookmark: _Toc83651910]Annual Customer Audits.
Ofcom has a monitoring and enforcement programme in place to ensure that CPs are compliant with General Conditions of Entitlement A3.2. Discrepancy data information requests from Ofcom, via formal s135s, are sent to BT and individual CPs. Failure to provide Caller Location Information could lead to an Ofcom investigation.
	
To help CPs achieve compliance with Ofcom’ General Conditions of Entitlement A3.2. CPs should conduct an annual audit to compare Caller Location Information held on the CP’s own database with the Caller Location Information held on ESDB.    

IP Exchange has developed an automated audit facility to allow CPs to check the accuracy of their customer information (Caller Location Information) held on ESDB. This facility is available for numbers which have either been imported to IP Exchange or, sub-allocated from IP Exchange. 


Audit Process:
IP Exchange sub-allocated or Imported numbers.

It is essential that CPs have access to Secure Data Exchange & Distribution System (SDEDs) to perform these 999 customer audits.

The audit can be completed in three ways:

1. Automated quarterly audit
1.1. On the 28th of March, June, September & December, a file will be made available for each of the IP Exchange CPs on their SDEDs account, which will contain their entire number inventory held by IP Exchange.
1.2. The file ‘ESDB AUDIT report’ will be available via SDEDS (Secure Data Exchange & Distribution System) 
1.3. CPs will check the data against their own inventory, ensuring that the name and address details match their records.
1.4. On SDEDs our CPs will have access to an ESDB Macro input file' for the return of their amendments and missing records.
1.5. CPs to follow the format within the instructions tab of the macro input file.
1.6. It is essential that CPs enter the correct DUNSID, as this will automatically populate the input file with the required naming convention for the Secure Data Exchange & Distribution System (SDEDs).
1.7. After completing the inputs, the CP select ‘generate CSV’ option to create the input file to upload to SDEDs.
1.8. If a CP has already completed a yearly audit and doesn’t wish to complete additional quarterly audits, they can upload the acknowledgement file (blank file) using the ESDB macro to supress the audit/reminder KCIs.

Key points to note
The maximum number of records that can be uploaded in a single day is 50,000. This can be sent in a single or multiple file(s) but the total must not exceed 50,000 per day.

For example, the CP can send one file containing 30,000 records and a second file with 20,000 records. But if the second file also contains 30,000 records, then the CP will receive an error and the additional records will be rejected back with Error Code 309 within your SDEDs response file.
	
Our systems can process a maximum of 19,000 records per day, so a file with 38,000 records will take 2 days to process.

KCIs (Keep the Customer Informed)
A KCI will be sent when the audit file is made available.
Two additional KCI reminders will be sent at weekly intervals.
Escalation to follow if no action taken by the CP.

Uploading your input file to SDEDs
CPs will need to access the ‘IPEXESDB’ folders within your SDEDs account. The folder will contain ‘Request’, ‘Response’ and ‘Archive’ sub-folders. Please note:

· CPs should upload their input file to the Request folder and download the output file from the Response folder. 
· The Response (or ‘output’) file will have the same date as the Input file. To allow the CP to reconcile their data against the input file, multiple output files will be identified with the same date as the input file. 
· The Response file will contain final status error codes only.
· The Response file will remain in the Response folder for 5 days before moving to the Archive folder.  It will be kept in the Archive folder for 15 days and then permanently removed.

999 Confirmation and Error Code Messages
 


	
2. Ad hoc audit request (monthly)
1. 
2. 
2.1. A new monthly audit file can be requested from the 28th of each month.
2.2. To request the Ad hoc audit file, on SDEDs, select the Ad hoc request tab within the ESDB Macro input file.

Note: Remaining process follows on from point C in section 1 above.

3. Customer can request an inventory comparison (not yet available TBC)
3.1. On SDEDs our CPs will have access to an ESDB Macro input file’, the CP will input the data and generate a .csv file and rename the file using the following format: <DUNSID>)_CPAUDIT_<YYYYMMDDHHmmss>.csv


Any discrepancies between CPs data and IP Exchange inventory will be updated.

To obtain an audit file of a CPs Ofcom owned numbers; CPs should contact deana.surtees@bt.com       
   
[bookmark: _Toc83651911]Use of ii digits over IP Exchange.
Interconnect Identifier (ii digits) are allocated to a Communication Provider (CP) by BT. CPs are notified of their ii digit on successful completion of IOT.
ii digits are used by BT to identify the network and call type of an emergency call. It is important that emergency calls are conveyed to BT in the format 999ii where:
a) “999” identifies the Call as an Emergency Call (for the avoidance of doubt Customers will be expected to translate any 112 calls to the expected 999 format and 112 calls will not be conveyed by BT); and 
b) “ii” is the code by BT which identifies the Emergency Call as a VOIP originated Emergency Call from one of the CP’s End Users.  

An End User of an IP Exchange CP’ would be using an IP Exchange sub-allocated number, or a number ported to IP Exchange, or a CP’ own number (allocated to them by Ofcom) that is hosted on the IP Exchange network. 
The IP Exchange ii digit should not be used for BT WLR or non-CP owned numbers. 

[bookmark: _Toc464743841][bookmark: _Toc83651912]The Supply of Directory Data to the BT Directory Management System (DMS)
[bookmark: _Toc83651913]Overview
BT Directory Solutions (BTDS) provides Industry with a single database, known as the Directory Management System (DMS), for storing all Directory Information. 
Customer Directory Information provided to DMS will be used as follows-
To maintain the UK core directory information database known as DMS.
The provision of directory information services and directories by Directory Enquiry Providers (e.g. 118 directory enquiries services, Internet services, teleappending services, phonebooks, Classified services, etc.)
The publication by BT of directories ensuring that BT’s obligation to General Conditions of Entitlement B2 under section 45 of the Communications Act 2003 is complied with.
Also in exceptional emergency circumstances the customers Directory Information may be used by BT to perform an emergency service where a few specifically trained BT Retail voice directory enquiry operators can connect authorities to ex-directory (XD) telephone numbers held on the Database.
[bookmark: _Toc83651914]Process for CPs with their, own OFCOM allocated number ranges and CUPIDs 
CPs with their own OFCOM allocated number ranges and CUPID (a unique code to identify the individual CP network) should contact BTDS. BTDS will explain the methods available to supply their directory data, and the steps involved. 
· For more information please use the Directory solutions link: https://www.btwholesale.com/pages/static/products-services/directory-solutions.htm 
[bookmark: _Toc83651915]Process for BT Wholesale IP Exchange Sub-Allocated numbers Type A
Any CP who has BT IP Exchange Sub-Allocated numbers assigned to them, should contact the BT IP Exchange Customer Service team at wolverhampton999@bt.com  to obtain an IPX manual order form. Please include “Directory Entry” within the email header.
Process:
· IPX CP to complete manual order form with their Customer Directory Information.  The manual order form contains:
Mandatory details required for directory listings - trading name, address with a locality, full postcode, and telephone number
Entry Type of listing:
DE: Directory Entry – listing will feed to all directory products including the local BT Phone Book if it is a main directory listing. Only business listings are passed to classified products.
DQR: Directory Enquiry Record – listing will be available to Voice 118 services, Internet services and Tele-appending services only. Business listings are also passed to classified products.
XD/NC: Ex-Directory No Calls – listing will feed to Voice 118 services, Internet services and Tele-appending services but the telephone number is withheld. (*Note - Only one XD/NC listing per customer per address is permitted if no other number is shown at the same address.) 
          	*This only applies to listings belonging to the same franchise.
· The completed form should be emailed to the BT IP Exchange Customer Service team at wolverhampton999@bt.com. Please include “Directory Entry” within the email header.
· The BT IP Exchange Customer Service team will enter the listing details onto DMS 
Please see below Manual Order IPX Form and Guide for more information.

[bookmark: _MON_1693806864] 
[bookmark: _Toc83651916]Special Phone Book Entries (SPBEs)
Only directory listings classified as main listings with a full postcode and an entry type of DE are entitled to a free of charge listing in The BT Phone Book. 
Note: Not all listings are suitable for inclusion in the BT Phone Book.  For full details please see BTs Directory Entry Entitlement Policy-
https://www.thephonebook.bt.com/media/pdf/Conditions%20for%20Phone%20Book%20Entries_Final%20Dec%202019.pdf 
BT Special Phone Book Entries (SPBE) are chargeable and can be requested by indicating on the MO form which phone book area is required.
Note: If a telephone number is ported onto the IP Exchange Platform and this has a SPBE listing on DMS it will be ported 'as is' and charges will apply.
[bookmark: _Toc83651917]Pricing
For SPBE prices please see the Wholesale Annexe A rate card in the IP Exchange Pricing & Contracts section.
There are two types of charges for SPBE listings: National and Non-National. 
[bookmark: _Toc83651918]National SPBE
This is a SPBE listing which will appear in all BT UK Phone Books, any listings requested by a CP with a PB code of PB800 or PB801 in DMS.  This directory listing will incur an annual charge if the SPBE listing is live on DMS on 30 September 2014 and on each anniversary of this date. Any SPBE listings added to the database after the end of September each year will be charged on a reduced pro rata basis. This will cover the period between the first relevant Phone Book publication date and 30 September of the following year. Subsequent changes will be made at the full annual rate.
[bookmark: _Toc83651919]Non-National SPBE (i.e. all PB codes other than PB800 or PB801)
This is a SPDE listing which will appear in a specific Phone Book.
An annual charge for each SPBE listing will apply from the publication cut-off date for the Phone Book.  CPs will be charged for Special Phone Book Entries during the month after the Phone book the entry appears in is published book. 
SPBE Invoices
Invoices are raised monthly to the CP by BT Wholesale for any relevant SPBE charges. 
Before the invoice is issued, the BT IP Exchange Customer Service team (Directory Team) will provide backup information (via email) to the CP for any SPBE charges.  
Key Points to Note
CPs must ensure they obtain the necessary consent under the Data Protection Act 1998, the Privacy and Electronic Communications Regulations 2003, and any other relevant data protection statutes or regulations to enable them to supply Customer Directory Information to DMS.
CPs and BT will ensure that the management of directory information complies with the Data Protection Act 1998 and all other relevant regulation in the handling of customer data. 
CPs must ensure that any customer directory information supplied to DMS is comprehensive, accurate, and up to date in accordance with its Customer’s requirements and that the Entry Type (DE, DQR, or XD/NC) is clearly marked.  For more information about entry types please refer to the Manual Order pack.
BT will use best endeavours to ensure that the information provided by the CP is entered into DMS as accurately and completely as possible.
If BT receives a Data Subject Access Request (an individual exercises their right under the Data Protection legislation to see what data is held on DMS for them) BT will provide details of the directory listings held on DMS and will inform the CP at the earliest opportunity.
BT will remove any directory entry from DMS if the CP is unable to confirm and warrant that they are the owner of any trademarks, any copyright, or other related intellectual property rights
Due to the lifecycle of printed directories some customers’ directory entries may continue to be present in directories (phonebooks) for an 18 month period after the listing has been ceased from DMS.  Similarly it may also be available in other directory enquiry facilities for a short period.
If BT receives a complaint or query relating to the data held on DMS, the details will be passed on to the CP to resolve and/or to provide updated directory information.  Similarly if inaccurate data is identified as a result of a BT data cleanse exercise, details of erroneous listings will be provided to the CP so that they can provide correct updated information.
If a CP ceases to operate and is unable to update the data held on DMS, BT will either port the data to the Operators inheriting the subscribers concerned or exceptionally will cease the listings. 
[bookmark: _Toc160336011][bookmark: _Toc464743842][bookmark: _Toc83651920]Technical Details

Please refer to the Technical Description Handbook Technical Description.  
[bookmark: _Toc464743843][bookmark: _Toc83651921]Fault Handling and Repair

Customers will be able to report faults 24 hours a day, 7 days a week, 365 days a year (including UK Public and Bank Holidays) to the IP Exchange Customer Service Team on 0800 077 8247 option 2 (also works from outside of the UK).

Customers will have to complete the template IP Exchange fault Reporting Template and then log a fault on the IPX Repair Portal, attaching the completed template. Guidance on how to arrange access to the portal can be found via:   IP Exchange Repair Portal User Guides 


The process attached covers gaining access right through from btwholesale.com to the portal itself and also how to assign a ‘My Admin’ role, which if not in place already, will also need to be completed.
Any team members that are likely to raise a fault ticket, will need to have their own individual access to the Repair Portal. A group login account will not be possible.
If you experience any issues with the on-boarding process, please contact the system helpdesk in the first instance via email on btwholesale.direct@bt.com.  
The user guides on how to raise and track a fault can be found via the following link:   Raise or Track a trouble Ticket

The repair service desk will ensure that the CP has proven the fault away from their network before accepting the fault by requesting a call trace and full completion of the Structured Questions template –.  Failure to provide a complete template will result in the delay of fault resolution. 
If the fault is proven to be on a network that is not BT’s i.e. a 3rd party CP, the repair desk has no jurisdiction to enforce action or a clear time from that 3rd party. 

BT does not currently offer any SLA (Service Level Agreement) with this product. However, BT will endeavour to resolve major service impacting faults within 5 working hours and non-service impacting faults within 48 working hours.

The Customer Service Plan will provide contact and escalation points. 

[bookmark: _Toc464743844][bookmark: _Toc83651922]Major Service Outages (MSOs)
In the event of a Major Outage on the IPX service, the normal fault reporting process should apply.
BT will however endeavour to proactively notify you of the incident and provide regular updates throughout the duration of the issue and where the issue is deemed serious, will provide a formal Post Incident Review (PIR) which can be obtained via the CPs account manager. 

[bookmark: _Toc464743845][bookmark: _Toc83651923]Service Cessation

CPs can cease their entire service with IP Exchange by submitting a CRF reducing their port capacity to zero.  CPs need to give a minimum of 30 working days’ notice to facilitate re-routing activity in the PSTN etc. 
[bookmark: _Toc464743846][bookmark: _Toc83651924]Complaints handling

Any complaint regarding the IP Exchange service should in the first instance be directed to the helpdesk for resolution on 0800 077 8247 Option 1.  Should a CP remain dissatisfied they should follow the escalation procedure detailed in their CSP (Customer Service Plan) at https://www.btwholesale.com/pages/static/help-and-support/product-documentation.htm (select Customer Service Plans, then Voice Service CSPs)
[bookmark: _Toc464743847][bookmark: _Toc83651925][bookmark: _Toc57443454][bookmark: _Toc58732973]Additional Information

IP Exchange is not a PSTN emulation services and CPs should be aware that some PSTN features that are supported by ISUP signalling are not available with this product e.g. Malicious Call Trace 

The following documentation is available at  https://www.btwholesale.com/pages/static/products-services/ip-exchange.htm#accProducts=2   

· Product Handbook
· Number Portability Handbook (for UK IP Exchange customers)
· Number Sub-Allocation Handbook (for UK IP Exchange customers)
· Technical Service Description
· Customer Service Plan (CSP)

The following documentation is available from your BT Account team:
· Customer Requirements Form
· Contract
· Pre-Test Description
· Forecasting Spreadsheet

[bookmark: _Toc83651926]Glossary of Terms

	21CN
	21st Century Network

	AMR
	Adaptive Multi-Rate speech encoding

	BTWM
	BT Wholesale Markets

	CM
	Commercial Manager

	CNG
	Comfort Noise Generator

	CP
	Communications Provider

	CRE
	Call routing Engine

	DMA
	Data Management Amendment

	DNS
	Domain Name Server

	DSL
	Digital Subscriber Line

	DTMF
	Dual Tones Multi Frequency

	GSM
	Global System for Mobile

	IETF
	Internet Engineering Task Force

	IMS
	Internet & Multimedia Services

	IP
	Internet Protocol

	IPSec
	IP Security protocol

	ITU
	International Telecommunications Union

	LLU
	Local Loop Unbundling

	NGN
	Next Generation Network

	POLO
	Payment to Other Licensed Operator

	POP
	Point Of Presence

	PSTN
	Public Switched Telephone Network

	QoS
	Quality of Service

	RFC
	Request for Comment

	RTP
	Real Time Protocol

	SDIN
	Session Distribution Interconnect Network

	SIP
	Session Initiation Protocol

	SIP-I
	Session Initiation Protocol - Interconnect

	SCTP
	Stream Control Transmission Protocol

	SLA
	Service Level Agreement

	SRV 
	Service Record Value

	TAM
	Technical Account Manager

	TCP
	Transmission Control Protocol

	TDM
	Time Division Multiplexing

	TLS
	Transport Layer Security

	TNO
	Telecommunications Network Operator

	UDP
	User Datagram Protocol

	URI
	Universal Resource Indicator

	VoIP
	Voice over the Internet Protocol
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RTTM Request form.docx
		REQUEST / INFORMATION FOR NETWORK MANAGEMENT CONTROLS







		Section A 

		For Attention of: ALL COMMUNICATION PROVIDERS

		#



		Codes Involved:	



		Action Required: Please apply controls to restrict the above numbers to 400 calls per minute (0.15secs) per Interconnect route into the BT network by 17:00 hrs on 07/12/2016.



		Reason: 



Please acknowledge receipt of this document by completing ALL 

of the next section and preferably e-mailing to nntm.nntm@bt.com 

(Tele.01691670705 or 01691666275, both numbers 24 hours) 



		Apply On:

		Date:

		07/12/2016

		Time:

		17:00



		Remove On:

(If applicable / known)

		N.B. Unless Otherwise Requested



		

		Date:

		12/12/2016

		Time:

		09:00



		Please acknowledge receipt of this document by completing Section B and returning ASAP



		Originated By

		Time:

		15:00

		Date:

		23/11/16

		Reference:

		P/95679



		CP Name:

		BT

		Email:

		nntm.nntm@bt.com

		Name: 

		







		Section B

		For Attention of: BT National Network Management Centre Oswestry 

		#



		The Network Management action has been noted / applied / not applied *



		Reason: (If Not Applied)

		



		Completion Details:

		Time:

		HR:MIN (24 hour)

		Date:

		DD/MM/YYYY

		Reference:

		



		CP Name:

		

		Email:

		

		Name:

		



		Section C

		For Attention of:  

		

		#



		The removal of the above Network Management action is required / completed *



		Sent By:

		Time:

		HR:MIN (24 hour)

		Date:

		DD/MM/YYYY

		Reference:

		As Section A



		CP Name:

		

		Email:

		

		Name:

		







		Section D

		For Attention of: BT National Network Management Centre Oswestry 

		#



		The removal of the above Network Management action has been completed / noted *



		Sent By:

		Time:

		HR:MIN (24 hour)

		Date:

		DD/MM/YYYY

		Reference:

		As Section B



		CP Name:

		

		Email:

		

		Name:

		





		* Delete as applicable 

		# Complete CP Name as appropriate

		



		

		

		Version 3 November 2011
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IOT Break In Only
Cover

				This document outlines the Test Cases recommended by BT to test inter-operability with Customer's equipment.

								BT Details		Customer's Details

				Company Name				British Telecom

				Primary Technical Testing Contact Name				Naveen Kumar

				Building				B26

				Location / Sub-Building				Gemini

				Street Number				Adastral Park

				Post Town				Ipswich, UK

				Post Code				IP5 3RE

				Telephone				+441473641677

				Email				naveen.s.kumar@bt.com

				Note: CP is an abbreviation for Communication Provider, which also referred to as Customer



mailto:naveen.s.kumar@bt.com

Summary









												Customer Name

												TNOR Reference

												Customer CPE

												Start Date

												Finish Date





												Test Reference #		Area		IPX		Direction		Result

												   SDIN_IOT_CPBIBO_TC01		Basic		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC02		Cancel		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC03		Codec		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC04		DTMF		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC05		DTMF		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC06		Hold		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC07		Hold		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC08		SDP		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC09		Anonymous		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC10		Refresh		Yes		BT -> CP		





































Proposed Tests

				Test Case
 ID		Media
 Y/N		IPX		Area		Test Description		Expected Test Case Result 		Result		Date		Tested By		Comments

				   SDIN_IOT_CPBIBO_TC01		N		Yes		Basic		Test Title
Initial connectivity tests to ensure SDIN IOT can start (BT -> CP)

1) OPTIONS message is sent from SDIN to CP: Check for the response message for OPTIONS from the CP's end.
2) Check for 'OPTIONS' message from CP to SDIN and verify whether CP is getting 200OK response message for OPTIONS from SDIN.
Test Description.

3) On net call; Basic call should be successfully established. Make a basic call from SDIN to CP.
4) PSTN Break-in; Basic call should be successfully established. Make a basic call from PSTN to CP.



 For 3) Ensure all codecs supported by the CP are tested, tester to change codec options on their test phone. 
		1) Verify that there are no private IP addresses in any part of SIP signalling and SDP messages. Ensure CP is using the correct signalling format chosen in the CRF for both break-in and break-out calls.
2) Verify that the call gets connected successfully. Verify that Request Uri , To, Contact and From must be in +E164 format and in SIP-URI format only. Check that the max-forwards is at least 50 in the SIP message. Ensure that CP MUST send a PAID header in +E164 format and in SIP-URI format. ( Note SDIN does not handle RPID and P-Preferred-ID ).
3) Verify the SIP 3 way handshake is as expected.
4) Check what is offered by CP in the "supported" header. If CP offers "pre-condition", codec profiling needs to be enabled.
5) If "supported" header contacts "100rel", terminate the call on SNOM to verify PRACK exchange and call flow signalling is correct.
6) Note down any extra unrecognised headers in the comment section for discussion with the design team.
7) Verify that the call gets connected successfully and verify that the Media path is successful. 
8) Check all mandatory SDP parameters are available. Check if media IP differs from signalling IP.
9) Make a note of any extra codecs CP has sent in the SDP that are not recorded in the CRF.
10) Verify that SDP does not contains "alternate" parameter and any other unrecognised attributes. Note these down for discussion with design.
11) Verify that CP sends "ptime" parameter as per their CRF selection. If not present, the CP needs to be informed that inter-working functionality might not work as expected on BT side.
12) Use the checks from 4 to 14 for all the connectivity calls.
13) Call to the PSTN should be forward and backward released. Verify, no non-standard behaviour on CP side.         
14) FQDN Customer - Verify that BT SIP formatting is  "sip:+44xxxxxxxxxx@uk.sdin.bt.net"		

				   SDIN_IOT_CPBIBO_TC02		N		Yes		Cancel		Test Title
CANCEL #1

Test Description
A call is made from SDIN to CP and the call is cancelled by SDIN before the call is answered by CP.
Verify if CP is sending 487 "request terminated" on the reception of  CANCEL by SDIN. 
Execute this test case with preferred codec of the CP. 		The CANCEL method sent by SDIN should be acknowledged by CP with a 200 OK. 
The CP should then send '487 Request Terminated' which will be acknowledged with an ACK from SDIN. 
Verify that the call gets cancelled and can be traced by looking into the trace from SBC.		

				   SDIN_IOT_CPBIBO_TC03		N		Yes		Codec		Test Title
Unsupported codec  

Test Description
The codec needs to be set to an unsupported codec on the SDIN side. A call is then made from SDIN to CP. Check that the 488 Not Acceptable Here SIP error is sent back from the CP.  Check that the full list of codecs is offered to the CP.  Check if call is successfully established with good voice quality. Check the packet size used by the codec in both directions. 

Terminate call from BT end.

CP to dial 01162687112 it will ask CP to enter the number they wish the AMR only call be generated toward, the CP should use the keypad to enter the number they wish to be dialled and then hang up, they will then recieve a call within 5 minutes on the number entered with AMR only. If the CP is supporting AMR generate a call from Soft phone with another codec like G729. Note some HD codecs like G722 are not transcoded on IPEX but a test can be run with this in the offer to ensure the CP releases the call with a 488.		Verify that the 488 Not Acceptable Here error is sent from the CP.
Make the same verifications as TC_01 to ensure that the parameters and headers agreed during connectivity have not changed.
Check to ensure that the C3/G9 gets involved by sending a full list of codecs.
Make a note of which codec is negotiated
Capture the media traces on the SBC. Analyse the rtp stream to ensure there is no asymmetric packetisation.
Also ensure that there are no vbd packets which are usually 2 byte packets.
Verify that the packetisation rate is as per the CRF. 
Packetisation rate can be calculated using the payload size in the rtp packet.
The call must be successfully established with two way speech and good voice quality. 
If there is asymmetric packetisation rate the customer must be made aware of the same and asked to rectify the issue.		

				   SDIN_IOT_CPBIBO_TC04		Y		Yes		DTMF		Test Title
DTMF tones as per RFC2833

Test Description
A call is made from SDIN to CP, CP is expected to send DTMF tones once call is established. The CP's user is expected to generate the tones in sequential order for the IOT test engineer to verify the pattern and accurate delivery of the digits entered.  DTMF tones are then generated from BT end on the same call and CP needs to verify its accurate delivery. Check if the RTP events are present for each digit entered. Check if the user at both ends can hear the DTMF tones. Use the preferred codec of CP for this call.

		Verify that 101 telephone event is present in the SDP of INVITE and 200 OK. 
The DTMF tones should be heard by each party and then show up in the RTP trace as RTP events. 		

				   SDIN_IOT_CPBIBO_TC05		Y		Yes		DTMF		Test Title
DTMF tones as per Inband signalling

Test Description
Ensure SDIN test phone is set up to only offer in-band. 
A call is made from SDIN to CP. SDIN is expected to send DTMF tones once call is established. The user at SDIN is expected to generate the tones in sequential order in order to verify the pattern and accurate delivery of the digits entered.  DTMF tones are then generated from CP side on the same call and SDIN needs to verify its accurate delivery. Check if the user at both ends can hear the DTMF tones. Use the preferred codec of CP for this call.		The DTMF tones should be heard by each party. 
Verify the call is going to C3 and C3 connects the call to PSTN. 
Verify that 101 telephone event is NOT present in the SDP of INVITE and 200OK.		

				   SDIN_IOT_CPBIBO_TC06		N		Yes		Hold		Test Title
Hold #1 
                   
Test Description
A call is made from SDIN to CP

Once the call is successfully established, it is put on hold by the CP. 
The call needs to be placed on hold for more than 180 seconds.

Option A:- Call on hold with media attribute in SDP set to sendonly.
When the CP initiates a hold, a re-INVITE is expected with directionality attribute set to sendonly in SDP. PSTN is expected to respond with a recvonlyin 200 OK. 
CP is expected to send media packets (RTP/RTCP) during the period of the hold.

Option B:- Call on hold with music on hold.
When CP initiates a hold, CP plays music on hold. No extra signalling messages are expected during this scenario.
Once the call is put on hold for 180 secs, resume the call.
Note : If the CP sends C=0.0.0.0 as per RFC 3261 then we need to observe the behaviour of loss of RTP.
1. Check message flow. 
2. Check how call hold is handled (using re-INVITE or MOH); if using re-INVITE check in SDP how the hold is being handled. CP should take the call off-hold after 180 secs.
		This can be verified by looking into the call traces. 
Verify the  RTP stream behaviour during the hold scenario. 
Verify the call is resumed appropriately with two way speech path.



		

				   SDIN_IOT_CPBIBO_TC07		N		Yes		Hold		Test Title
Hold #2

Test Description
A call is made from a SDIN number to a CP number and the call is placed on hold by SDIN. 
The call needs to be placed on hold for more that 500 seconds.
When the call is placed on hold by SDIN; SDIN sends a re-INVITE with media attribute set to sendonly. CP is expected to respond with a recvonly or inactive in the 200 OK. The media packets are expected to flow from SDIN to CP. Once the call is put on hold for 550 secs, resume the call. Check message flow. Check how the end CP responds to the hold initiated by IPEX. 
SDIN should take the call off-hold after 550 secs.



		Verify the call is resumed appropriately with two way speech path between SDIN and CP.
If the call drops after 180 secs this test can be passed but a note should be made to reflect this in the comments field.
Make note on whether the CP hears the music on hold. 
		

				   SDIN_IOT_CPBIBO_TC08		N		Yes		SDP		Test Title
No SDP #1

Test Description
SDIN to CP with no SDP in the INVITE -  Does the CP's equipment supports receiving an Invite with no SDP/ delayed offer?
Place an audio call from SDIN to CP call with no SDP in Invite. 
This needs to be tried with "supported:100rel" and without "supported:100rel" in the Invite.

		Verify that SDIN's INVITE has no SDP.
Ensure that the response from CP side contains all the codecs enabled.
Check the codec that SDIN then chooses for the call.
Verify the call is successful with no issues with voice quality.
Verify how PRACK behaves when negotiated.

If the CP does not support receiving delayed offer then this test can be de-scoped. 

		

				   SDIN_IOT_CPBIBO_TC09		N		Yes		Anonymous		Test Title
Anonymous test from BT into CP.

Ensure the CP receives the call as anonymous and does not present the p-asserted identity.

		Verify with the CP what is presented on the handset.
Verify the call connects.
Ensure the PAID is not presented.

		

				   SDIN_IOT_CPBIBO_TC10		N		Yes		Refresh		Test Title
Session Refresh

Test Description
A call is made from an SDIN number to a CP number - check for session refresh (re-invite/UPDATE) from CP (during a 30 minute call).

CP to dial +441162687108, the IVR will ask the CP to enter the number they wish the long duration call be made to, once the CP enters the destination number on the keypad they should hang up. They will then recieve a call back on the hour, this test runs once an hour. Music will be played for 30 minutes and the call will be hung up at 31 minutes.		Verify with the CP what is presented on the handset.
Verify the call connects.
Ensure the PAID is not presented.

If CP does not support session timers make note in the comments section but still run this test. 		
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				This document outlines the Test Cases recommended by BT to test inter-operability with Customer's equipment.

								BT Details		Customer's Details

				Company Name				British Telecom

				Primary Technical Testing Contact Name				Naveen Kumar

				Building				B26

				Location / Sub-Building				Gemini

				Street Number				Adastral Park

				Post Town				Ipswich, UK

				Post Code				IP5 3RE

				Telephone				+441473641677

				Email				naveen.s.kumar@bt.com

				Note: CP is an abbreviation for Communication Provider, which also referred to as Customer
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Summary









												Customer Name

												TNOR Reference

												Customer CPE

												Start Date

												Finish Date





												Test Reference #		Area		IPX		Direction		Result

												   SDIN_IOT_CPBIBO_TC01		Basic		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC02		Cancel		Yes		CP -> BT

												   SDIN_IOT_CPBIBO_TC03		Announcements		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC04		Refresh		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC05		DTMF		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC06		DTMF		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC07		DTMF		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC08		Hold		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC09		Hold		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC10		Emergency		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC11		Emergency		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC12		Emergency		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC13		SDP		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC14		503		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC15		404		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC16		486		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC17		403		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC18		Anonymous		Yes		CP -> BT		















Proposed Tests

				Test Case
 ID		Media
 Y/N		IPX		Area		Test Description		Expected Test Case Result		Result		Date		Tested By		Comments

				   SDIN_IOT_CPBIBO_TC01		N		Yes		Basic		Test Title
Initial connectivity tests to ensure SDIN IOT can start (CP -> BT)

Test Description
1) OPTIONS message is sent to the CP from SDIN.  Check for the response message for OPTIONS from the CP's end.
2) Check for 'OPTIONS' message from CP to SDIN and verify whether CP is getting 200OK response message for OPTIONS from SDIN.
3) On net call; Basic call should be successfully established. Make a basic call from CP to SDIN.
4) PSTN Break-out; Basic call should be successfully established. Make a call from CP to PSTN.


For test case 3) ensure you test all codecs supported by the CP, these will mean making a test call per codec supported. 

SDIN test line: +441162687100
 
		1) Check SIP Options are going out of the S3 towards CP's platform. CP to check they recieve option pings from BT.
2)CP / Customer Platform check they send 200 OK SIP response to the OPTION Message. Tester to verify 200ok is received.
3) CP to confirm whether they send option pings toward SDIN and if they are verify whether they are is getting 200OK response message from the SDIN platform. Tester to check BT side.
4) Verify that there are no private IP addresses in any part of SIP signalling and SDP messages. Ensure CP is using the correct signalling format chosen for both break-in and break-out calls.
5) Verify that the call gets connected successfully to two way audio.
6) CP to ensure that Request Uri , To, Contact and From must be in +E164 format and in SIP-URI format only. CP to check that they send a max-forwards of at least 50 in the SIP message. CP to ensure they send a PAID header in +E164 format and in SIP-URI format. ( Note SDIN does not handle RPID and P-Preferred-ID ). 
CP must send "user=phone" in the TO, FROM, PAID and request URI, wherever a SIP URI is present. CP to refer to Ofcom N1035, section 6.1 and 6.2.
6) Verify the SIP 3 way handshake is as expected.
7) Check what is offered by CP in the "supported" header. If CP offers "pre-condition", codec profiling needs to be enabled.
8) If "supported" header contacts "100rel", terminate the call on SNOM to verify PRACK exchange and call flow signalling is correct.
9) Note down any extra unrecognised headers in the comment section for discussion with the design team.
10) Check all mandatory SDP parameters are available. Check if media IP differs from signalling IP.
11) Make a note of any extra codecs CP has sent in the SDP that are not recorded in the CRF.
12) Verify that SDP does not contains "alternate" parameter and any other unrecognised attributes. Note these down for discussion with design.
13) Verify that CP sends "ptime" parameter as per their CRF selection. If not present, the CP needs to be informed that inter-working functionality might not work as expected on BT side.
14) Call to the PSTN should be forward and backward released. Verify, no non-standard behaviour on CP side.         
15) FQDN Customer - Verify that BT SIP formatting is  "sip:+44xxxxxxxxxx@uk.sdin.bt.net"		

				   SDIN_IOT_CPBIBO_TC02		N		Yes		Cancel		Test Title
CANCEL #2

Test Description
A call is made from CP to SDIN and the call is cancelled by CP before the call is answered by SDIN.
Verify if SDIN is sending 487 "request terminated" on the reception of  CANCEL by CP. 
Execute this test case with preferred codec of the CP.
To SDIN test line +441162687100		The CANCEL method sent by SDIN/PSTN should be acknowledged by CP with a 200 OK. 
The CP should then send '487 Request Terminated' which will be acknowledged with an ACK from PSTN. 
Verify that the call gets cancelled and can be traced by looking into the trace from SBC.		

				   SDIN_IOT_CPBIBO_TC03		N		Yes		Announcements		Test Title
Inband announcements

Test Description
CP to call +44800 032 4420, (IN Service number).  Call will result in 183 with SDP and 180 with SDP from C3. 

CP should be able to hear the announcement.


		CP to confirm able to hear the inband announcement properly.		

				   SDIN_IOT_CPBIBO_TC04		N		Yes		Refresh		Test Title
Session Refresh #1

Test Description
A call is made from a CP number to SDIN ensuring that the call is at least 30 minutes long so as to check for session refresh (re-invite/UPDATE) from CP. 
 
CP will dial SDIN number +441162687106, it will play music for 30 minutes.

Ask CP to terminate the call.		Verify that the call connects successfully from CP to a SDIN number for at least 30 minutes. 
Verify the CP sends supported: timer and a "refresher" value is negotiated.
Check for session timers and verify if the session is getting refreshed as expected from the refresher using re-invite or update message.
Verify that the call gets disconnected successfully after it is terminated by the CP.

If CP does not indicate the supported of timers ask them to confirm they don't support session timers and make note in the comment section, the test can still be run. 		

				   SDIN_IOT_CPBIBO_TC05		Y		Yes		DTMF		Test Title
DTMF tones as per RFC2833

Test Description
A call is made from CP to SDIN CP is expected to send DTMF tones once call is established. The CP's user is expected to generate the tones in sequential order for the IOT test engineer to verify the pattern and accurate delivery of the digits entered.  DTMF tones are then generated from PSTN end on the same call and CP needs to verify its accurate delivery. Check if the RTP events are present for each digit entered. Check if the user at both ends can hear the DTMF tones. Use the preferred codec of CP for this call.


CP to dial 01162687101 , the IVR will ask the CP to input DTMF, CP to enter 1 digit at a time to hear the IVR repeat back what has been detected.
		Verify that 101 telephone event is present in the SDP of INVITE and 200 OK. 
The DTMF tones should be detected by the IVR show up in the RTP trace as RTP events. 		

				   SDIN_IOT_CPBIBO_TC06		Y		Yes		DTMF		Test Title
DTMF tones as per Inband signalling

Test Description
A call is made from CP to SDIN. CP set to RFC2833 and SDIN endpoint set to Inband. CP is expected to send DTMF tones once call is established. The CP's user is expected to generate the tones in sequential order for the IOT test engineer to verify the pattern and accurate delivery of the digits entered.  DTMF tones are then generated from SDIN end on the same call and CP needs to verify its accurate delivery. Check if the RTP events are present for each digit entered. Check if the user at both ends can hear the DTMF tones. Use the preferred codec of CP for this call.

CP to dial +441162687107, the IVR will ask the CP to input DTMF, CP to enter 1 digit at a time to hear the IVR repeat back what has been detected.		The DTMF tones should be detected by the IVR and heard in the PCAP with RTP. 
Verify that 101 telephone event is NOT present in the 200OK and that Inband has been negotiated.
		

				   SDIN_IOT_CPBIBO_TC07		Y		Yes		DTMF		Test Title:
=========
CP to PSTN - DTMF tones as per Inband signalling. Tones to be generated & verified at both ends.

Test Description:
==============
A call is made from CP to PSTN. CP is expected to send DTMF tones once call is established. The user at CP is expected to generate the tones in sequential order in order for the test engineer to verify the pattern and accurate delivery of the digits entered.  DTMF tones are then generated from PSTN on the same call and CP needs to verify its accurate delivery. Check if the user at both ends can hear the DTMF tones. Use the preferred codec of CP for this call.		The DTMF tones should be heard by each party. 
Verify the call is going to C3 and C3 connects the call to PSTN. 
Verify that 101 telephone event is NOT present in the SDP of INVITE and 200OK.

If the CP always offers RFC2833/ Telephone events and cannot remove it from their offer this test can be de-scoped. Make note of this is comment section. 		

				   SDIN_IOT_CPBIBO_TC08		N		Yes		Hold		Test Title
Hold #1 
                   
Test Description
A call is made from CP to SDIN

Once the call is successfully established, it is put on hold by the CP. 
The call needs to be placed on hold for more than 180 seconds.

Option A:- Call on hold with media attribute in SDP set to sendonly.
When the CP initiates a hold, a re-INVITE is expected with directionality attribute set to sendonly in SDP. PSTN is expected to respond with a recvonly or inactive in 200 OK. 

CP is expected to send media packets (RTP/RTCP) during the period of the hold.

Option B:- Call on hold with music on hold.
When CP initiates a hold, CP plays music on hold. No extra signalling messages are expected during this scenario.
Once the call is put on hold for 180 secs, resume the call.
Note : If the CP sends C=0.0.0.0 as per RFC 3261 then we need to observe the behaviour of loss of RTP.
1. Check message flow. 
2. Check how call hold is handled (using re-INVITE or MOH); if using re-INVITE check in SDP how the hold is being handled. CP should take the call off-hold after 180 secs.

CP to dial SDIN test line: +441162687100
		This can be verified by looking into the call traces. 
Verify the  RTP stream behaviour during the hold scenario. 
Verify the call is resumed appropriately with two way speech path.



		

				   SDIN_IOT_CPBIBO_TC09		N		Yes		Hold		Test Title
Hold #2

Test Description
A call is made from a CP number to a SDIN number and the call is placed on hold by SDIN. 
The call needs to be placed on hold for more that 500 seconds.
When the call is placed on hold by SDIN; SDIN sends a re-INVITE with media attribute set to sendonly. CP is expected to respond with a recvonly or inactive in the 200 OK. The media packets are expected to flow from SDIN to CP. Once the call is put on hold for 550 secs, resume the call. Check message flow. Check how the end CP responds to the hold initiated by IPEX. 
SDIN should take the call off-hold after 550 secs.

CP to dial 01162687110 , it will put the CP on hold for 550 seconds and play MOH, it will then take them off hold and shortly after terminate the call. 		Verify the call is resumed appropriately with two way speech path between SDIN and CP.
If the call drops after 180 secs this test can be passed but a note should be made to reflect this in the comments field
		

				   SDIN_IOT_CPBIBO_TC10		N		Yes		Emergency		Test Title
Emergency Call #1

Test Description
A call is made from CP to 999 and the CP does not add ii digits.  Verify message formats as per expected results.
As these calls will go to live 999 operators  2 days notice is required

Note
Ask CP to call 101, 105, 111, 112 and 119 as well and verify the message format.
		Check that Request URI only carries 999 instead of +44999 for this call. Check if call is routed to PSTN and check if CLI is delivered and II digits are correctly appended by S3 end-point (999ii). Check if call is successful. The INVITE sent by the CP-UT is expected to have the headers in the following format

Request URI: sip:999;phone-context=+44@109.159.136.170:5060;user=phone    
To: <sip:999;phone-context=+44@109.159.136.170;user=phone>>
Note number should not have +44 appended to it and the CP must send "phone-context=+44"

From: "xyz" <sip:+445600570031@ <Customer Domain >
Note number should be in international format. Note, the numbers used here are for illustration purpose only and if CP-UT is IP Based customer then CP-UT will send IP address instead of domain name. 
		

				   SDIN_IOT_CPBIBO_TC11		N		Yes		Emergency		Test Title
Emergency Call #2

Test Description
A call is made from CP to 999 number and the CP can send ii digits. Check that Request URI only carries 999ii instead of +44xxx for this call using call traces. Check if call is routed to C3 Check if CLI is delivered and ii digits are correctly appended by CP. Check if call is successful.
As these calls will go to live 999 operators  2 days notice is required

Note
Ask CP to call 101, 105, 111, 112 and 119 as well and verify the message format.


		Check that Request URI only carries 999ii (eg: 99970020) instead of +44999 for this call using traces. Check if call is routed to PSTN. Check if CLI is delivered and II digits are correctly appended by CP itself. Check if call is successful. The INVITE sent by the CP is expected to have the headers in the following format

Request URI: sip:999ii;phone-context=+44@109.159.136.170:5060;user=phone    
To: <sip:999ii;phone-context=+44@109.159.136.170;user=phone>>
Note number should not have +44 appended to it and the CP must send "phone-context=+44"

From: "xyz" <sip:+445600570031@ <Customer Domain >
Note the numbers used here are for illustration purpose only.		

				   SDIN_IOT_CPBIBO_TC12		N		Yes		Emergency		Test Title:
========
Emergency Call from CP to 112.

Test Description:
==============
Check if call is routed to C3. Check if CLI is delivered and ii digits are correctly appended by S3 end-point. Check if call is successful. Check that Request URI only carries 112 instead of +44112 for this call.

As these calls will go to live 999 operators  2 days notice is required		Check the Request URI only carries 112 instead of +44112 for this call.  
This can be verified by looking at the call traces. Verify that the call get connected successfully to the PSTN site and cleared successfully by looking into the  trace. Check if call is routed to PSTN. Check if call is successful. The INVITE sent by the CP is expected to have the headers in the following format

Request URI: sip:112;phone-context=+44@109.159.136.170:5060;user=phone    
To: <sip:112;phone-context=+44@109.159.136.170;user=phone>>
Note number should not have +44 appended to it and the CP must send "phone-context=+44"


From: "xyz" <sip:+445600570031@ <Customer Domain >
Note number should be in international format 

Note the numbers used here are for illustration purpose only

		

				   SDIN_IOT_CPBIBO_TC13		N		Yes		SDP		Test Title
No SDP #2 

Test Description
CP to confirm if they support sending an Invite with no SDP. 
Place an audio call from CP to SDIN call with no SDP in Invite.


CP to dial +441162687113, CP should send an INVITE without SDP.
		Verify that the CP's INVITE has no SDP.
Ensure that the response from BT side contains all the codecs enabled.
Check the codec the CP then chooses for the call.
Verify the call is successful with no issues with voice quality.



If the CP does not send/ support delayed offer this test can be de-scoped.		

				   SDIN_IOT_CPBIBO_TC14		N		Yes		503		CP to dial +441162687102, a 500 internal server error will be sent back to the CP.		CP to confirm they recieve a 500. Make note if the CP re-attempts.		

				   SDIN_IOT_CPBIBO_TC15		N		Yes		404		404 Not Found
CP to dial +441162687103, a 404 not found will be returned to the CP.		CP to confirm they recieve a 404, ensure the CP does not re-attempt the call.		

				   SDIN_IOT_CPBIBO_TC16		N		Yes		486		486 Busy Here
CP to dial +441162687104, the CP should receive a 486 busy.		CP to confirm they recieve a 486 busy and ensure the CP does not re-attempt the call.		

				   SDIN_IOT_CPBIBO_TC17		N		Yes		403		403 Forbidden
CP to dial +441162687109  the CP should receive a 403 forbidden.		CP to confirm they recieve a 403 forbidden and ensure the CP does not re-attempt the call.		

				   SDIN_IOT_CPBIBO_TC18		N		Yes		Anonymous		Anonymous test from CP
CP to dial +441162687100 and anonymise the from.		Ensure the CP sends a PAID.
Check format of INVITE.		
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				This document outlines the Test Cases recommended by BT to test inter-operability with Customer's equipment.

								BT Details		Customer's Details

				Company Name				British Telecom

				Primary Technical Testing Contact Name				Naveen Kumar

				Building				B26

				Location / Sub-Building				Gemini

				Street Number				Adastral Park

				Post Town				Ipswich, UK

				Post Code				IP5 3RE

				Telephone				+441473641677

				Email				naveen.s.kumar@bt.com

				Note: CP is an abbreviation for Communication Provider, which also referred to as Customer
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Summary









												Customer Name

												TNOR Reference

												Customer CPE

												Start Date

												Finish Date





												Test Reference #		Area		IPX		Direction		Result

												   SDIN_IOT_CPBIBO_TC01		Basic		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC02		Basic		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC03		Cancel		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC04		Cancel		Yes		CP -> BT

												   SDIN_IOT_CPBIBO_TC05		Codec		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC06		Announcements		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC07		Refresh		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC08		Refresh		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC09		DTMF		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC10		DTMF		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC11		DTMF		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC12		DTMF		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC13		Hold		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC14		Hold		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC15		Emergency		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC16		Emergency		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC17		Emergency		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC18		SDP		Yes		BT -> CP		

												   SDIN_IOT_CPBIBO_TC19		SDP		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC20		503		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC21		404		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC22		486		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC23		403		Yes		CP -> BT		

												   SDIN_IOT_CPBIBO_TC24		Anonymous		Yes		CP -> BT		









Proposed Tests

				Test Case
 ID		Media
 Y/N		IPX		Area		Test Description		Expected Test Case Result 		Result		Date		Tested By		Comments

				   SDIN_IOT_CPBIBO_TC01		N		Yes		Basic		Test Title
Initial connectivity tests to ensure SDIN IOT can start (CP -> BT)

Test Description
1) OPTIONS message is sent from SDIN to CP: Check for the response message for OPTIONS from the CP's end.
2) Check for 'OPTIONS' message from CP to SDIN and verify whether CP is getting 200OK response message for OPTIONS from SDIN.
3) On net call; Basic call should be successfully established. Make a basic call from CP to SDIN.
4) PSTN Break-out; Basic call should be successfully established. Make a call from CP to PSTN.

For test case 3) ensure you test all codecs supported by the CP, these will mean making a test call per codec supported. 


 SDIN test line: +441162687100
		1) Check SIP Options are going out of the S3 towards CP's platform. CP to check they recieve option pings from BT.
2)CP / Customer Platform check they send 200 OK SIP response to the OPTION Message. Tester to verify 200ok is received.
3) CP to confirm whether they send option pings toward SDIN and if they are verify whether they are is getting 200OK response message from the SDIN platform. Tester to check BT side.
4) Verify that there are no private IP addresses in any part of SIP signalling and SDP messages. Ensure CP is using the correct signalling format chosen for both break-in and break-out calls.
5) Verify that the call gets connected successfully to two way audio.
6) CP to ensure that Request Uri , To, Contact and From must be in +E164 format and in SIP-URI format only. CP to check that they send a max-forwards of at least 50 in the SIP message. CP to ensure they send a PAID header in +E164 format and in SIP-URI format. ( Note SDIN does not handle RPID and P-Preferred-ID ). 
CP must send "user=phone" in the TO, FROM, PAID and request URI, wherever a SIP URI is present. CP to refer to Ofcom N1035, section 6.1 and 6.2.
6) Verify the SIP 3 way handshake is as expected.
7) Check what is offered by CP in the "supported" header. If CP offers "pre-condition", codec profiling needs to be enabled.
8) If "supported" header contacts "100rel", terminate the call on SNOM to verify PRACK exchange and call flow signalling is correct.
9) Note down any extra unrecognised headers in the comment section for discussion with the design team.
10) Check all mandatory SDP parameters are available. Check if media IP differs from signalling IP.
11) Make a note of any extra codecs CP has sent in the SDP that are not recorded in the CRF.
12) Verify that SDP does not contains "alternate" parameter and any other unrecognised attributes. Note these down for discussion with design.
13) Verify that CP sends "ptime" parameter as per their CRF selection. If not present, the CP needs to be informed that inter-working functionality might not work as expected on BT side.
14) Call to the PSTN should be forward and backward released. Verify, no non-standard behaviour on CP side.         
15) FQDN Customer - Verify that BT SIP formatting is  "sip:+44xxxxxxxxxx@uk.sdin.bt.net"		

				   SDIN_IOT_CPBIBO_TC02		N		Yes		Basic		Test Title
Initial connectivity tests to ensure SDIN IOT can start (BT -> CP)

Test Description

1) On net call; Basic call should be successfully established. Make a basic call from SDIN to CP. Ensure you test all codecs supported by CP, this will mean a test call per codec. 
2) PSTN Break-in; Basic call should be successfully established. Make a basic call from PSTN to CP.



 Test 1) Ensure you test all codecs supported by the CP, BT tester to change their offer using soft-phone. 		1) Verify that there are no private IP addresses in any part of SIP signalling and SDP messages. Ensure CP is using the correct signalling format chosen in the CRF for both break-in and break-out calls.
2) Verify that the call gets connected successfully. Verify that Request Uri , To, Contact and From must be in +E164 format and in SIP-URI format only. Check that the max-forwards is at least 50 in the SIP message. Ensure that CP MUST send a PAID header in +E164 format and in SIP-URI format. ( Note SDIN does not handle RPID and P-Preferred-ID ).
3) Verify the SIP 3 way handshake is as expected.
4) Check what is offered by CP in the "supported" header. If CP offers "pre-condition", codec profiling needs to be enabled.
5) If "supported" header contacts "100rel", terminate the call on SNOM to verify PRACK exchange and call flow signalling is correct.
6) Note down any extra unrecognised headers in the comment section for discussion with the design team.
7) Verify that the call gets connected successfully and verify that the Media path is successful. 
8) Check all mandatory SDP parameters are available. Check if media IP differs from signalling IP.
9) Make a note of any extra codecs CP has sent in the SDP that are not recorded in the CRF.
10) Verify that SDP does not contains "alternate" parameter and any other unrecognised attributes. Note these down for discussion with design.
11) Verify that CP sends "ptime" parameter as per their CRF selection. If not present, the CP needs to be informed that inter-working functionality might not work as expected on BT side.
12) Use the checks from 4 to 14 for all the connectivity calls.
13) Call to the PSTN should be forward and backward released. Verify, no non-standard behaviour on CP side.         
14) FQDN Customer - Verify that BT SIP formatting is  "sip:+44xxxxxxxxxx@uk.sdin.bt.net"		

				   SDIN_IOT_CPBIBO_TC03		N		Yes		Cancel		Test Title
CANCEL #1

Test Description
A call is made from SDIN to CP and the call is cancelled by SDIN before the call is answered by CP.
Verify if CP is sending 487 "request terminated" on the reception of  CANCEL by SDIN. 
Execute this test case with preferred codec of the CP. 		The CANCEL method sent by SDIN should be acknowledged by CP with a 200 OK. 
The CP should then send '487 Request Terminated' which will be acknowledged with an ACK from SDIN. 
Verify that the call gets cancelled and can be traced by looking into the trace from SBC.		

				   SDIN_IOT_CPBIBO_TC04		N		Yes		Cancel		Test Title
CANCEL #2

Test Description
A call is made from CP to SDIN and the call is cancelled by CP before the call is answered by SDIN.
Verify if SDIN is sending 487 "request terminated" on the reception of  CANCEL by CP. 
Execute this test case with preferred codec of the CP.
To SDIN test line +441162687100		The CANCEL method sent by the CP should be acknowledged by BT with a 200 OK.  BT should then send '487 Request Terminated' which will be acknowledged with an ACK from CP. 
Verify that the call gets cancelled and can be traced by looking into the trace from SBC.		

				   SDIN_IOT_CPBIBO_TC05		N		Yes		Codec		Test Title
Unsupported codec  

Test Description
The codec needs to be set to an unsupported codec on the SDIN side. A call is then made from SDIN to CP. Check that the 488 Not Acceptable Here SIP error is sent back from the CP.  Check that the full list of codecs is offered to the CP.  Check if call is successfully established with good voice quality. Check the packet size used by the codec in both directions. 


CP to dial 01162687112 it will ask CP to enter the number they wish the AMR only call be generated toward, the CP should use the keypad to enter the number they wish to be dialled and then hang up, they will then recieve a call within 5 minutes on the number entered with AMR only.

 If the CP is supporting AMR generate a call from Soft phone with another codec like G729. Note some HD codecs like G722 are not transcoded on IPEX but a test can be run with this in the offer to ensure the CP releases the call with a 488.		Verify that the 488 Not Acceptable Here error is sent from the CP.
Make the same verifications as TC_01 to ensure that the parameters and headers agreed during connectivity have not changed.
Check to ensure that the C3/G9 gets involved by sending a full list of codecs.
Make a note of which codec is negotiated
Capture the media traces on the SBC. Analyse the rtp stream to ensure there is no asymmetric packetisation.
Also ensure that there are no vbd packets which are usually 2 byte packets.
Verify that the packetisation rate is as per the CRF. 
Packetisation rate can be calculated using the payload size in the rtp packet.
The call must be successfully established with two way speech and good voice quality. 
If there is asymmetric packetisation rate the customer must be made aware of the same and asked to rectify the issue.		

				   SDIN_IOT_CPBIBO_TC06		N		Yes		Announcements		Test Title
Inband announcements

Test Description
CP to call +44800 032 4420, Call will result in 183 with SDP and 180 with SDP from C3. 

CP should be able to hear the announcement, ensure CP confirms they heard the full annoucment clearly, they should state on the test that they can hear it so we can verify an RTP stream is set up.


		CP is able to hear the inband announcement properly.
Ask CP to confirm on the call that they hear the annoucment. 		

				   SDIN_IOT_CPBIBO_TC07		N		Yes		Refresh		Test Title
Session Refresh #1

Test Description
A call is made from a CP number to SDIN ensuring that the call is at least 30 minutes long so as to check for session refresh (re-invite/UPDATE) from CP. 
 
CP will dial SDIN number +441162687106, it will play music for 30 minutes.

Ask CP to terminate the call.		Verify the "timer" and "refresher" values negotiated.
Check for session timers and verify if the session is getting refreshed as expected from the refresher using re-invite or update message.
Verify that the call gets disconnected successfully after it is terminated by the CP.

If the CP does not support session timers and has confirmed this please make note in comments section but still test a long duration call. 		

				   SDIN_IOT_CPBIBO_TC08		N		Yes		Refresh		Test Title
Session Refresh #2

Test Description
A call is made from an SDIN number to a CP number - check for session refresh (re-invite/UPDATE) from CP (during a 30 minute call).

CP to dial +441162687108, the IVR will ask the CP to enter the number they wish the long duration call be made to, once the CP enters the destination number on the keypad they should hang up. They will then recieve a call back on the hour, this test runs once an hour. Music will be played for 30 minutes and the call will be hung up at 31 minutes.		Verify the "timer" and "refresher" values negotiated, and at what time during the call they occur.
Ensure that the CP sends "required:timer" if they send "refresher" parameter as UAC.
Check for session timer value and verify if the session is getting refreshed as expected from the refresher using re-invite or update message.
Verify that the call gets disconnected by BT.

The above verification steps can be found from the call traces.

If the CP does not support session timers and has confirmed this please make note in comments section but still test a long duration call. 		

				   SDIN_IOT_CPBIBO_TC09		Y		Yes		DTMF		Test Title
DTMF tones as per RFC2833

Test Description
A call is made from CP to SDIN.

CP is expected to send DTMF tones once call is established. The CP's user is expected to generate the tones in sequential order for the IOT test engineer to verify the pattern and accurate delivery of the digits entered. Check if the RTP events are present for each digit entered.

CP to dial +441162687101 , the IVR will ask the CP to input DTMF , CP should enter one DTMF digit at a time to hear the IVR detect and repeat back the tone entered. 		Verify that 101 telephone event is present in the SDP of INVITE and 200 OK. 
The DTMF tones should be detected by the IVR. Verify with the media capture that RFC2833 is sent by the CP. 		

				   SDIN_IOT_CPBIBO_TC10		Y		Yes		DTMF		Test Title
DTMF tones as per Inband signalling

Test Description
A call is made from CP to SDIN.

CP set to/ should offer RFC2833 and the SDIN endpoint set to Inband. CP is expected to send DTMF tones once call is established. The CP's user is expected to generate the tones in sequential order for the IOT test engineer to verify the pattern and accurate delivery of the digits entered. Ensure the CP use in-band DTMF. Use the preferred codec of CP for this call.

CP to dial +441162687107, CP should enter one DTMF digit at a time to hear the IVR detect and repeat back the tone entered. 		The DTMF should be detected by the IVR.
Verify that 101 telephone event is NOT present in the 200OK and that Inband has been negotiated.
Obtain PCAP with RTP to check you can hear the in-band tones from the CP.
		

				   SDIN_IOT_CPBIBO_TC11		Y		Yes		DTMF		Test Title:
=========
CP to PSTN - DTMF tones as per Inband signalling. Tones to be generated & verified at both ends.

Test Description:
A call is made from CP to PSTN. CP will need to offer in-band only and remove any Telephone events from their INVITE.
CP is expected to send DTMF tones once call is established. The user at CP is expected to generate the tones in sequential order in order for the test engineer to verify the pattern and accurate delivery of the digits entered.  DTMF tones are then generated from PSTN on the same call and CP needs to verify its accurate delivery. Check if the user at both ends can hear the DTMF tones. Use the preferred codec of CP for this call.		The DTMF tones should be heard by each party. 
Verify the call is going to C3 and C3 connects the call to PSTN. 
Verify that 101 telephone event is NOT present in the SDP of INVITE and 200OK.

If the CP always offers RFC2833/ Telephone events and cannot remove it from their offer this test can be de-scoped. Make note of this is comment section. 		

				   SDIN_IOT_CPBIBO_TC12		Y		Yes		DTMF		Test Title
DTMF tones as per Inband signalling

Test Description
A call is made from SDIN to CP. 

Ensure SDIN test phone is set up to only offer in-band. 
SDIN is expected to send DTMF tones once call is established. The user at SDIN is expected to generate the tones in sequential order in order to verify the pattern and accurate delivery of the digits entered.  DTMF tones are then generated from CP side on the same call and SDIN needs to verify its accurate delivery. Check if the user at both ends can hear the DTMF tones. Use the preferred codec of CP for this call.

		The DTMF tones should be heard by each party. 
Verify that 101 telephone event is NOT present in the SDP of INVITE and 200OK.		

				   SDIN_IOT_CPBIBO_TC13		N		Yes		Hold		Test Title
Hold #1 
                   
Test Description
A call is made from CP to  SDIN

Once the call is successfully established, it is put on hold by the CP. 
The call needs to be placed on hold for more than 180 seconds.

Option A:- Call on hold with media attribute in SDP set to sendonly.
When the CP initiates a hold, a re-INVITE is expected with directionality attribute set to sendonly in SDP. PSTN is expected to respond with a recvonly 200 OK. 
CP is expected to send media packets (RTP/RTCP) during the period of the hold.

Option B:- Call on hold with music on hold.
When CP initiates a hold, CP plays music on hold. No extra signalling messages are expected during this scenario.
Once the call is put on hold for 180 secs, resume the call.
Note : If the CP sends C=0.0.0.0 as per RFC 3261 then we need to observe the behaviour of loss of RTP.
1. Check message flow. 
2. Check how call hold is handled (using re-INVITE or MOH); if using re-INVITE check in SDP how the hold is being handled. CP should take the call off-hold after 180 secs.

Dial SDIN test line +441162687100		This can be verified by looking into the call traces. 
Verify the  RTP stream behaviour during the hold scenario. 
Verify the call is resumed appropriately with two way speech path.



		

				   SDIN_IOT_CPBIBO_TC14		N		Yes		Hold		Test Title
Hold #2

Test Description
A call is made from a CP number to a SDIN number and the call is placed on hold by SDIN. 

The call needs to be placed on hold for more that 500 seconds.
When the call is placed on hold by SDIN; SDIN sends a re-INVITE with media attribute set to sendonly. CP is expected to respond with a recvonly or inactive in the 200 OK. The media packets are expected to flow from SDIN to CP. Once the call is put on hold for 550 secs, resume the call. Check message flow. Check how the end CP responds to the hold initiated by IPEX. 
SDIN should take the call off-hold after 550 secs.


CP to dial 01162687110 , it will put the CP on hold for 550 seconds and play MOH, it will then take them off hold and shortly after terminate the call. 
		Verify the call is resumed appropriately with two way speech path between SDIN and CP.
If the call drops after 180 secs this test can be passed but a note should be made to reflect this in the comments field.

Make note of CP's responses to RE-INVITE's. 		

				   SDIN_IOT_CPBIBO_TC15		N		Yes		Emergency		Test Title
Emergency Call #1

Test Description
A call is made from CP to 999 and the CP does not add ii digits.  Verify message formats as per expected results.
As these calls will go to live 999 operators  2 days notice is required

Note
Ask CP to call 101, 105, 111, 112 and 119 as well and verify the message format.
		Check that Request URI only carries 999 instead of +44999 for this call. Check if call is routed to PSTN and check if CLI is delivered and II digits are correctly appended by S3 end-point (999ii). Check if call is successful. The INVITE sent by the CP-UT is expected to have the headers in the following format

Request URI: sip:999;phone-context=+44@109.159.136.170:5060;user=phone    
To: <sip:999;phone-context=+44@109.159.136.170;user=phone>>
Note number should not have +44 appended to it and the CP must send "phone-context=+44"

From: "xyz" <sip:+445600570031@ <Customer Domain >
Note number should be in international format. Note, the numbers used here are for illustration purpose only and if CP-UT is IP Based customer then CP-UT will send IP address instead of domain name. 
		

				   SDIN_IOT_CPBIBO_TC16		N		Yes		Emergency		Test Title
Emergency Call #2

Test Description
A call is made from CP to 999 number and the CP can send ii digits. Check that Request URI only carries 999ii instead of +44xxx for this call using call traces. Check if call is routed to C3 Check if CLI is delivered and ii digits are correctly appended by CP. Check if call is successful.
As these calls will go to live 999 operators  2 days notice is required

Note
Ask CP to call 101, 105, 111, 112 and 119 as well and verify the message format.


		Check that Request URI only carries 999ii (egg: 99970020) instead of +44999 for this call using traces. Check if call is routed to PSTN. Check if CLI is delivered and II digits are correctly appended by CP itself. Check if call is successful. The INVITE sent by the CP is expected to have the headers in the following format

Request URI: sip:999ii;phone-context=+44@109.159.136.170:5060;user=phone    
To: <sip:999ii;phone-context=+44@109.159.136.170;user=phone>>
Note number should not have +44 appended to it and the CP must send "phone-context=+44"

From: "xyz" <sip:+445600570031@ <Customer Domain >
Note the numbers used here are for illustration purpose only. 
		

				   SDIN_IOT_CPBIBO_TC17		N		Yes		Emergency		Test Title:
========
Emergency Call from CP to 112.
CP to add their ii digits. 
Test Description:
==============
Check if call is routed to C3. Check if CLI is delivered and ii digits are correctly appended by S3 end-point. Check if call is successful. Check that Request URI only carries 112 instead of +44112 for this call.

		Check the Request URI only carries 112 instead of +44112 for this call.  
This can be verified by looking at the call traces. Verify that the call get connected successfully to the PSTN site and cleared successfully by looking into the  trace. Check if call is routed to PSTN. Check if call is successful. The INVITE sent by the CP is expected to have the headers in the following format

Request URI: sip:112;phone-context=+44@109.159.136.170:5060;user=phone    
To: <sip:112;phone-context=+44@109.159.136.170;user=phone>>
Note number should not have +44 appended to it and the CP must send "phone-context=+44"


From: "xyz" <sip:+445600570031@ <Customer Domain >
Note number should be in international format 

Note the numbers used here are for illustration purpose only
		

				   SDIN_IOT_CPBIBO_TC18		N		Yes		SDP		Test Title
No SDP #1

Test Description
SDIN to CP with no SDP in the INVITE -  Does the CP's equipment supports receiving an Invite with no SDP/ delayed offer?
Place an audio call from SDIN to CP call with no SDP in Invite. 


To generate this test the CP dials +441162687105, once connected to the IVR you will be prompted to enter the number in which you want the delayed offer test call to be generated toward, once entered on the keypad hang up. The number entered will then recieve a delayed offer call at 5, 10 or 15 minutes past the hour. 
		Verify that SDIN's INVITE has no SDP.
Ensure that the response from CP side contains all the codecs enabled.
Check the codec that SDIN then chooses for the call.
Verify the call is successful with no issues with voice quality.
Verify how PRACK behaves when negotiated.



		

				   SDIN_IOT_CPBIBO_TC19		N		Yes		SDP		Test Title
No SDP #2 

Test Description
CP  to confirm is they support sending an Invite with no SDP. 
Place an audio call from CP to SDIN call with no SDP in Invite.

CP to dial +441162687113, CP should send a delayed offer/ INVITE no SDP.		Verify that the CP's INVITE has no SDP.
Ensure that the response from BT side contains all the codecs enabled.
Check the codec the CP then chooses for the call.
Verify the call is successful with no issues with voice quality.



		

				   SDIN_IOT_CPBIBO_TC20		N		Yes		503		500 Internal Sever Error
CP to SDIN, CP to dial +441162687102.
Call should be released with a 503.		CP should receive a 500, ensure call terminates.		

				   SDIN_IOT_CPBIBO_TC21		N		Yes		404		404 Not Found
CP to SDIN,CP to dial +441162687103.
Call should be released with a 404		Ensure the CP does not re-attempt on the receipt of a 404 not found.
Ensure the call is terminated on receipt of a 404.
		

				   SDIN_IOT_CPBIBO_TC22		N		Yes		486		486 Busy Here
CP to SDIN, CP to dial +441162687104		Ensure the CP does not re-attempt on the receipt of a 486.
Ensure the call is terminated on the receipt of a 486.		

				   SDIN_IOT_CPBIBO_TC23		N		Yes		403		403 Forbidden
CP to SDIN, CP to dial 01162687109 		Ensure the CP does not re-attempt on the receipt of a 403.
Ensure the call is terminated on the receipt of a 403.		

				   SDIN_IOT_CPBIBO_TC24		N		Yes		Anonymous		Anonymous test
CP to SDIN, CP to dial +441162687100 and anonymise their from CLI. 
SDIN to CP, anonymise the from CLI and ensure CP does not display the PAID.		Ensure the CP still sends a PAID.
Check the format of the INVITE.		
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INTRODUCTION


This document is intended to give guidance on the process for Communication Provider’s (CP’s) to gain access to BT’s 999 data administration system. 

This document provides an overview of the method of connecting to the 999 server that collects the files before onward progression to TDM for processing. The options and access methods have been changed to simplify the way CP’s send in their data, and negate the need for license costs for third party software.



Contractual Arrangements


Completion and signature of the 999 schedule is a pre-requisite to sending 999 Information data. This is a legally binding agreement between the supplier and BT.


Who Needs This Document


This document is intended to give guidance on the process for Communication Provider’s (CP’s) to gain access to BT’s 999 data administration system. 


Distribution


Communication Provider’s

BT Retail Data Delivery Team (DDT)


BT Retail Systems Support


BT Wholesale


Consultation


BT Retail Application Support Group (ASG), Cardiff

BT Retail Systems Support


BT Wholesale

Review


This document will be reviewed annually, or at a time when changes require the document to be updated by the document author.


Author


Deana Surtees


E-mail: deana.surtees@bt.com

Amendment History


		VERSION

		AUTHOR

		REASON FOR CHANGE

		DATE



		Issue 1

		Deana Surtees

		Removal of Telesto



		October 2009



		Issue 2

		Deana Surtees

		Updates required

		September 2011



		Issue 3

		Deana Surtees

		Updates to Calypso section, and processing times

		February 2014



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		





TDM

TDM (Trinity Data Manager) is BT's 999 data administration system that resides behind BT's corporate firewall.  It processes data from all Communication Provider’s who need to submit name & address information from their own number information systems in Emergency File Format (EFF).  Files are submitted from the Communication Providers to TDM via Calypso using FTPS.

Calypso Data System


The purpose of Calypso is to make the process of updating 999 records on the BT emergency platform as simple as possible while maintaining security. 


To simplify transfers, Calypso sits outside the BT core network. This means there are no trust hurdles for CPs to overcome when they are connecting to BT. Next Calypso transfers are done over the internet so no need for private circuits or VPN’s.


To ensure security all transactions are encrypted using FTP over TLS which is a standard encryption mechanisms for many FTP clients. 


The diagram below shows the network connectivity between corporate networks. 
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The following sections describe how BT expects data files to be delivered and retrieved from Calypso. 


FTP Transfers

CP’s should configure their clients to use the following settings when sending/receiving files. A summary of the setting is provided in section 2.1.7 for those familiar with FTP configuration


Calypso Naming


Calypso.BT.com has been globally DNS registered and will return the appropriate IP address.


CalypsoTest.BT.com will return the IP address of the test server. Use of the test server must be arranged with BT prior to connection.


The test server is configured identically to the production server, but will not register any data with the production 999 systems.

Calypso Control Port


The Calypso secure FTP daemon will listen on port 21 for inbound control channel connection requests from CPs FTPS clients. This is the IANA registered control port for FTPS.

Passive Transfers.


FTP file transfers between clients and servers use two channels, a control channel over which the client sends commands to the server and a data channel for the actual transfer of the file. 


There are two ways of setting up the channels, there are known as active and passive.


In active transfers the FTPS client will initiate a connection to the FTPS server for control data. The server will then establish a reverse connection back to the client using data supplied by the client when the control channel was initiated, as shown below.



[image: image2]

In passive transfers the FTPS client initiates the control connection and then initiates a second connection using a port number supplied by the server, so here both control and data connections are initiated by the client as shown below.



[image: image3]

Calypso will only allow passive connections. Active connections will often not work through corporate firewalls because it would mean allowing an external server to create an apparently unsolicited connection from an external entity. Some firewalls can accommodate this by reading the outbound packets but here we will be encrypting all data so the firewalls will not know that the connections are for FTP.


The Calypso FTP daemon is configured to accept data channel connections in the port range of 32000 to 32500.


Encryption Protocol.


Calypso will accept connections using TLS only, SSL2 and SSL3 connections will be denied.


Firewall Considerations.


For outbound FTP control channel connections, CPs should open port 21 on their firewall.


Data connections will be made to Calypso on ports 32000 to 32500, firewalls should be opened to allow outbound connections to this port range.


The same control and data port numbers will be used on both production (Calypso.BT.com) and test (CalypsoTest.BT.com) servers.


The CP will be required to pass their internet facing IP address(es) to BT at the time of service registration so that BT can open the DMZ firewall and allow inbound CP connections to pass. Please note that many firewalls will NAT the source IP address on leaving the CPs network and it is the NAT address that should be registered with BT. 


One way to determine your internet facing IP address is to use one of the many websites that display your IP address, for example http://www.123myip.co.uk/, but you must type this URL into a browser on the computer that will run your FTPS client on to get the right IP address. 


Some larger CP’s may have multiple firewalls in which case it might be better to contact your network or firewall administrator as BT will need to know all possible internet facing IP addresses.

Summary of Settings.


		Parameter

		Value



		Calypso IP Address

		Available by resolving DNS Calypso.BT.com or CalypsoTest.BT.com



		Calypso Control Port

		21



		Calypso Data Port Range

		32000 to 32500



		Connection Mode

		Passive



		Encryption Negotiation

		Explicit



		Encryption Protocol 

		TLS





Data & Support Information


The Calypso system only accepts data in the industry agreed 999 Emergency File Format.

NB; As the data required for 999 purposes has now diverged from that used on directories, the interface has been split into the Emergency File Format for 999/112 and the Standard File Format for directories. These interfaces should now be regarded as completely different formats. 


Copies of the 999 Emergency File Format document can be obtained from carol.a.frost@bt.com or deana.surtees@bt.com

Processing times in Live

Data files are processed at the following times:-


07:00


09:00


11:00


13:00


15:00


17:00


19:00


23:30


The CAR files are then created within 15-20mins of the above times.

Processing times in Test


Data files are processed at the following times:-


08:00


10:00


12:00


14:00


16:00


The CAR files are then created within 10-15 mins of the above times

Support Contacts


Any issues relating to the MOSCOW Access questionnaire, connectivity and EFF development should be directed towards deana.surtees@bt.com

Once connectivity has been established any issues relating to 999 data and requests for Audit files should be directed towards BT’s Data Delivery Team.  They can be contacted by e-mail on bill.best@bt.com & paula.cruickshank@bt.com 

DDT handle CP enquiries relating to:


· Content of .AUD, .CAR and .FCO files.


· Handling of error codes as per 999 file format.


· Requests for 999 data audits. They will be scheduled on the nearest Sunday to the date given & will be ready for collection the following Monday. It is recommended that 2 audits per year be carried out.  




NB: The CP should, at a minimum, conduct an annual audit to compare installation addresses held on the CP’s own systems with the location information held on the BT 999 database.  Ad hoc audits may also be requested.

MOSCOW Access Form

Please complete this form and return to 
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Fault Reporting (excluding Data Issues)

The Calypso system has 24 hour cover, 7 days per week, via the process explained below. However, normal office hours support is via the support team; deana.surtees@bt.com or btd.user.support@bt.com

If you wish to be able to report faults via this process please advise deana.surtees@bt.com or btd.user.support@bt.com and a Site EIN will be requested for you.

Fault Categories


Whilst trying to send data to Calypso one of the following issues may occur. Callers should contact BT’s Computing Service Desk on 08702 405070, and quote their EIN / SITE EIN and the Fault Code as shown below:


		Fault Code

		Symptoms / Description

		LO Action



		LO104

		File Transmission Difficulties – including dropping off/collection of files.

		To assist BT in logging the fault callers should be prepared to quote the following:


· Your Calypso logon (OLOnnn)


· Your SITE EIN

· Any error messages seen


A fault report will be logged and passed to BT’s support team who will look into the issue

** Please make a note of Fault Reference Number given.**



		LO105

		Log In Issues

		To assist BT in resetting accounts, callers should be prepared to quote the following:


· Your Calypso logon (OLOnnn)


· Your SITE EIN

· Any error messages seen


A fault report will be logged and passed to BT’s support team who will arrange for the password to be reset and contact the reporter.

** Please make a note of Fault Reference Number given.**





Please also consult the flow chart on the following page which may be of further help.


Diagnostic Flow Chart
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GLOSSARY


		AUD

		Audit File



		BTW

		BT Wholesale
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Is the problem data related?







Check EFF format & documentation



Contact DDT - �bill.best@bt.com / paula.cruickshank@bt.com







Is the problem password related?







Have you had confirmation your access has been successful?







For Calypso password resets contact BT on�08702 405070�(option 2, then option 1)



You will need:



- SITE EIN�– UserID (OLOnnn)�- Fault Code LO105







Contact Deana.surtees@bt.com







For non-password related problems�contact BT on�08702 405070�(option 2, then option 1)



You will need:



- SITE EIN�- Fault Code LO104 as appropriate�- A description of the fault
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BT Retail



IN CONFIDENCE

MOSCOW ACCESS QUESTIONNAIRE





			BT Retail



MOSCOW



ACCESS



 QUESTIONNAIRE



   Company Name: 



   Date Sent:



If  at anytime, you have difficulty  in completing  this  questionnaire, please do not hesitate to contact Deana Surtees on 01977 597296  or deana.surtees@bt.com


IN CONFIDENCE












1.
CUSTOMER CONTACT DETAILS



Please complete the following:



1.1 
Company


			Company


			





			Address


			





			


			





			


			





			Post Code


			








1.2 
Contact Name for this service


			Name


			





			Tel


			





			Fax


			





			Email


			





			Address


			





			


			





			


			





			Post Code


			








1.3 
Technical Contact Details (If different from above)


			Name


			





			Tel


			





			Fax


			





			Email


			





			Address


			





			


			





			


			





			Post Code


			








2.  
999 Emergency Services Supply Agreement


Please state which Emergency Services Supply Agreement has been signed?



			Schedule 225 or IP Exchange Schedule 4


			





			If no agreement has been signed please contact your BT Wholesale Commercial Manager.








3 
ACCESS TO CALYPSO


Please complete the details of Originating Server this is the Firewall facing IP address


			IP Address (source IP)


			








4
HOW TO SUBMIT YOUR REQUEST



On completion of this questionnaire please email it to deana.surtees@bt.com for processing. The request for access will take approximately 1-2 weeks from submission of this questionnaire


Author: Deana Surtees

Page 3 of 3


Draft 1: FEBRUARY 2010
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1. Introduction


The UK telecoms market is regulated by the Office of Communications (OFCOM). OFCOM requires all UK Communication Providers (CP’s) to provide an emergency call capability. BT offers the 999/112 call handling service to UK CP’s on a wholesale basis. OFCOM also mandates that all CP’s register accurate location information for use during an emergency call.

This document details the interface to be used by all CP’s to pre-register their customer name and address details with the BT 999 platform. This interface was previously used to send data to both the BT 999 platform and to the BT Directories platform (LORS 2). The generic SFF interface has now been split into two interfaces, the Emergency File Format for 999/112 and the Standard File Format for Directory Services. These interfaces should now be regarded as completely different and independent formats.

The BT 999 system consists of a number of servers that are collectively known as the Trinity 999 Platform. The Trinity Data Manager (TDM) holds the master copy of all 999 name and address information.

The data provided over EFF is used to accurately route emergency calls to the correct Emergency Service. The data is also electronically passed to the Emergency Service and used to guide Emergency Service vehicles to the correct location. This facility is particularly important when the caller is unable to communicate their location.

Consideration should be given by the CP to the type of data provided to the BT 999 systems. The address provided should be the installation address rather than billing or any other address. The customer name provided should be that of the person resident at the installation address or, in the case of a business, should be the “name above the door” rather than a holding company. Further advice on Emergency Data is available in Refs 1. and 5. (see Section 13), it is strongly recommended that CPs take this information into account when designing their interface.

It is essential that all CPs provide accurate and complete customer data over the EFF interface. Failure to provide full and accurate information to BT will delay the Emergency Services response to emergency situations. 

This EFF interface has been expanded to include 100 (Operator Services) data for use by BT. Non BT data that is provided for the purpose of emergency call handling only, will not be used in any way for 100 call handling purposes.

Further information supporting the management of data for the Operator Assistance (100) and Emergency Assistance (999/112) services is available from the document referenced in Section 13.

1.1. Who Should Use This Document


1. Any CP (including BT) product developers sending 999 or 100 data files to the BT 999 Platform.


2. Any BT Business support person handling CP 999 data.


2. Systems Overview.


CPs should use the Calypso staging server to transfer their EFF files to the BT 999 platform. Calypso is a secure internet facing server. The file transfer mechanism used on Calypso is TLS encrypted FTP.


CPs should use an FTPS client to pass data securely to Calypso. Please note that FTPS is different to SFTP. SFTP is not compatible with Calypso and therefore cannot be used.


Input files are dropped off into INCOMING/FTP and receipt and confirmation files are collected from OUTGOING/FTP.


Once CP files have been transferred to Calypso they will be moved into BT’s internal network for processing. Acknowledgement files will then be sent back to Calypso for retrieval by CP’s at their convenience. 


This mechanism replaces the Telesto service which has now been decommissioned.


A test Calypso server is available to allow CPs to test their software.


A high level diagram of Calypso is shown below.


 SHAPE  \* MERGEFORMAT 




A full description of the Calypso Engagement procedure is documented in Ref [6].

BT customer data originating from within the BT corporate network will not use Calypso; instead an identical green side solution is available. Further information on this route is available from the principle EFF contact as specified on the title page of this document.


3. EFF Files

The 999 EFF interface uses four files. 

		INPUT (.DAT) FILE

		Used to send 999 name and address data to the BT 999 Platform.  The format for .DAT files is shown in section 5 (Input File Format).



		CONFIRMATION OF FILE RECEIPT (.FCO) FILE

		Produced automatically by the file transfer system as acknowledgement of receipt/rejection of an entire Input file. The format for .FCO files is described in section 6 (FCO File Format)



		CONFIRMATION/
REJECT (.CAR) FILE

		CAR files are produced after each update run of the BT 999 system (currently 5 per day).  These detail whether each 999 record sent by a specific CP has been accepted or rejected. Rejected records will also provide details of the reason for rejection. The file will contain rejects arising from data quality checks (Refer to Section 4.2 for details of this process). The file will also contain any Import or Export records awaiting adoption by or export to the CP concerned and any records that the Data Delivery team have had to manually re-try.  These files will conform to the format specified in Section 0.



		AUDIT (.AUD) FILE

		These files are produced by request only and are an extract of all data on the BT 999  Platform sourced from a specific CP. The format for the .AUD files are shown in section 8.





3.1. High Level File Specifications 

The format of all files (Excluding .FCO File – See Section 5.6) must satisfy the following requirements:


1. 7 bit ASCII flat file format must be used (Please note: The use of Extended ASCII character set will cause your record to fail e.g. café the fleck above the e is part of extended not standard ASCII). 


2. File suffixes MUST be in upper case.


3. Each file will contain a Header Record at the top of each file. 


4. Each record will be of a fixed length. Each record will be separated by an end of line marker. 
Note that files sent to the BT 999 platform can either be in Unix (LF - Line feed) or DOS (CRLF - Carriage Return/Line Feed) format. Files returned from the BT 999  platform will be generated with a UNIX (LF) end of line but this may be converted to DOS format by the FTPS client chosen by the CP. Every Field within each Record will be of a fixed length and must be padded with spaces to complete field length 


5. Unless otherwise defined in the field description, mandatory numeric fields should be padded out with leading zeros to the left. 


6. Unless otherwise defined in the field description, Alpha and mandatory Alpha/Numeric fields must be padded out with spaces to the right. Where optional fields are not populated the field should be padded out using spaces only.


7. Trailer records are not used.


NOTE: ‘Spare Fields’ must be populated with spaces. 

3.2. File Records (Excluding .FCO File)


A description of all fields contained within the various record types including details of field length and whether Numeric or Alpha/Numeric is given in Section 5 for DAT files, Section 6 for FCO files, Section 7 for CAR files and Section 8 for Audit files.

3.3. Capitalisation within a file


It is preferred if CPs send records with mixed case letters, (except when appropriate e.g. HSBC Bank). 

3.4. 999 data requirements

The purpose of the data provided to support Emergency Assistance is threefold:


· The location identified by the CLI, especially the Post Code,  is used by the BT call-handling agents to route the call to the control room of the EA providing the required service for that locality


· The location information identified by the CLI is used by the EA to direct the response correctly and by the responding unit (fire tender, ambulance, police car) to locate the emergency


· The name provided is used:


· In the case of business premises, to help the responding unit to  locate the appropriate location, e.g. on trading estates where the “PC World” sign above a store will be easier to find than the premises number


· In the case of consumer customers to help prioritise the EAs response, especially in the case of ‘silent’ calls where there is no audible speech on the line.


It is essential therefore that the information provided in the fields supporting the customer’s name and address are populated as accurately and fully as possible.


NAME – 
for consumer customers, the name should be that of the person most likely to be making the call i.e. the person resident in the property, who may not be the bill payer.  A title or first name that identifies the person’s gender is a useful adjunct.  For businesses, the best approach is to supply “the name above the shop door” i.e. the information that should be visible to responding units.  For example although the customer contracting for the telephone service maybe “DSG Intl” or “Dixons Stores Group”, it is better to supply the name for a given locations as “PC World” or “Currys”. ** This should not contain the name of a contact at that business as this can cause confusion with call handling **


ADDRESS-
It is essential that the post code provided in the address is accurate.  This will ensure the call is routed to the correct EA and that the EA dispatches a unit close to the locality.  The rest of the address (street, town etc) should be provided in full as well to mitigate the circumstances where the post code may be incorrect or have been based on a different version of the Royal Mail’s PAF database.  


The “premises” field is also especially important.  In many cases the house number or name will provide sufficient information for a responding unit to identify where the call came from.  However for larger premises and multi-tenanted buildings, any available sub-premises information can be provided in the premises field (as a suffix, rather than prefix, to the premises information). For example Flat Numbers, Floors, “outside No 21…” for outdoor locations such as payphones.  Increasingly, EAs will be using the government sponsored Unique Property Reference Number (UPRN) scheme as a locality system.  CPs should consider sending UPRN information as well as the current address information if it is available to them.


4. Data Processing Overview

4.1. 
Data Processing Flow Diagrams


The diagram below shows a typical sequence of events when files are passed between the CP and BT and the table below the diagram explains the steps being taken at each stage.

It should be noted that there is no direct mapping between DAT files and CAR files. DAT files are processed 8 times per day (Every 2 hours 7am-7pm with a further run at 11pm) and that DAT file processing is followed by a CAR file generation process. The CAR file generated will include records processed from the last DAT run as well as suspended records that have met their effective date and porting reminder messages. 

CP’s should only send records for CLI’s that do not have outstanding acknowledgements pending. Should the CP need to send an update while a record is pending they should first cancel the original record. Records sent while there is another record pending for the same CLI will result in both records being rejected.


Similarly batch files should not contain more than one record for a particular CLI. Should more than one record be received both will be rejected.
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		No.

		Action

		Full Description



		1.

		Create Input File

		The CP generates an input (.DAT) file consisting of all records that have changed. This data is assembled into the input file and uses installation addresses and end user customer names (person resident at address or business name above the door).



		2.

		Send Input File

		The file is transferred across the internet in an encrypted state using FTPs to the INCOMING/FTP directory on the Calypso staging server. 

Internal BT transfers should be made using XFB direct to the BT 999 platform.



		3

		FCO File Created

		The input file (as opposed to the records in the file) goes through a number of checks and an FCO file is created and placed in OUTGOING/FTP folder on the Calypso staging server.



		4

		The CP collects the FCO file

		The CP transfers the FCO file, again using FTPs from OUTGOING/FTP folder on the Calypso staging server.



		5

		The CP processes the FCO file.

		If the .DAT file has been rejected the CP must amend and resubmit the entire file.  A rejected FCO files does not increment the .DAT run number therefore the resubmitted .DAT file should have the same run number as the rejected .DAT file.



		6

		BT 999 Processing

		Assuming the file passed FCO checks then the BT 999  platform processes the records within the input file.

A CAR file is generated showing the status of processed records. Additional records are added to the file for any records that were pending if the effective date has been reached and additional records are added should BT 999 be waiting for any porting messages. 


The CAR file is then placed in OUTGOING/FTP folder on Calypso ready for uplift by the CP.



		7

		The CP collects the CAR file. 

		The CP transfers the CAR file from OUTGOING/FTP folder on the Calypso staging server.



		8

		CAR File processed by CP

		The CAR file is processed by the CP. Any failures are corrected and resubmitted in the next input (.DAT) file.





4.2. DAT File Validation

Upon receipt of an Input File, the BT 999 platform will perform the following checks on data contained in the file:


1. Check that a Header Record, in the correct format, exists at the top of the file (i.e. all mandatory fields must be populated with valid data).


2. Check that the CUPID identified in the header is registered with the BT 999 Platform. The whole file will be rejected if the CUPID identified in the header is not registered. 


3. Check the Record count (in the Header Record) is equal to the number of records in the file, this count must include the Header record itself. 


4. Check the ‘Run Number’ in the Header Record of the file is one greater than the ‘Run Number’ of the last Input file with the same Sending CP Identifier. If the ‘Run Number’ is not one greater, the file will be rejected. The options are then a) For the CP to correct the run number and resubmit the file or b) The CP to send the files with missing run number(s) and resubmit the original file.

 ** If a file fails any of the above checks it will be rejected (in its entirety) back to the sending CP and the run number will NOT be incremented **

5. Check that all records have a CP identifier (CUPID). (CPs will only be allowed to change records within their own franchise(s). Records will be rejected where they do not belong to the CP sending the data input. 

** Individual records failing this check will be rejected back to the sending CP as part of the subsequent CAR file **

Data vets applied against all records are detailed in section 9.

5. Input (.DAT) File.

This section gives a detailed description of the input (.DAT) file that CP’s generate and send to the BT 999 platform. An input file consists of a single header line at the top of the file followed by the data records. There is one data record per line.

5.1. DAT File Naming Convention

The file name field length can be a maximum of 14 characters (excluding the .DAT). The first six characters are mandatory: BT1 followed by the sending CPs 3 digit CUPID. The other characters should be populated by the CP to create a unique filename of their choice, e.g. the date, followed by a 2 digit run number for the day – the format can be DDMMYYNN. 


The file name must have a “.DAT” extension. 


An example of a filename for Magrathea (CUPID 102): 


BT110222011501.DAT

Filenames should be unique and a specific filename should only be used a second time in the event that the original file was rejected in its entirety. If a file is successfully processed but an identically named file then subsequently received then this file will be rejected with a “Feed file previously received and not rejected” error in the response FCO file.


5.2. DAT File Header Record Description

The table below gives a description of each field present in the header record. The header record must be on the first line of the file.

		FIELD NAME

		TYPE

		SIZE


(bytes)

		DESCRIPTION



		RECORD TYPE




		N

		1

		Identifies record type.  0 = header record 



		FILE VERSION NO

		N

		3

		Version number of the file – to cater for occasions when the file format has to be changed and the CP community are unable to convert to producing data in the new format at the same time.  The versions should be set as follows. 
All files complying with  SFF and EFF prior Issue 2.0 should set this value to 001.

All files complying with this version of the document should set this value to 002.



		SENDING CP IDENTIFIER (CUPID)

		N

		6

		Identifies the CP originating the file.






		RECORD COUNT

		N

		8

		Count of records in the file including header.






		RUN NUMBER

		N

		8

		A sequential number to identify the file. CP can specify the first run number as they wish to use anything greater than zero. This field is mandatory for auditing purposes. 


Note that the run number does not need to correlate in any way with the naming convention used in the file name.



		HEADER DATE

		N

		8

		Date that the file was submitted to the BT 999 platform by either the CP or BT in the format YYYYMMDD.



		HEADER TIME

		AN

		8

		Time that the file was submitted to the BT 999  platform by either the CP or BT in the format HH:MM:SS



		CP FILE ID

		AN

		32

		Name of the file placed on the BT 999 File Transfer platform by the CP. 







5.3. DAT File Header Record Format.


All fields in the header record are mandatory. 


The header line data is fixed length and must be 74 bytes of data followed by an end of line marker. 

		INPUT FILE FORMAT HEADER RECORD

		Field SIZE

		FiEld Type


N = Numeric

A= Alpha

		Field Start Position



		1

		RECORD TYPE  (0 to indicate header)

		1

		N

		1



		2

		FILE VERSION NO

		3

		N

		2



		3

		SENDING CP IDENTIFIER

		6

		N

		5



		4

		RECORD COUNT

		8

		N

		11



		5

		RUN NUMBER

		8

		N

		19



		6

		HEADER DATE

		8

		N

		27



		7

		HEADER TIME

		8

		AN

		35



		8

		CP FILE ID

		32

		AN

		43





5.4. DAT File Record Description

The data records follow the header record, starting at line 2 of the file. Each data record in the file represents the state of a single phone number. CP’s must only send a single record for a CLI in a batch file, even if they have different effective dates. CP’s should also wait for a successful acknowledgement before sending any other updates for a particular CLI, with exception of the K (cancel) command. Should more than one record be received for the same CLI before a successful acknowledgement is returned then all pending records for that CLI will be rejected.

The “100 Data” column indicates a field used for 100 call handling. These fields are for BT use only, non BT CP’s should leave these fields padded with spaces. 

The data record is fixed length and must be 1357 bytes of data followed by an end of line marker. 

		FIELD NAME




		TYPE

		SIZE

		100 Data

		DESCRIPTION



		RECORD TYPE

		N

		1

		

		Identifies record type.  1 = data record



		CP IDENTIFIER 

		N

		6

		

		A three digit Identifier for the CP owning the entry. Commonly referred to as CUPID. This field needs to be padded with zeros. Example CUPID 025 would be shown as 000025. 



		CP TRANSACTION ID  REFERENCE NUMBER

		AN

		20

		

		This is a transaction ID code assigned to the entry by the CP (where the information was sent via batch file) and returned in Confirmation/Reject records. This identifier should be unique for all records (except in the case of a “K” command as discussed below). Records being sent with the same identifier may be rejected.





		SOURCE DATA SYSTEM

		AN

		8

		

		This field is available for the CP to identify the CP-owned database that the customer data is mastered on.  It can be used when an intermediary system is used to collect data from a number of systems before sending to the BT 999 platform so that records in corresponding CAR files can be correctly routed back to the source database.

Please note values in this field should be registered with the 999 team to avoid accidental duplication.



		SYSTEM ROUTING FLAGS

		A

		10

		

		A series of 10 1-byte flags to indicate to which BT system a record in an Input file is to be sent.  Values are Y (send) or N (do not send).  Flag 1 is to be used for BT 999 Database (999); flag 2 is to be used for OSIS (Number Information).  Flags 3 – 10 are currently spare. The BT 999 File Transfer platform will only process records showing a Y in Flag 1. 



		COMMAND

		A




		1

		

		Commands are used by the BT 999 Database to determine what action to take upon receipt.


‘A’   
Activate Customer


‘C’   
Cease Customer


‘E’   
Export Number porting to another CP


‘I’    
Import – CP adopting a ported number


‘K’  
Cancel an advanced order that has not yet reached its Effective Date.
The kill command must be sent with a CP TRANSACTION ID REFERENCE NUMBER that matches the advanced record to be cancelled.

‘M’   
Modify customer details 


‘P’     
Inform BT 999 Database of a new Postcode that is about to be used 


‘R’   
Renumber



		EFFECTIVE DATE

		N

		8

		

		Date on which the command associated with the record is to be executed.  


Format used must be YYYYMMDD 


where 

YYYY 
= Year, 

MM 
= Month in the range 1 to 12.


DD 
= Day in range 1 to 31.

The effective date is used to determine when the customer details are to be used when dealing with 999 calls, 

It is the CP’s responsibility to ensure that effective dates are consistent and that old data is not sent through to the BT 999 platform as no consistency checking of the effective date is performed by BT. If the CP sends though old data with an old effective date this will be accepted even if it overwrites a more recent piece of data. 

Similarly this should be considered with records dated too far in the future. TDM will not hold more than one pending record but will apply records with an immediate effective date when a record is held awaiting a future effective date.



		SERVICE 

		A

		1

		

		Note this field is for BT use only.

Determines the service the record data is to be used for. Possible values for this field are:


‘E’ for Emergency


‘B’ for Both Emergency and Operator Services.


Should this field be blank then Emergency only will be assumed.


On ceasing a record, if this field is set to ‘B’ then a record showing only that the line is ceased will be kept for 100 purposes. If the field is blank or is set to ‘E’ then on cease the record will be removed entirely from the 100 system.





		LINE_STATUS

		A

		1

		(

		Note this field is for BT use only.
Line Status is a parameter that allows a more granular description than can be derived from the command attribute alone. The values that Line Status can take are:


‘C’
Ceased

‘D’          Soft dial tone

‘K’
Retained


‘S’
Spare


‘T’
Stopped


‘U’
Spare Unavailable


‘W’
Working


There is a relationship between the command and the line status, please refer to Section 5.4.3 for permitted combinations.



		PBX LINE TYPE

		A

		1

		(

		Note this field is for BT use only.
PBX LineType can have one of the following values


‘0’ indicates the record is not for a PBX.

‘5’ indicates the record is for the Main line of the PBX.

‘6’ indicates the record is for an extension line of the PBX.

‘7’ indicates the record is a FeatureNet number on a VPS exchange, 

If the record is for an extension number then the CROSS_REFERENCE_NUMBER field must contain the associated MAIN number.



		INSTALLATION CLASS

		N

		2

		(

		Note this field is for BT use only.
The installation class gives additional information about the nature of the installation. Possible values are shown in section 5.4.2.



		ICB

		A

		1

		(

		Note this field is for BT use only.
ICB=Incoming Calls Barred. Indicates whether the line can receive incoming calls. Permitted values ‘Y’ or ‘N’, 



		OCB

		A

		1

		(

		Note this field is for BT use only.
OCB=Outgoing Calls Barred. Indicates whether calls (other than those to 100 or 999) can be made from the line.. Permitted values ‘Y’ or ‘N’.



		CPS INDICATOR

		A

		1

		(

		Note this field is for BT use only.
CPS=Carrier Pre-Select. Indicates whether the line has a CPS facility active on it.  Permitted values are:
‘ ‘ (blank space) – No CPS
N – National Calls Only.
I – International Calls Only
B – Both National and International
A – Local, National and International.



		CALL SIGN 

		A

		1

		(

		Note this field is for BT use only.
Call Sign indicator. Indicates whether the number has a CallSign facility active on it. Permitted values are ‘Y’ or ‘N’.



		CNI

		A

		1

		(

		Note this field is for BT use only.
CNI =Changed Number Interception. Indicates whether the line has a CNI facility active on it. Permitted values ‘Y’ or ‘N’. 



		DPRCB

		A

		1

		(

		Note this field is for BT use only.
DPRCB = Differential Premium Rate Call Barring. Indicates whether the line has a DPRCB facility active on it. Permitted values ‘Y’ or ‘N’.






		NSI

		A

		1

		

		Note this field is for BT OpenReach use only for WLR information.
Name Source Indicator. This maps to the existing CSS Name source indicator field and should be regarded as a temporary field.



		WLR Version

		AN

		1

		(

		Note this field is for BT OpenReach use only for WLR information.
Wholesale Line Rental Version. This field if for use by BT OpenReach WLR products only, other CP’s should leave this field blank. This field is used to communicate whether the record is a WLR2, WLR3 or non WLR line. Values are:


2 – WLR2


3 – WLR 3


‘ ‘(blank space) – Not a WLR product.



		TOS

		A

		1

		(

		Note this field is for BT use only.
TOS=Temporary Out of Service.  Indicates that the line is live but incoming and outgoing call service has been suspended. Permitted values ‘Y’ or ‘N’.



		TOS/B

		A

		1

		(

		Note this field is for BT use only.
TOS=Temporary Out of Service for billing reasons.  Indicates that the line is live but incoming and outgoing call service has been suspended. Permitted values ‘Y’ or ‘N’.



		TOS/S

		A

		1

		(

		Note this field is for BT use only.
TOS=Temporary Out of Service at customers request.  Indicates that the line is live but incoming and outgoing call service has been suspended. Permitted values ‘Y’ or ‘N’.



		OUTGOING CALLS BARRED BILLING

		A

		1

		(

		Note this field is for BT use only.
Indicates that the line has been barred from making outgoing calls for debt management reasons. Permitted values ‘Y’ or ‘N’.



		PRCB

		A

		1

		(

		Note this field is for BT use only.
PRCB = PREMIUM RATE CALL BARRING. Indicates whether the line has a PRCB facility active on it. Permitted values ‘Y’ or ‘N’.



		ANONYMOUS CALL REJECT

		A

		1

		(

		Note this field is for BT use only.
Indicates that the line has the Anonymous Call Reject facility active on it so that calls made to the line where the CLI is suppressed will be automatically rejected. Permitted values ‘Y’ or ‘N’. Default value is ‘N’.



		MOBILE CALL BARRING

		A

		1

		(

		Note this field is for BT use only.
Indicates that calls to mobiles cannot be made from the line. Permitted values ‘Y’ or ‘N’. Default value is ‘N’.



		RETAILER IDENTIFIER

		AN

		4

		

		An identifier allocated by the CP and used when the CP does not own the customer. The identifier will typically represent a retailer or third party. 





		TITLE

		A

		20

		

		Mr, Mrs, Miss, etc. Titles that disclose gender are preferred by the emergency authorities, particularly some Police forces.

** RESIDENTIAL DATA ONLY see section 3.4 **



		INITIALS / FORENAME




		A

		20

		

		Data that will be placed after the title field in the entry.


If more than one initial is included, these MUST be separated by a full stop e.g. D.R.A Smith

** RESIDENTIAL DATA ONLY see section 3.4 **



		NAME

		AN

		50

		

		Surname or business name for entry.


Business names should be chosen that best allow the Emergency Services to identify the business, typically the name over the door rather than a holding company name should be used.

* * for further see section 3.4 **



		HONOURS

		AN

		30

		

		Crown or professional honours


This field is not required for 999 call handling no validation is carried out other than ‘valid character’ check in section 9.1



		BUSINESS SUFFIX

		AN

		50

		

		Addition to business name (e.g. ‘& Son’, ‘Ltd’, ‘plc,) A brief description can also be used that describes the function of the business. For example “Hospital”, “Hotel”, “Petro Chemical Plant”, “Fuel Storage Depot” will give valuable extra information to the emergency services.



		LINE_TYPE (PRODUCT)

		AN

		30

		

		Used to describe the product the record refers to, or alternatively the technology used. Standard options for the population of this field are EXT, DDI, FNET, or VOIP, although other products can be built onto the system on request. For normal PSTN lines this field should just be padded with spaces.

This product information is used by the 999 systems to highlight to the BT operator and the Emergency Services that, due to the nature of the product, the address given in the record may not accurately reflect the actual location of the caller. This is therefore an important piece of information and should be considered mandatory if applicable.



		PREMISES 




		AN

		60

		

		Identifies premises on a thoroughfare i.e. house name and/or number.


Examples “ 24”, “Bleak House”.

Although this field is optional CPs should send a complete and accurate address. If this field is not populated then full use must be made of other address fields.  



		THOROUGHFARE

		AN

		55

		

		The thoroughfare name and type Examples:  Byron Close, Suffolk Lane, and High Street. 

Although this field is optional CPs should send a complete and accurate address. If this field is not populated then full use must be made of other address fields.  



		LOCALITY

		AN

		30

		

		Village or an area within a town and Town if possible.

Although this field is optional CPs should send a complete and accurate address. If this field is not populated then full use must be made of other address fields.  



		POST CODE

		AN

		9

		

		The full current postcode for the address as recognised by the Royal Mail’s PAF database. This must be sent in the format of Out-code space In-code i.e.: LS11 5DF, S9 5AD, S60 3ML.


This field is 9 characters to allow for additional characters in the future. The field will be truncated to 8 and only return 8 in the Confirmation/ Rejection and Audit files. The field should be padded with the necessary number of trailing spaces.

This field is essential for 999 call handling as it is used by both BT to route the call to the correct emergency authority and by the emergency authorities to navigate to the emergency incident. This field is therefore mandatory for all 999 records and CPs should make every effort to ensure that the provided post code is full and accurate.



		ADDRESS_ID

		AN

		12

		

		The Address identifier is any unique address identifier the CP may want to send that will aid processing of data or processing of the call. This field is principally targeted for use of the Unique Property Reference Number (UPRN). A UPRN is a government initiative to allocate a unique identifier to every property in the UK. If UPRN is not available CPs can use this as a reference to their own address systems, for example BT NAD.



		ADDRESS_ID_SOURCE

		AN

		1

		

		Used to communicate the source of the ADDRESS_ID. If ADDRESS_ID is populated then this field is mandatory.

U = UPRN. Other identifiers will be allocated by the BT 999 Application Support team on a case by case basis.

N = BT OpenReach NAD


R = BT Rest of BT (RoBT) NAD

This value is dependent on the CUPID with the exception of U as this is a universal address identifier.



		TELEPHONE NUMBER

		N


		15

		

		Telephone number to be assigned to the entry. 
Note that this field should be left justified and padded with spaces and not zeros. Some CP’s store CLI’s without the leading zero, however CLI’s passed in this fields should have a single leading zero.



		NEW TELEPHONE NUMBER

		N1

		15

		

		Contains the new telephone number to be applied to an entry using the  renumber command.

Note that this field should be left justified and padded with spaces and not zeros. Some CP’s store CLI’s without the leading zero, however CLI’s passed in this fields should have a single leading zero.



		CROSS REFERENCE NUMBER

		N1

		15

		(

		Note this field is for BT use only.

Contains any cross referenced number, typically the MAIN number associated with a DDI extension. 


Note that this field should be left justified and padded with spaces and not zeros. Some CP’s store CLI’s without the leading zero, however CLI’s passed in this fields should have a single leading zero.



		CP IDENTIFIER (EXPORT/IMPORT)

		N

		6

		

		Identifies the cupid of the gaining or losing CP for number portability records (‘E’ & ‘I’ commands for TDM/999 records). 


* Please note this field should NEVER contain your own CUPID.





5.4.1 Renumbers.


The purpose of the Renumber command is to simply change the CLI of a record. The following rule set will be followed when a renumber is received from a CP.

If the old number does not exist or has been ceased on the 999 system then the renumber will be rejected and an error code 13 (Telephone number missing) returned to the CP.


If the new number does not exist on the 999 systems but falls within a number range owned by the CP then:


•
The old record will be given the new number.


•
The old number will be marked as ceased and, if not in the CP’s number range, returned to the range holder.


•
A “Renumber Successful” error code (40) will be returned to the CP.

If the new number does not exist on BT’s 999 systems and does not fall within a number range owned by the CP then:


•
The renumber will fail with an error code of 28 (Renumber in invalid range). No records will change.

If the new number exists on BT’s 999 systems and the record is owned by the CP then:


•
The details of the existing record will be overwritten with the details of the old record (except the CLI).


•
A success error code (40) will be returned to the CP.


•
The old record will be ceased and, if not in the CP’s number range, returned to the range holder.


If the new number exists on BT’s 999 systems but is owned by another CP then: 


•
The renumber will be rejected with error code 18 (CP does not own record).


5.4.2 Installation Class - BT Use Only.


The installation class field holds a 2 digit code giving additional information about the nature of the line. Possible values are shown below.

		Installation Class

		OAWS Display



		00 

		 S/S ORB



		01 

		 ORD



		02 

		 PBX



		03 

		 ORB



		04 

		 CBB



		05 

		 PPB



		06 

		 ORB



		07 

		 PCDB



		10 

		 S/S ORD



		11 

		 ORD



		12 

		 MULTR



		13 

		 ROF



		14 

		 CBR



		15 

		 PPR



		16 

		 NOT BUILT



		17 

		 PCDR



		21 

		 SVL



		22 

		 SVL



		23 

		 TEST



		31 

		 CCB



		32 

		 PPP



		33 

		 PPP



		41 

		 PCD



		42 

		 CC



		43 

		 NOT BUILT



		44 

		 NOT BUILT



		51 

		 NOT BUILT



		99  

		 NOT BUILT





Note it is the sending data systems responsibility to ensure that this value, if set, is compatible with other fields, for example LINE_TYPE.


5.4.3 Line Status and Command Fields – BT Use Only.

The command and line status fields in a record are related. Only certain line states are permitted for certain commands, for example it is invalid to use a Cease command in a record with a working line state.


The permitted mappings are shown below.


		Command

		Permitted Line Status Values



		‘A’   Activate Customer

		‘W’ – Working



		

		‘T’ – Stopped



		

		‘D’ – Soft Dial Tone.



		‘C’   Cease Customer

		‘C’ – Ceased



		

		‘S’ – Spare



		

		‘U’ – Spare Unavailable



		

		‘K’ - Retained



		‘E’   Export 

		‘U’ – Spare Unavailable



		‘I’    Import 

		‘W’ – Working



		

		‘T’ – Stopped.



		‘M’   Modify 

		‘W’ – Working.



		

		‘T’ – Stopped.



		

		‘D’ – Soft Dial Tone.



		‘P’   Postcode 

		N/A



		‘R’   Renumber

		N/A



		‘K’  Cancel

		N/A





5.4.4 Facility Fields Values - BT Use Only.


Facility fields are pieces of information previously sent to the BT 999 platform from CSS. CSS was limited to only four facilities per record. The EFF feed has been modified to pass these markers as Boolean ‘Y’ or ‘N’ values. The list of fields below will be mapped to facilities on BT 999. Due to the limitations of downstream systems no more than four of the following fields should be set.


PBX Line Type of DDI (MAIN)
OCB/B 
TOS, TOS/B, TOS/S
PRCB
ACR
MCB 
DPRCB
CALL SIGN
CNI

Should more than four of these fields be set in the EFF interface then the TDM facilities will be set in the priority order of the list above. 

5.4.4.1 CNI (Call Number Intercept) and Caller Redirect.


CNI and Caller Redirect (C/R) are essentially the same facility implemented in different ways. Each provides a recorded message when a telephone number is called informing the caller of a new number that should be dialled. CNI and CR are treated in EFF as being synonymous and both share the CNI facility in the interface. 


CNI/CR numbers are virtual and incapable of making outgoing calls , including 999/112. CNI/CR numbers are not associated with a physical installation and should therefore be registered against their service providers name and the address of the local exchange.


When registering a CNI/CR record on EFF the Cross Reference Number field should contain the number the caller is redirected to.


5.5. DAT Record Format

Note: The overall length of a data record contained in an EFF Input (.DAT) file should be 1357 bytes, followed by an end of line marker. 

		INPUT FILE FORMAT

		fIELD size

		FIELD TYPE

		Field start position

		Value of the COMMAND Field



		No.

		DATA RECORD

		

		

		

		A

		C

		E

		I

		K

		Mo

		P

		R



		1. 

		RECORD TYPE

		1

		N

		1

		M

		M

		M

		M

		M

		M

		M

		M



		2. 

		SPARE FIELD 

		10

		

		2

		

		

		

		

		

		

		

		



		3. 

		CP IDENTIFIER (CUPID)

		6

		N

		12

		M

		M

		M

		M

		M

		M

		M

		M



		4. 

		SPARE FIELD 

		20

		

		18

		

		

		

		

		

		

		

		



		5. 

		CP TRANSACTION ID REF. NO

		20

		AN

		38

		M

		M

		M

		M

		M

		M

		M

		M



		6. 

		SPARE

		8

		

		58

		

		

		

		

		

		

		

		



		7. 

		SYSTEM ROUTING FLAGS

		10

		A

		66

		M

		M

		M

		M

		M

		M

		M

		M



		8. 

		SPARE FIELD 

		80

		

		76

		

		

		

		

		

		

		

		



		9. 

		COMMAND

		1

		A

		156

		M

		M

		M

		M

		M

		M

		M

		M



		10. 

		EFFECTIVE DATE

		8

		N

		157

		M

		M

		M

		M

		

		M

		

		M



		11. 

		SERVICE

		1

		A

		165

		O

		O

		

		O

		  

		O

		

		



		12. 

		LINE STATUS

		1

		A

		166

		O

		O

		O

		O

		

		O

		

		



		13. 

		PBX LINE TYPE

		1

		N

		167

		O

		

		

		O

		

		O

		

		



		14. 

		INSTALLATION CLASS

		2

		N

		168

		O

		

		

		O

		

		O

		

		



		15. 

		ICB

		1

		A

		170

		O

		

		

		O

		

		O

		

		



		16. 

		OCB

		1

		A

		171

		O

		

		

		O

		

		O

		

		



		17. 

		CPS INDICATOR

		1

		A

		172

		O

		

		

		O

		

		O

		

		



		18. 

		CALL SIGN 

		1

		A

		173

		O

		

		

		O

		

		O

		

		



		19. 

		CNI

		1

		A

		174

		O

		

		

		O

		

		O

		

		



		20. 

		DPRCB

		1

		A

		175

		O

		

		

		O

		

		O

		

		



		21. 

		NSI

		1

		A

		176

		O

		

		

		O

		

		O

		

		



		22. 

		WLR Version

		1

		N

		177

		O

		

		

		O

		

		O

		

		



		23. 

		Spare 

		1

		

		178

		

		

		

		

		

		

		

		



		24. 

		TOS

		1

		A

		179

		O

		

		

		O

		

		O

		

		



		25. 

		TOS/B

		1

		A

		180

		O

		

		

		O

		

		O

		

		



		26. 

		TOS/S

		1

		A

		181

		O

		

		

		O

		

		O

		

		



		27. 

		OUTGOING CALLS BARRED BILLING

		1

		A

		182

		O

		

		

		O

		

		O

		

		



		28. 

		PREMIUM RATE CALL BARRING

		1

		A

		183

		O

		

		

		O

		

		O

		

		



		29. 

		ANONYMOUS CALL REJECT

		1

		A

		184

		O

		

		

		O

		

		O

		

		



		30. 

		MOBILE CALL BARRING

		1 

		A

		185

		O

		

		

		O

		

		O

		

		



		31. 

		RETAILER IDENTIFIER

		4

		AN

		186

		O

		

		

		O

		

		O

		

		



		32. 

		SPARE FIELD 

		5

		

		190

		

		

		

		

		

		

		

		



		33. 

		TITLE

		20

		AN

		195

		O

		

		

		O

		

		O

		

		



		34. 

		INITIALS / FORENAME

		20

		AN

		215

		O

		

		

		O

		

		O

		

		



		35. 

		NAME

		50

		AN

		235

		M

		

		

		M

		

		M

		

		



		36. 

		HONOURS

		30

		AN

		285

		O

		

		

		O

		

		O

		

		



		37. 

		BUSINESS SUFFIX

		50

		AN

		315

		O

		

		

		O

		

		O

		

		



		38. 

		SPARE FIELD 

		50

		

		365

		

		

		

		

		

		

		

		



		39. 

		LINE TYPE (PRODUCT)

		30

		AN

		415

		O

		

		

		O

		

		O

		

		



		40. 

		PREMISES


		60

		AN

		445

		O

		

		

		O

		

		O

		

		



		41. 

		THOROUGHFARE REF ADDRESS_FOOTNOTE \h 
 \* MERGEFORMAT 

 REF ADDRESS_FOOTNOTE \h 
 \* MERGEFORMAT 

 REF ADDRESS_FOOTNOTE \h 
 \* MERGEFORMAT 2 REF ADDRESS_FOOTNOTE \h 


		55

		AN

		505

		O

		

		

		O

		

		O

		

		



		42. 

		LOCALITY2

		30

		AN

		560

		O

		

		

		O

		

		O

		

		



		43. 

		SPARE FIELD 

		70

		

		590

		

		

		

		

		

		

		

		



		44. 

		POSTCODE

		9

		AN

		660

		M

		

		M

		M

		

		M

		M

		



		45. 

		ADDRESS_ID

		12

		AN

		669

		O

		

		O

		O

		

		O

		 

		



		46. 

		SOURCE DATA SYSTEM 

		8

		AN

		681

		O

		O

		O

		O

		O

		O

		O

		O



		47. 

		ADDRESS_ID_SOURCE 

		1

		AN

		689

		O

		

		O

		O

		

		O

		

		



		48. 

		SPARE FIELD 

		29

		

		690

		

		

		

		

		

		

		

		



		49. 

		TELEPHONE NUMBER

		15

		N

		719

		M

		M

		M

		M

		M

		M

		

		M



		50. 

		NEW TELEPHONE NUMBER

		15

		N

		734

		

		

		

		

		

		

		

		M



		51. 

		SPARE FIELD 

		15

		

		749

		

		

		

		

		

		

		

		



		52. 

		CROSS REFERENCE NUMBER

		15

		N

		764

		O

		

		

		O

		

		O

		

		



		53. 

		SPARE FIELD 

		75

		

		779

		

		

		

		

		

		

		

		



		54. 

		CP IDENTIFIER (EXPORT/IMPORT)

		6

		N

		854

		

		

		M

		M

		

		

		

		



		55. 

		SPARE FIELD 

		498

		

		860

		

		

		

		

		

		

		

		





On ceasing a BT line the service field should be used to determine if the record should be kept as ceased on the 100 service system (service = “B”) or if the record should be completely deleted (service = “E”). Ceased records are always kept on 999 with a reference to the owning CUPID.


5.6. DAT File Examples.


The examples below are of DAT files, one is correctly formatted and the other has errors.
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6. Confirmation of File Receipt (.FCO) File.


The FCO file contains a summary of the data in the input file. 

The FCO file will be generated using Unix formatted end of lines but this may be converted by the CPs file transfer mechanism.

6.1. FCO File Naming Convention

The FCO file is sent from the BT 999 Platform to the CP to confirm receipt or rejection of an Input file and give a summary of records to be processed.  This file is produced before individual records are processed onto the BT 999 Platform. BT 999 simply replaces the .DAT extension with .FCO to produce the FCO filename. Confirmation of File Receipt for the Magrathea input file example would therefore be: 


BT110222110801.FCO 


6.2. Confirmation of File Receipt (.FCO) File Examples

The example shown below is for an accepted .DAT file containing one record, where NNN = cupid and XXXXXX = run number.



The example shown below is for a rejected  .DAT file with a “Read Error”, where NNN = lopid and XXXXX = run number. A Read error can be received if a file is sent in Binary instead of ASCII.


[image: image5]

In the event that the .DAT file is rejected in its entirety CP’s should note that no records are processed from the rejected file and they should ensure that all records are submitted to BT in a subsequent file.

7. Confirmation And Rejection (CAR) File.


This section gives a detailed description of the Confirmation And Rejection (.CAR) file that the BT 999 999 platform generates. The CAR file consists of a single header record followed by data records. 


CAR files are produced in UNIX format but may be converted by the CP’s FTPs client software.


7.1. CAR File Naming Convention


The CAR file is sent from the BT 999 Platform to the CP. 


The CAR file name is structured as follows:


BT1<CUP><DDMMYY><NN>.CAR  


where:


CUP 
is the three numeric CUPID of the CP.
DDMMYY  
is the date and time in numeric form 

where:



DD 
is the date of the month in the range 1 to 31.
MM 
is the month, in the range 1 to 12
YY 
is the year


NN

is a 2 digit run number, reset to 01 at the start of each day, therefore in the range of 01 to 08 as there are 8 processing runs per day.




The filename extension will be “.CAR”. An example of a CAR file produced for Magrathea cupid 102 on 22nd November 2013 in the first of the day’s batch run would be –


BT110222111301.CAR


7.2. CAR File Header Record Description.


The table below gives a description of each field present in the header record. The header record must be on the first line of the file. 


The overall length of a header record contained in a CAR file will be 40 bytes followed by and end of line character

		CONFIRMATION/REJECT HEADER RECORD

		Field SIZE

		FiEld Type

		dESCRIPTION



		1

		RECORD TYPE 

		1

		N

		Identifies record type.  0 = header record



		2

		FILE TYPE 

		1

		A

		Identifies File type.  C = CAR file



		3

		RECEIVING CP IDENTIFIER

		6

		N

		Identifies the CP that the CAR file is intended for.



		4

		RECORD COUNT

		8

		N

		The number of records in the file including the header.



		5

		RUN NUMBER

		8

		N

		The run number within the CAR file does not relate in any way to the run number in the DAT file. The header run number will increment with every new CAR file generated for the CP.



		6

		HEADER DATE

		8

		N

		Date that the file was created in the format YYYYMMDD.

Where


YYYY  = Year;
MM
= Month in range 01 to 12
DD
= Day in range 01 to 31.



		7

		HEADER TIME

		8

		AN

		Time that the file was created in the format HH:MM:SS
where

HH
= Hour of day in range 00 to 23.
MM
= Minute of hour in range 00 to 59.
SS
= Seconds in range 00 to 59





7.3. CAR File Header Record Format.


The header record will be in the first line of the header record. All fields are mandatory. 


		CONFIRMATION/REJECT HEADER RECORD

		Field SIZE

		FiEld Type

		Field start position.



		RECORD TYPE 

		1

		N

		1



		FILE TYPE 

		1

		A

		2



		RECEIVING CP IDENTIFIER

		6

		N

		3



		RECORD COUNT

		8

		N

		9



		RUN NUMBER

		8

		N

		17



		HEADER DATE

		8

		N

		25



		HEADER TIME

		8

		AN

		33





7.4. CAR Data Record Description

The table below gives a description of each field present in the data record.


 A CAR file data record is a fixed length of 273 bytes of data followed by an end of line character.

		CONFIRMATION/REJECT HEADER RECORD

		Field SIZE

		FiEld Type

		dESCRIPTION



		1

		RECORD TYPE

		1

		N

		Identifies record type.  1 = data record



		2

		ORIGINATING SYSTEM 

		10

		AN

		The system that created the file, in this case the value “EDB” will always be present.



		3

		CP IDENTIFIER

		6

		N

		The CUPID of the record sent in the original DAT file.



		5

		CP TRANSACTION ID. REF NO.

		20

		AN

		The CP TRANSACTION ID REF NO of the record sent in the original DAT file.

(Note Section 7.4.1)



		6

		SOURCE DATA SYSTEM

		8

		AN

		The SOURCE DATA SYSTEM of the record sent in the original DAT file.

(Note Section 0)



		7

		TELEPHONE NUMBER

		15

		N

		The TELEPHONE NUMBER of the record sent in the original DAT file.
Left justified, padded with spaces.



		9

		POST CODE

		9

		AN

		The POST CODE of the record sent in the original DAT file



		10

		CONFIRMATION/REJECT CODE

		4

		N

		The error code generated by the BT 999 Platform when it processed the record. Refer to Section 11 for a comprehensive list of error codes.



		11

		ERROR MESSAGE

		70

		AN

		The error message generated by the BT 999 Platform when it processed the record. Refer to Section 11 for a comprehensive list of error messages.





7.4.1 Unsolicited CAR messages and CP Transaction ID.

Where the CAR message is a prompt to a CP to send a porting message then the “CP TRANSACTION ID. REF NO” will be one generated by the other CP involved in the port and will not relate to any other message sent by the CP.


7.4.2 Unsolicited CAR messages and Source Data System.


In the case where a CAR record is unsolicited, i.e. the CP hasn’t provided an import or export record and the effective date set by the other CP has passed then the source data system field may or may not be populated as follows: 


If the exporting CP hasn’t sent their port message then the Source Data System will be copied from the existing data record stored on the 999 system.


If the importing CP hasn’t sent their port message then the Source Data System will be blank (spaces).


If the reminder is being sent to the CP that has provided a port message (for their information) then the Source Data System will be copied from the port message.


7.5. CAR Data Record Format.

The format of the CAR data record is shown below. The originating system refers to the system that generated the CAR file and this will always be set to “EDB”. 

The CP IDENTIFIER, TELEPHONE NUMBER, POST CODE, CP TRANSACTION ID and SOURCE DATA SYSTEM fields will be populated with the same data sent in the original input record except where the error codes 45 to 50 are being returned. These error codes relate to port reminder messages where it is possible that no original message was sent from the CP.

The records in the DAT file and CAR file are not one to one mappings, it is possible for a record in a CAR file to be generated by a completing port, request for a port or due to manual intervention by the BT data team.

		CAR File Format

		FIELD LENGTH 

		FIELD START POSITION 

		Corresponding command in 999 Data file





		DATA Record

		

		

		a

		C

		E

		I

		K

		Mo

		P

		r

		Port
Reminder



		1. 

		RECORD TYPE

		1

		1

		M

		M

		M

		M

		M

		M

		M

		M

		M



		2. 

		ORIGINATING SYSTEM 
(Set to “EDB”)

		10

		2

		M

		M

		M

		M

		M

		M

		M

		M

		M



		3. 

		CP IDENTIFIER

		6

		12

		M

		M

		M

		M

		M

		M

		M

		M

		M



		4. 

		SPARE FIELD

		20

		18

		

		

		

		

		

		

		

		

		



		5. 

		CP TRANSACTION ID. REF NO.

		20

		38

		M

		M

		M

		M

		M

		M

		M

		M

		O



		6. 

		SOURCE DATA SYSTEM

		8

		58

		O

		O

		O

		O

		O

		O

		O

		O

		O



		7. 

		TELEPHONE NUMBER

		15

		66

		M

		M

		M

		M

		M

		M

		

		M

		M



		8. 

		SPARE FIELD

		50

		81

		

		

		

		

		

		

		

		

		



		9. 

		POST CODE

		9

		131

		M

		M

		M

		M

		M

		M

		M

		M

		M



		10. 

		CONFIRMATION/REJECT CODE

		4

		140

		M

		M

		M

		M

		M

		M

		M

		M

		M



		11. 

		ERROR MESSAGE

		70

		144

		M

		M

		M

		M

		M

		M

		M

		M

		M



		12. 

		SPARE FIELD

		60

		214

		

		

		

		

		

		

		

		

		





Note: The overall length of a data record contained in CAR file should be 273 bytes, followed by and end of line character. Records where there is no postcode on the record will have a default postcode of Z99 9ZZ

		KEY

		M = Mandatory

		O = Optional

		      = Not Applicable

		

		



		

		A = Activate Customer

		C = Cease

		E  = Export

		I = Import

		K = Kill



		

		Mo = Modify

		P = Inform BT of a Post Code

		R  = Renumber

		

		





7.6. CAR File Examples.

The examples below are of CAR files. 
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8. Audit File (.AUD) Format 


Audit files are created by BT on request for CP’s. The CP should, at a minimum, conduct an annual audit to compare installation addresses held on the CP’s own systems with the location information held on the BT 999 database.  Ad hoc audits may be required in cases where the level of discrepancies for a CP begins to give cause for concern.

Once created audit files will be placed in the CP’s outgoing directory for collection. Audit files can be very large so CP’s are asked to retrieve their audit files in a timely manner.


In the event that the CP should find discrepancies between the audit file and their own records then the errors can be corrected by sending Modify or Cease commands in next appropriate EFF DAT file to refresh the data. 

If customer data appears in the audit file but has been exported to another CP then the BT Data Delivery Team should be contacted to resolve the issue, an EFF export should not be used to refresh this data as it’s unlikely the owning CP will respond with an Import message and the port will fail.

Audit files consist of a single header record at the start of the audit file followed by the audit data records.


8.1. Audit File Naming Convention


Audit files are generated to allow comparison between the 999 database and the CPs database. Audit files are normally generated by the BT 999 system and passed to the CP for comparison; however the audit files specification allows other systems to generate an audit file for input to audit tools.


Audit files are generated on the BT 999 Platform after a manual request for an audit file has been received from the CP. The audit files can then be placed in the outgoing directory for collection.


The audit file name is structured as follows:


BT<CUP>_<YYYYMMDDhhmm>.AUD 


where


CUP 
is the three digit cupid of the CP requesting the audit
YYYYMMDDHHMM  
is the date and time in numeric form


Where
YYYY 
is the year


MM 
is the month, in the range 1 to 12


DD 
is the date of the month in the range 1 to 31.


hh

is the hour of the day in the range 00 to 23


mm
is the minute of the hour in the range 00 to 59.


The time will be specified in daylight saving times.


An example of a filename is:


BT483_201506171330.AUD


This is an audit file for cupid 483 generated on the 17th of June 2015 at 13:30 hrs BST.

There is no run number in the file name and the run number used in the header record (as specified in Section 1) is decided by the BT 999 Platform on the creation of the audit file and is not related to any other file transferred between the CP and the BT 999 Platform.


8.2. Audit File Header Record.  


The header record is a fixed length of 50 bytes followed by an end of line character. 

The description and format of the header record are shown in the table below.

		TDM AUDIT FILE FORMAT HEADER RECORD

		FIELD TYPE 

		FIELD SIZE

		START POSITION

		DETAILS



		1. 

		RECORD TYPE

		N

		1

		1

		This will be 0 (zero) indicating a Header  Record.



		2. 

		ORIGINATING SYSTEM

		AN

		10

		2

		An audit file generated by the BT  999 platform will have “EDB” in this field. If CPs use this system for their own audit files they should set this field to a representative value.


The field will be right padded with spaces.



		3. 

		FILE TYPE

		A

		1

		12

		This field will always be set to “A” indicating an audit file.



		4. 

		RECEIVING CP IDENTIFIER

		N

		6

		13

		The cupid of the CP requesting the audit file.


This field will be left padded with zeros.



		5. 

		RECORD COUNT

		N

		8

		19

		The number of records in the file including the header.


Left Padded with zeros.



		6. 

		RUN NUMBER

		N

		8

		27

		Sequence number generated per cupid. Left padded with zeros.



		7. 

		HEADER DATE

		N

		8

		35

		The date the audit was extract in the format YYYYMMDD



		8. 

		HEADER TIME

		AN

		8

		43

		The time the audit was extract in the format HH:MM:SS





8.3. Audit File Data Record.

The data record is a fixed length of 1148 bytes of data followed by an end of line marker. 


The audit file will return all values stored on the BT 999 platform, where no data is stored the fields will be populated with spaces.

Ceased lines are also stored on the BT 999 platform but the names and address are removed. When an audit file is generated it contains all the lines held by that CP that have data on the BT 999 database. *Please note audit files no longer contain ceased lines

The description and format of the audit data record is shown in the table below.

		TDM AUDIT FILE FORMAT DATA RECORD

		FIELD TYPE 

		FIELD SIZE

		START POSITION

		DETAILS



		1. 

		RECORD TYPE

		N

		1

		1

		“1” indicating a data record.



		2. 

		CREATION DATE

		AN

		10

		2

		YYYY-MM-DD



		3. 

		CP IDENTIFIER

		N

		6

		12

		Left Padded With Zeros



		4. 

		SPARE SPACE 

		AN

		40

		18

		Padded With Spaces



		5. 

		SOURCE DATA SYSTEM

		AN

		8

		58

		Right Padded With Spaces



		6. 

		SPARE SPACE 

		AN

		99

		66

		Padded With Spaces



		7. 

		LINE STATUS

		A

		1

		165

		Right Padded With Spaces



		8. 

		PBX LINE TYPE

		N

		1

		166

		Right Padded With Spaces



		9. 

		INSTALLATION CLASS

		N

		2

		167

		Right Padded With Spaces



		10. 

		ICB

		A

		1

		169

		Right Padded With Spaces



		11. 

		OCB

		A

		1

		170

		Right Padded With Spaces



		12. 

		CPS INDICATOR

		A

		1

		171

		Right Padded With Spaces



		13. 

		CALL SIGN 

		A

		1

		172

		Right Padded With Spaces



		14. 

		CNI

		A

		1

		173

		Right Padded With Spaces



		15. 

		DPRCB

		A

		1

		174

		Right Padded With Spaces



		16. 

		NSI

		A

		1

		175

		Right Padded With Spaces 



		17. 

		Spare

		

		1

		176

		Padded With Spaces



		18. 

		WLR Version

		N

		1

		177

		Right Padded With Spaces 



		19. 

		TOS

		A

		1

		178

		Right Padded With Spaces



		20. 

		TOS/B

		A

		1

		179

		Right Padded With Spaces



		21. 

		TOS/S

		A

		1

		180

		Right Padded With Spaces



		22. 

		OUTGOING CALLS BARRED BILLING

		A

		1

		181

		Right Padded With Spaces



		23. 

		PREMIUM RATE CALL BARRING

		A

		1

		182

		Right Padded With Spaces



		24. 

		ANONYMOUS CALL REJECT

		A

		1

		183

		Right Padded With Spaces



		25. 

		MOBILE CALL BARRING

		A

		1

		184

		Right Padded With Spaces



		26. 

		RETAILER IDENTIFIER

		AN

		4

		185

		Right Padded With Spaces



		27. 

		SPARE SPACE 

		

		17

		189

		Padded With Spaces



		28. 

		NAME / HEADER

		AN

		50

		206

		Right Padded With Spaces



		29. 

		HONOURS

		AN

		30

		256

		Right Padded With Spaces



		30. 

		SPARE SPACE 

		

		100

		286

		Padded With Spaces



		31. 

		LINE TYPE

		AN

		30

		386

		Right Padded With Spaces



		32. 

		PREMISES 

		AN

		60

		416

		Right Padded With Spaces



		33. 

		THOROUGHFARE 

		AN

		60

		476

		Right Padded With Spaces



		34. 

		LOCALITY 

		AN

		30

		536

		Right Padded With Spaces



		35. 

		SPARE SPACE 

		

		103

		566

		Padded With Spaces



		36. 

		ADDRESS_ID

		AN

		12

		669

		Right Padded With Spaces



		37. 

		ADDRESS_ID_SOURCE

		AN

		1

		681

		Padded With Spaces



		38. 

		SPARE SPACE

		

		4

		682

		Padded With Spaces



		39. 

		POSTCODE  

		AN

		8

		686

		Right Padded With Spaces



		40. 

		TELEPHONE NUMBER

		N

		15

		694

		Right Padded With Spaces 
Leading zero included



		41. 

		SPARE SPACE 

		

		40

		709

		Padded With Spaces



		42. 

		CROSS REFERENCE NUMBER

		N

		15

		749

		Right Padded With Spaces
Leading zero included



		43. 

		SPARE SPACE 

		

		385

		764

		Padded With Spaces





9. Vet Checks

The BT 999 File Transfer platform will apply system vets to ensure that all mandatory fields are populated. 999 Data will be validated by BT 999 against the criteria indicated below. 


The Commands for which fields are mandatory can be found in Section 7.


9.1.    Valid Characters 


Below is a list of allowable data characters, vetted by the BT 999 platform. Where these vets are failed, the record will be rejected and reported to the CP, in their CAR file. Any additional field specific values are discussed in the relevant sections.

		Character

		Printer Graphic

		Record Type

		FIELD TYPE

		Position in field



		Space

		Space

		All

		A, AN


		Anywhere



		Full stop

		.

		All

		A, AN


		Anywhere



		Left Parenthesis

		(

		All

		A, AN4

		Anywhere



		Ampersand

		&

		All

		A, AN4

		Anywhere



		Exclamation Mark

		!

		All

		A, AN4

		Anywhere



		Right Parenthesis

		)

		All

		A, AN4

		Anywhere



		Minus

		-

		All

		A, AN4

		Anywhere



		Virgule

		/

		All

		A, AN4

		Anywhere



		Comma

		,

		All

		A, AN4

		Anywhere



		Colon

		:

		All

		A, AN4

		Anywhere



		Apostrophe

		’

		All

		A, AN4

		Anywhere



		Backtick

		`

		All

		A, AN4

		** will be allowed at some point  in the future **



		At

		@

		All

		A, AN4

		** will be allowed at some point  in the future **



		Quotes

		”

		All

		A, AN4

		Anywhere



		A to Z

		A to Z

		All

		A, AN3

		Anywhere



		a to z

		a to z

		All

		A, AN3

		Anywhere



		0 to 9

		0 to 9

		All

		N, AN

		Anywhere





10. Number Portability


For the purposes of EFF the term Number Portability is defined as the change of CUPID associated with a CLI. 


Each CP is allocated groups or ranges of CLIs by OFCOM. Once a CLI has been allocated to a CP then that CP will remain the range holder for that CLI irrespective of any porting that occurs. 


A number will normally port from one CP to another at the request of the end customer, however if a customer ceases service on a ported number then that number will revert back to the ownership of the range holder on TDM when the Cease record is received from the losing CP.


Please note that this porting process is for 999 purposes only and is in addition to any porting process between CPs (including BT) and range holders to actually change the routing in the network.


It is strongly recommended that CPs do not send port messages in their EFF files more than 10 days prior to the effective date. 

10.1. Porting Process.

For a number to port messages must be sent to BT 999 by both the gaining and losing CP’s. The losing CP will send an export message and the gaining CP will send an import message. Both import and export records must contain the CUPID of the other CP, this allows BT to validate the port and to send reminder messages to the other CP about missing port messages. 

When Trinity BT 999 receives the first of the porting message it will store the message for a number of days currently 10 calendar days, (this can be varied after industry notification) and wait to receive the second porting message from the other CP. 

Once both import and export messages have been received on the BT 999 platform, and the effective date has been reached then the port will occur and the CUPID associated with the record will be changed to that of the importing CP. Success messages
 will be sent to both CP’s


10.2. Missing Port Messages.


If no second message has been received by the effective date then BT 999 will start to send reminder messages
 to both CP’s. This message will be sent for 10 calendar days (effective date to effective date +9) or until the second port message is received.


If no message is received from the second CP by the 10th day then an import or export is 10 days overdue message
 is sent to both CP’s. This message is only sent once on the 10th day and if no port record is received on the 11th day then an export or import removed message
 is sent to both CP’s and the port is deemed to have failed.


10.3. CUPID Mismatch.


If the cupid in an export message does not match the BT 999 registered cupid for that CLI then the record will be rejected back to the sending CP with a CP does not own record message
.

If the second cupid (losing CP) in an import record does not match the BT 999 registered cupid then the record will be rejected back to the sending CP with an, ‘Export/Import OLO Mismatch’ message
.

10.4. Effective Date Mismatch.

Both port messages should have the same effective date. If the effective dates differ and the first effective date is reached then BT 999 will act as if the second port has not been received as start to send reminder messages to both CP’s. 


If the effective dates differ by less than 10 days then the port will be completed on the later effective date.


If the effective dates differ by more than 11 days then the first port message will be rejected on the 11th day with an export or import removed message8. The second message will then start reminder messages6 again when its effective date is reached.


10.5. Ceasing ported numbers


If a ported record is subsequently ceased then TDM will revert the cupid on that record to that of the range holder. It is therefore important to note that CPs making changes to line details should use the modify command rather than ceasing and re-activating the line, as any previously imported records will revert to the range holder on cease and error with an error 18 ‘CP does not own record’ at the point of re-activation. 

10.6. Porting Examples


The following sub sections give examples of numbers porting scenarios.

10.6.1 Example 1. A Number Port occurs on the effective date.


[image: image8]

10.6.2 Example 2. A Number Port occurs after the effective date but before the 10 day limit expires.



[image: image9]

10.6.3 Example 3. A Number Port occurs after the 10 day limit but before the 11 day cutoff.


10.6.4 Example 4. A Number Port fails due to missing export..



[image: image10]

Further details on the Number Portability processes are best obtained via the OFCOM website http://www.ofcom.org.uk/

11. Confirmation messages & error codes


Some of the confirmation and error code messages can be considered as ‘interim’ messages. This means that there could be an issue with the information held on BT 999 and this needs the 999 Data Operations team to do some investigation which could then result in either a successful or failure message, or the number is involved in a port and the CP may be required to action. A document explaining what happens in further detail is available from the 999 Data Operations team (Interim and Final messages).

		Msg_no.

		Msg Text (26)+ space (1)

		Actions to be taken.



		13

		Telephone Number Missing.

		BT 999 TO BUILD RANGE AND RETRY IF APPLICABLE (N.B. THIS MAY BE FOLLOWED UP BY ERROR 37, 38, 39  OR 57), OR CP TO CORRECT ENTRY



		14

		Telephone number invalid

		TELEPHONE NUMBER INVALID – CP TO CORRECT AND RESUBMIT



		18

		OLO does not own Entry.

		BT 999 TO INVESTIGATE AND RETRY IF APPLICABLE– (N.B. THIS MAY BE FOLLOWED UP BY ERROR 37 , 38, 39  OR 57) 

FOLLOWING A 57 CP TO CONTACTRELEVANT NUMBER PORTING GROUPS



		19

		Invalid OLO.

		BT 999 TO CHECK VALIDITY OF CP. CP TO RESEND IF APPLICABLE. – (N.B. THIS MAY BE FOLLOWED UP BY ERROR 37 , 38, 39  OR 57) 



		28

		Renumber in Invalid Range.

		BT 999TO BUILD RANGE IF APPLICABLE AND REQUEST CP TO RESUBMIT – OR CP TO CORRECT ENTRY



		33

		Cancellation Successful.

		NO ACTION



		34

		Cancellation Invalid.

		CP TO SUBMIT CORRECTION AS AMENDMENT



		35

		Cancellation Unsuccessful.

		CP TO SUBMIT CORRECTION AS AMENDMENT. (Currently Unused)



		37

		New Record Successful.

		NO ACTION



		38

		Cease Record Successful.

		NO ACTION



		39

		NAA Record Successful.

		NO ACTION



		40

		Renumber Successful.

		NO ACTION



		43

		Export/Import OLO Mismatch.

		BT 999 TO INVESTIGATE AND RETRY IF APPLICABLE– (N.B. THIS MAY BE FOLLOWED UP BY ERROR 37 , 38, 39  OR 57) 


FOLLOWING A 57 CP TO CONTACT RELEVANT NUMBER PORTING GROUPS



		45

		Import Record is Missing.

		GAINING CP TO SUBMIT IMPORT RECORD



		46

		Import is 10 days overdue.

		LAST WARNING BEFORE DELETION – CP TO SUBMIT IMPORT RECORD (10 day value may change however the wording of the error wont)



		47

		Export Record is Missing.

		LOSING CP TO SUBMIT EXPORT RECORD



		48

		Export is 10 days Overdue.

		LAST WARNING BEFORE DELETION – CP TO SUBMIT EXPORT RECORD (10 day value may change however the wording of the error wont)



		49

		Export removed, no Import.

		LOSING CP TO CONTACT GAINING CP TO REARRANGE PORT 



		50

		Import removed, no Export.

		GAINING CP TO CONTACT LOSING CP TO REARRANGE PORT 



		55

		Export Record Successful.

		NO ACTION



		56

		Import Record Successful.

		NO ACTION



		57

		Data Record is invalid

		IF A RECORD HAS FAILED PREVIOUSLY E.G. FOR ERROR CODE 18 AND IT HAS BEEN CONFIRMED AS INCORRECT THIS SECOND MESSAGE WILL BE RETURNED AFTER THE DATA DELIVERY TEAM HAS INVESTIGATED.



		60

		Postcode not found.

		DATA DELIVERY TEAM TO CHECK POSTCODE WITH ROYALMAIL AND RETRY IF VALID.  IF POSTCODE IS INVALID CP WILL BE NOTIFIED BY DATA DELIVERY TEAM, CP TO THEN CORRECT AND RESUBMIT



		61

		Postcode is acceptable.

		NO ACTION



		73

		Record Received.

		NO ACTION



		75

		More Recent Record exists.

		IF TWO RECORDS ARE RECEIVED FOR THE SAME TELEPHONE NUMBER BOTH WILL BE FAILED WITH THIS ERROR – CP TO INVESTIGATE AND RESUBMIT



		76

		Command Line Status Mismatch

		CP to correct record and resubmit.



		100

		Blank record.

		BLANK RECORD, CP TO CORRECT AND RESUBMIT



		101

		Invalid record type.

		RECORD TYPE NOT ‘0’ OR ‘1’  CP TO CORRECT AND RESUBMIT



		102

		Feed Type is missing.

		COMMAND VALUE NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		103

		Feed Type is incorrect.

		INVALID COMMAND VALUE IN RECORD, CP TO CORRECT AND RESUBMIT



		104

		OLO ID is missing.

		CP ID NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		105

		Invalid OLO ID.

		INVALID CHARACTER IN CP ID FIELD, CP TO CORRECT AND RESUBMIT



		106

		OLO ID in record not owned by OLO in header.

		CP ID IN RECORD NOT OWNED BY CP IN HEADER, CP TO CORRECT AND RESUBMIT



		107

		Reference ID is missing.

		CP TRANSACTION ID REF. NUMBER NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		108

		Reference ID incorrect.

		INVALID CHARACTERS IN CP TRANSACTION ID REF. NUMBER, CP TO CORRECT AND RESUBMIT



		109

		System Routing Flags is missing.

		SYSTEM ROUTING FLAG NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		110

		System Routing Flags incorrect.

		INVALID CHARACTERS IN SYSTEM ROUTING FLAGS, CP TO CORRECT AND RESUBMIT



		111

		999 routing Flag set to ‘N’.

		FLAG 1 IN SYSTEM ROUTING FLAGS FIELD MUST BE SET TO ‘Y’, CP  TO CORRECT AND RESUBMIT



		112

		NI only record found in file.

		NO NI-ONLY RECORDS ARE ACCEPTED VIA TELESTO, CP TO CORRECT AND RESUBMIT



		113

		Invalid Effective Date.

		DATE INCORRECT, CP TO CORRECT AND RESUBMIT



		114

		Title is incorrect.

		INVALID VALUE IN TITLE FIELD, CP TO CORRECT AND RESUBMIT



		116

		Initials / Forename is incorrect.

		INVALID VALUE IN INITIALS / FORENAME FIELD, CP TO CORRECT AND RESUBMIT



		117

		Name is missing.

		NAME VALUE NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		118

		Name is incorrect.

		INVALID VALUE IN NAME FIELD, CP TO CORRECT AND RESUBMIT



		119

		Honours is incorrect.

		INVALID VALUE IN HONOURS FIELD, CP TO CORRECT AND RESUBMIT



		120

		Business Suffix is incorrect.

		INVALID VALUE IN BUSINESS SUFFIX FIELD, CP TO CORRECT AND RESUBMIT



		121

		Premises is incorrect.

		INVALID VALUE IN PREMISES FIELD, CP TO CORRECT AND RESUBMIT



		122

		Thoroughfare is incorrect.

		INVALID VALUE IN THOROUGHFARE FIELD, CP TO CORRECT AND RESUBMIT



		123

		Locality is incorrect.

		INVALID VALUE IN LOCALITY FIELD, CP TO CORRECT AND RESUBMIT



		124

		Post Code is missing.

		POST CODE NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		125

		Post Code is incorrect.

		INVALID VALUE IN POST CODE FIELD, CP TO CORRECT AND RESUBMIT



		126

		Telephone number not present in record.

		TELNO VALUE NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		127

		Telephone Number Invalid.

		INVALID VALUE IN TELNO FIELD, CP TO CORRECT AND RESUBMIT



		128

		New Telephone number is missing.

		NEW TELEPHONE NUMBER IS NOT PRESENT IN THE RECORD, CP TO CORRECT AND RESUBMIT



		129

		New Telephone number is incorrect.

		NEW TELEPHONE NUMBER CONTAINS INVALID CHARACTERS, CP TO CORRECT AND RESUBMIT



		130

		New OLO ID is missing.

		NEW CP ID NOT PRESENT IN RECORD, OR NEW CUPID IS DUPLICATE OF OLO_ID, CP TO CORRECT AND RESUBMIT



		131

		New OLO ID is incorrect.

		INVALID VALUE IN SECOND CP FIELD.
CP TO CORRECT AND RESUBMIT



		132

		Unknown Error.

		CP TO CONTACT DATA DELIVERY TEAM



		133

		Invalid Service



		THE SERVICE FIELD IS SET TO A VALUE OTHER THAN THOSE SPECIFIED IN SECTION 5.4 CP TO CORRECT AND RESUBMIT.



		134

		Invalid Line Status


		THE LINE STATUS IS INCORRECT, CP TO CORRECT AND RESUBMIT.



		135

		Invalid PBX Line Type



		THE PBX LINE TYPE IS SET TO A VALUE OTHER THAN THOSE SPECIFIED IN SECTION 5.4 CP TO CORRECT AND RESUBMIT.



		136

		Invalid Installation Class
value

		THE INSTALLATION CLASS IS SET TO A VALUE OTHER THAN THOSE SPECIFIED IN SECTION 5.4. CP TO CORRECT AND RESUBMIT.



		137

		Invalid ICB value


		THE ICB VALUE IS NOT SET TO A VALUE OTHER THAN “Y” OR “N”, CP TO CORRECT AND RESUBMIT.



		138

		Invalid OCB value


		THE OCB VALUE IS SET TO A VALUE OTHER THAN “Y” OR “N”, CP TO CORRECT AND RESUBMIT.



		139

		Invalid CPS Indicator value



		THE CPS INDICATOR IN THE RECORD IS NOT A PERMITTED VALUE AS DEFINED IN SECTION 5.4. CP TO CORRECT AND RESUBMIT.



		140

		Invalid RID


		UNKNOWN RID.


CP TO CORRECT OR SEND DETAILS OF NEW RID TO BT 999 AND RESUBMIT.



		141

		Invalid Facility Value



		A FACILITY FIELD IS POPULATED WITH AN INVALID CHARACTER (NOT ‘Y’, ‘N’ OR ‘ ‘(SPACE). 
CP TO CORRECT AND RESUBMIT.



		142

		Invalid Address ID


		CP TO CORRECT AND RESUBMIT.



		143

		Invalid Source Data System

		SOURCE DATA SYSTEM CONTAINS INVALID CHARACTERS.


 CP TO CORRECT AND RESUBMIT.



		144

		Invalid Cross Reference Number

		CROSS REFENCE NUMBER CONTAINS NON NUMERIC CHARACTERS.


CP TO CORRECT AND RESUBMIT.



		145

		PO Box Address detected

		RESERVED FOR FUTURE IMPLEMENTATION.
A PO BOX ADDRESS HAS BEEN DETECTED. THE CP SHOULD REVIEW THE ADDRESS AND RESUBMIT THE RECORD.



		146 

		Invalid LINE_TYPE

		THE VALUE IN THE LINE TYPE FIELD IS NOT KNOWN TO TDM. BT 999TO INVESTIGATE.



		147

		Invalid Address ID Source

		CP TO CORRECT AND RESUBMIT.



		148

		Invalid WLR Version

		WLR CONTAINS INVALID CHARACTERS. CP TO CORRECT AND RESUBMIT. 



		149

		Invalid Name Source Indicator

		NSI CONTAINS INVALID CHARACTERS, CP TO CORRECT AND RESUBMIT.





Note: Error / Message codes 100 – 132 (Red text) apply to checks that will be made first, followed by the other checks for error/message codes 13 – 76 and 133 to 149.


12. GLOSSARY


		Acronym/Term 

		Definition



		ASCII

		American Standard Code for Information Interchange



		AUD File

		Audit File



		BT 999

		Data Operations Team – Internal BT group who are responsible for the Data Administration of the BT 999 system



		CAR File

		Confirmation and Rejection File



		CP

		Communications Provider



		CUPID

		Communications Provider Identity Codes (a code allocated by OFCOM http://www.ofcom.org.uk/)



		DAT File

		Data Input File



		EDB

		Emergency Database – replaced by TDM (Trinity Data Manager)



		EFF

		Emergency File Format



		FTP 

		File Transport Protocol



		FTPS

		Secure FTP client that uses SSL to encrypt data, not to be confused with sFTP which uses SSH.



		FCO File

		Confirmation of File receipt/rejection



		TDM

		Trinity Data Manager – the Database which manages 999 data.
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3. EFF FCO file created by BT 999 platform







4. FCO file retrieved by CP from Calypso.







5. CP processes FCO and takes action if required. 
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8. CP processes CAR file and takes action if required. 











CALYPSO System has started to process file: BT1NNN10021098.DAT



Run number XXXXXX  on date 10-Feb-2010 at time 11:10:44



File Statistics:



     Number of Blank lines in file = 0



     Number of Header records in file = 1



     Bad orders - size = 0



     Number of fields = 8



     Unknown LO code = 0



     Total number of records rejected = 27



     Total number of records successful = 1186







New      Amend    Cease    Reno     Import   Export   Kill     PCode    Other    



293       301          5            0           413        174        0       0             0        







11:18:53 - finished processing file







CALYPSO System finished processing file: BT1NNN10021098.DAT























CALYPSO System has started to process file: BT1NNN291002.DAT



Run number XXXXX on date 10-Feb-2010 at time 15:58:46



File Statistics:



File BT1NNN291002.DAT rejected due to Invalid Run Number: 263 in header record in file BT1025291002.DAT Previous Run Number 263.







15:58:46 - finished processing file







CALYPSO System finished processing file: BT1NNN291002.DAT
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� Although this field is numeric it should be left justified and padded with spaces to the right rather than zero’s.



� It should be noted that even though the Premises, Thoroughfare and Locality fields are optional that all CP’s must provide accurate and complete addresses in these fields. Failure to provide full and accurate information to BT will delay the Emergency Services response to emergency situations. 







� Except all telephone number fields.



� Except all telephone number and postcode fields



** CP’s will be advised once these characters can be used



� Error Code 55 (Export Record Successful) and Error Code 56 (Import Record Successful)



� Error Code 45 (Import Record is Missing) or Error Code 47 (Export Record is Missing).



� Error Code 46 (Import is 10 Days Overdue) or Error Code 48 (Export is 10 Days Overdue)



� Error Code 49 (Export Removed, No Import) or Error Code 50 (Import Removed, No Export)



� Error Code 18 (CP does not own Entry)



� Error Code 43 (Export/Import OLO Mismatch)
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[bookmark: _Ref214456240][bookmark: _Ref214456301][bookmark: _Toc433032035]
Introduction

[bookmark: _Toc433032036]Summary

This guide provides an overview of the data needed by BT in order to provide 999 call handling services and of the management of that data. It is a preamble to two other documents that specify in more detail how that data management should happen. These are the:

· technical specification for the file transfer protocol (available from the EFF Definition Owner, see Annex 3); and

· commercial contract covering the data management (Schedule 225 to BT’s Network Charge Control standard Interconnect Agreement, see Annex 3)  

[bookmark: _Toc527249802][bookmark: _Toc201466525][bookmark: _Toc433032037]Document Scope

This document is an overview relevant to the data needed by BT’s call handling agents when handling Emergency Assistance calls.

It does not cover any aspects of:

· Directory Assistance/Enquiry services

· Routing of Calls to the Assistance call handling centres



[bookmark: _Toc527249803][bookmark: _Toc201466526][bookmark: _Toc433032038]Who Should Use This Document

Any person seeking an understanding of the data used to support the handling of calls to BT’s emergency assistance services.
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This document has been authorised by:



		NAME
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		POSITION

		DATE



		Ian Watson

		ian.2.watson@bt.com

		999 Product Manager

		19/09/2012



		Lorna Stephenson

		lorna.stephenson@bt.com

		Head of 999 Product Management

		07/10/2015



		Kathy Peatroy

		Kathy.peatroy@bt.com

		Head of 999 & Directory Entry Data Operations Team

		07/10/2015
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		Version

		Author

		Date & Reason for change



		Issue 1.0

		Ian Watson 

		March 18th 2009. Issued incorporating comments from review.



		Draft 1.1

		Ian Watson

		Change of ownership, expanded audit section, additional annex on error codes



		Issue 2.0

		Deana Surtees

		Document owner change and small amendment to section 3.4



		Issue 3

		Deana Surtees

		Document owner change major re-vamp of information
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[bookmark: _Toc433032041]Document Distribution 

The document is available on request to anyone. The document will be proactively distributed to:



1. Communication Providers using BT for their 999 service

2. BT designers developing voice products.

3. BT 999 Data Operations team

4. BT 999 Database Development & Support Team.

5. BT Wholesale Markets

6. BT Product Managers



1 [bookmark: _Toc433032042][bookmark: OLE_LINK1][bookmark: OLE_LINK2]Summary

BT provides 999 call handling services for calls made using the appropriate dialling code on BT’s networks, and on the networks of other Communications Providers (CPs) who have made commercial arrangements with BT Wholesale for the provision of those services.  In order to provide a full and proper service, the BT agents handling these calls need to have available certain relevant information when they first receive a customer call. For example: 

· in order to properly route 999 calls that originate from fixed lines, BT needs to be able to match the telephone number (or calling line identity/CLI) with the appropriate name and address details for where that line is installed.  This allows BT to rapidly alert the appropriate emergency authority (EA) that serves that location. Many authorities also now use an automatic system called EISEC which allows the automated transfer of location data, which saves even more vital time in handing over the location details to the EA - it allows emergency authority call-takers to immediately see the name and address details supplied so that callers can simply confirm it.

The caller could be asked for the information when they make the call but this is time-consuming and expensive, does not address the issue that the caller may not know the data required and also raises issues around fraud and security.  To overcome this, the data required by the call handlers is made available to them on their workstation from a set of databases maintained by BT.



2 [bookmark: _Toc433032043]Regulatory Requirements

There are two significant pieces of regulation that affect the data supplied to support the Emergency Assistance services.

The UK telecommunications industry is subject to the Communications Act 2003 and the regulations and orders issued under its auspices.  In particular General Condition 4 (see Annex 1) sets out the need for CPs to provide, as far as technically possible, the geographic location from which a call to the Emergency assistance service is being made.

The UK Government runs a liaison committee which has produced guidance (see Annex 2) on the best practice to be used in managing the data used to support the Emergency Assistance services.



3 [bookmark: _Toc433032044]Sending Data to BT’s 999 Database

Records containing details of new lines, changes to existing lines, number Imports/Exports and the cessation of existing lines are grouped together into files and sent to the BT 999 Database platform using a file transfer protocol. Details of the protocol to achieve this are available from the EFF coordinator (see Annex 3).

[bookmark: _Toc433032045]Handling Errors

There are four levels of error checking carried out by BT.

[bookmark: _Toc433032046]File Checking

When a file is received by the BT 999 database, various checks are carried out at a high level to establish if the file is suitable for further processing.  For example:

· Has the file been received out-of-sequence with other files from the same CP

· Each record within the file should be a fixed length

If the file fails any of the initial tests, the whole file is rejected and a response file (FCO) is sent to the originating CP with an explanation as to why the file has failed.  If the file passes the initial tests, a confirmation of the acceptance of the file is sent to the originating CP. The received file is then unpacked and the individual records loaded onto the BT 999 Database.

[bookmark: _Toc433032047] Record Checking

An attempt is made to load each record in turn onto the BT 999 database.  As this happens, various checks are carried out on the records themselves and on the data held in each record’s fields.  Data held on the BT 999 Database is referenced by Telephone Number and only one entry can exist for each Telephone Number. As each record in a file is processed it is checked to ensure: 

· there is only one entry per telephone number in the file (duplicates will result in both records being rejected)

· it is requesting that either an entry for a new telephone number be created or that a valid action be performed against an existing entry;

· that the CP sending the record owns the entry if one already exists on the BT 999 Database; and

· that the data being supplied to carry out the action is valid (e.g. no invalid characters or field values)

 If a record passes all the tests then the entry is added to or amended on the BT 999 Database as appropriate.  If a record fails any of the tests then the relevant entry on the BT 999 Database is left unaffected.

 As each record is processed, the success or failure (with reasons) is recorded.  Once the complete file has been processed a Confirmation and Rejection (CAR) file is created by assembling the results for each record and is sent to the originating CP.  Any records that have been rejected should be suitably amended by the CP and resubmitted in a subsequent input file.

More detailed explanations of handling the Error Codes used by the BT 999 Database appear in Annex 4.

[bookmark: _Toc433032048]In-life Data Checking

The importance of the data’s accuracy and completeness, particularly for the Emergency Assistance service, is such that a series of processes are in place within BT to monitor this and correct/improve it.

BT has in place a 999 Data Operations Team (999 DOT) whose roles are to pro-actively identify errors and omissions in the data and to coordinate correction of identified errors/omissions with the CP’s.  The 999 DOT regularly run reports designed to identify potential issues and then work with the CPs owning the listings to resolve them.

[bookmark: _Toc433032049]Emergency Real-time Checks

The call handling agents, and at times the EA, identify errors with the data for individual telephone numbers as it is used on a day to day basis.  Usually these are handed to the 999 DOT for resolution but occasionally the lack of correct data can have life-threatening consequences and require immediate correction, e.g. if an address given for a CLI from which an emergency assistance call has been made is incorrect.  To cover these eventualities, each CP for whom BT provides Emergency Assistance  call handling services is required to provide a 24/7 contact point, available via a fixed line and with online access to the CP’s information systems.  In the event of an urgent need for confirmation/correction of a caller’s details, BT’s call handling centres will use these 24/7 contact points to gather the most accurate and up to date information they can from the CP for passing on to the EA requesting it.  If these enquiries highlight errors in the data on the BT 999 Database, then the 999 DOT will be advised and will contact the appropriate CP to correct their data.



4 [bookmark: _Toc433032050]Auditing of Data

In line with UK Government guidance (Annex 2), it is each CP’s responsibility to carry out, at least annually, an audit of the data pertinent to telephone numbers controlled by that CP.  
The Audit Coordinator (see Annex 3) will annually invite each CP to audit their data however, the CP can request ad-hoc audits outside of this yearly automated option at any time.

Arrangements will then be put in place for a file containing the current entries held on the BT 999 Database for telephone numbers held by that CP to be sent to them. The format for this file .AUD is defined in the EFF Definition (see annex 3).  

When comparing the data provided from the BT 999 database with that held in their own Customer Management (CRM) system, comparison of the data for each CLI will give one of four results.  These results and the actions the CP should then take are:



i. Records which exist in the TDM .AUD extract and are live customers within the CP’s own Customer Management (CRM) system with matching names and addresses.
No action is required.

ii. Records which exist in the TDM .AUD extract but are not live customers within the CP’s own Customer Management (CRM) system.
Send <if possible> a Cease record to the BT 999 database

iii. Records which exist within the CP’s own Customer Management (CRM) system but are not listed in the TDM .AUD extract.
Send a Modify or Activate record for the CLI to the BT 999 database

iv. Records which exist in both the TDM .AUD and the CP’s own Customer Management (CRM) system but have different name and address data.
Send a Modify to the BT 999 database.

Where there is a mismatch in ownership of CLIs within the 999 Database, corrective action taken by the CP will require further dialogue with the owning CP in the 999 Database (and/or including DOT) to resolve the issue.



5 [bookmark: _Toc433032051]Emergency Assistance

The purpose of the data provided to support Emergency Assistance is threefold:

· The location identified by the CLI, especially the Post Code,  is used by the BT call-handling agents to route the call to the control room of the EA providing the required service for that locality

· The location information identified by the CLI is used by the EA to direct the response correctly and by the responding unit (fire tender, ambulance, police car) to locate the emergency

· The name provided is used:

· In the case of business premises, to help the responding unit to  locate the appropriate location, e.g. on trading estates where the “PC World” sign above a store will be easier to find than the premises number e.g. Unit 1

· In the case of consumer customers to help prioritise the EAs response, especially in the case of ‘silent’ calls where there is no audible speech on the line.

It is essential therefore that the information provided in the fields supporting the customer’s name and address are populated as accurately and fully as possible.

NAME – 	for consumer customers, the name should be that of the person most likely to be making the call i.e. the person resident in the property, who may not be the bill payer.  A title or first name that identifies the person’s gender is a useful adjunct.  

for businesses, the best approach is to supply “the name above the shop door” i.e. the information that should be visible to responding units.  For example although the customer contracting for the telephone service maybe “DSG Intl” or “Dixons Stores Group”, it is better to supply the name for a given locations as “PC World” or “Currys”.

ADDRESS-	It is essential that the post code provided in the address is accurate.  This will ensure the call is routed to the correct EA and that the EA dispatches a unit close to the locality.  The rest of the address (street, town etc) should be provided in full as well to mitigate the circumstances where the post code may be incorrect or out of date. Royal Mail PAF is used to validate postcodes on the 999 Database.  

The “premises” field is also especially important.  In many cases the house number or name will provide sufficient information for a responding unit to identify where the call came from.  However for larger premises and multi-tenanted buildings, any available sub-premises information can be provided in the premises field (as a suffix, rather than prefix, to the premises information). For example Flat Numbers, Floors, “outside No 21…” for outdoor locations such as payphones.  

Increasingly, EAs will be using the government sponsored Unique Property Reference Number (UPRN) scheme as a locality system.  CPs should consider sending UPRN information as well as the current address information if it is available to them. More detail can be found in the 999 EFF specification (see Annex 3) 

[bookmark: _Toc433032052]
Annex 1 – General Condition 4 – Emergency Call Numbers



4. EMERGENCY CALL NUMBERS



4.1 	The Communications Provider shall ensure that any End-User can access Emergency Organisations by using the emergency call numbers “112” and “999” at no charge and, in the case of a Pay Telephone, without having to use coins or cards.



4.2 The Communications Provider shall, to the extent technically feasible, make Caller Location Information for all calls to the emergency call numbers “112” and “999” available to the Emergency Organisations handling those calls.



4.3 For the purposes of this Condition,



(a) “Caller Location Information” means any data or information processed in an Electronic Communications Network indicating the geographic position of the terminal equipment of a person initiating a call;



(b) “Communications Provider” means:





(ii) in paragraph 4.1, a person who provides Publicly Available Telephone Services, or provides access to such Publicly Available Telephone Services by means of a Pay Telephone;

(ii) 	in paragraph 4.2, a person who provides a Public Telephone Network;



(c) “Pay Telephone” means a telephone for the use of which the means of payment may include coins and/or credit/debit cards and/or pre-payment cards, including cards for use with dialling codes. For the avoidance of any doubt, references to a Pay Telephone include references to a Public Pay Telephone.

[bookmark: _Toc433032053]
Annex 2 – Government Guidance on Name and Address Data



The Government Department for Communities and Local Government is proposing to issue the following guidance on name and address information for use in the Emergency Assistance services.



ANNEX TO PECS(DCLG)(09)2



APPENDIX 4A



BEST PRACTICE GUIDE ON NAMES AND ADDRESS INFORMATION 



This set of guidelines has been developed through discussions with Ofcom to help ensure Communication Providers (CPs) achieve compliance with the General Conditions of Entitlement (GC 4.2).  They provide reassurance for the Emergency Authorities on the efforts made to ensure locations supplied are as correct as practically possible.



1. The Communication Provider (CP) will be expected to ensure that the location information provided to the Call Handling Agent (CHA) is correct and up to date.  The CP shall take steps to ensure that installation addresses are not confused with billing (or other) addresses related to the end user.    



2. Routine updates to location information should be notified to the CHA by the CP within one working day of the new, or changed, line termination arrangements being completed. With regard to ported lines, both the gaining and losing CPs need to comply with this recommendation. . 





3. The CP should ensure that addresses supplied are validated by reference to a recent (not older than 6 months) version of the Postcode Address File (PAF) and also conforms to the data structure required by the CHA.





4. The CP should ensure that the CHA is notified of newly activated, or re-assigned, number ranges before records of CLIs and addresses for those CLIs are sent to the CHA.




5. The CP should, at a minimum, conduct an annual audit to compare installation addresses held on the CP’s own systems with the location information held on the CHA database.  Ad hoc audits may be required in cases where the level of discrepancies for a CP begins to give cause for concern.  



6. The CHA will normally inform the CP of any discrepancies or missing data within one working day of these being identified by the CHA operator or within one working day of these being communicated to the CHA by the Emergency Authorities (Eas).  Such discrepancies will be notified to a designated point of contact within the CP. 





7. Once a CP has been notified of a discrepancy, the corrected information should be supplied to the CHA within two working days.  If there has been no correction from the CP after five working days, the CHA will escalate the issue to its senior contact at the CP. 





8. The CHA should keep records of discrepancies in location information supplied by CPs for at least 12 months to assist Ofcom to monitor compliance with GC 4.2. 





9. The CP should provide a contact point for the CHA to be able to urgently verify names and addresses against the CP’s own records for calls where an EA needs assistance. This contact point should be available 24 hours a day, 365 days a year.





10. If several CPs are involved in calls reaching the CHA, they all need to co-operate so that appropriate arrangements for the CLI and associated name and address records can be sent to the CHA to meet the above guidelines. 
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Annex 3 – Contact Details and Sources of Documentation



		Head of 999 Data Operations Team

		Kathy Peatroy




Tel:  	0121 232 6523
email:	kathy.Peatroy@bt.com 





		Audit Coordinator

		Paula Cruickshank

Tel:  	0113 287 0325
email:	paula.cruickshank@bt.com





		EFF Definition Owner

		Lorna Stephenson

Tel:  	0113 807 4091
email:	lorna.stephenson@bt.com





		EFF Coordinator

		Deana Surtees

Tel:  	01977 597296
email:	deana.surtees@bt.com





		999 Data Operations Team

		General Enquiries

email:	999.data.ops.team@bt.com





		All documentation regarding this process can be obtained from:-



		BT Wholesale Product Manager

		Carol Frost

Tel:  	0121 230 2568
email:	carol.a.frost@bt.com
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Annex 4 – Error Code Handling

The way in which the BT 999 Database validates files received during the file transfer process is described in the EFF specification. This annex expands on how the database and BT 999 Data Operations team work together to process records accepted through the file transfer process onto the BT 999 Database.

Once a file has passed the FCO checks, then the records are unpacked and each record in turn is checked to make sure that it could be applied to the 999 Database. These checks are grouped into two parts.

Firstly each field is checked to ensure it conforms to the specified ‘type’ and that null values are only present in fields that could contain them. If any of these checks fail then an entry is made in the CAR file with a Response Code in the range 100 to 144 inclusive. These codes indicate the field that is in error and the reason for the error.  The CP must correct and then resubmit the record.

If the record passes the first set of checks satisfactorily then a check is made to establish whether certain fields in the record contain data that corresponds with that held on the BT 999 Database. The outcome of these checks then puts the record into one of 4 categories. The record 



· Is correct and can be processed immediately; or

· needs to be kept in hand on the BT 999 Database pending the Effective Date/corresponding port record; or

· requires further action by BT 999 Data Operations team to address anomalies; or 

· cannot be processed and needs correction by the CP. 

Correct Records

If the record is correct and can be processed immediately onto the BT 999 Database then this processing takes place, the BT 999 Database is updated and an entry is made in the CAR file with a Response Code indicating the success of the action the record requested.  These Response Codes are either:

· 33 – Cancelation successful

· 37 – New record successful

· 38 – Cease record successful

· 39 – Modify successful

· 40 – Renumber successful

· 55 – Export successful

· 56 – Import successful

· 61 – Postcode successful

Pending records

It may not be possible or permissible for some records to be applied onto the BT 999 Database immediately.  This can be for one of three reasons, either:

· The CP has set a future effective date on the record 

· The record is for an Import or Export and requires matching with the corresponding Export or Import from the other CP

· Some element of the data in the record does not correlate with data held on the BT 999 Database and further investigation is required to resolve the problem.

Where a record is marked for processing at a future date, an entry is made in the CAR file with the Response Code “73 – Record received”. For records other than Import/Exports, this indicates that the record could have been processed satisfactorily had it not been forward dated i.e. all other checks would have been passed successfully.  This does not mean that the record will definitely be processed successfully on its forward date as other records may cause the data on the BT 999 Database to change in the intervening period.
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Import/Export 

The BT 999 database needs to know which CP a telephone number is with in case of a query arising during or just after a 999 call, therefore the processing of Import and Export records is more complicated than others as the BT 999 database has to manage an interaction between 2 CPs who each have a role to play ensuring the smooth transfer of a record’s ownership. This scenario show what happens with an Export record – a similar process happens when an Import record is sent.



Import data flow -
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Export data flow - 

[image: ]



Unsolicited Error Codes

CPs may receive entries in their CAR files which do not correspond to any records they may have sent the BT 999 Database. This only happens in a porting scenario and you could be the losing or gaining CP.  If you find any records in your CAR files that you have not sent a record for, you must investigate the number and send an appropriate record to allow this port to complete. If the number in question is not porting then you can ignore these messages and after 10 days the records will stop.





999 Interim and Final messages

Where a mis-match occurs between the data in an incoming record and that held on the BT 999 Database then 999 Data Operations team will investigate this further.  An entry is made in the CAR file with a Response Code that indicates this and the reason. The table below attached gives an explanation on the actions required and by whom.



		Msg_no.

		Category 

		Type

		Msg Text (26)+ space (1)

		999 Database /Data Operations Team (DOT) actions

		CP Actions



		13

		Interim

		Solicited

		Telephone Number Missing.

		DOT to build number range and retry <if applicable>

		This may be followed up by error 37, 38, 39 or 57.
IF 57 RECEIVED CP TO CORRECT ENTRY



		14

		Final

		Solicited

		Telephone Number Invalid.

		If feed type was R (renumber) then there is no data on TDM to copy to the new number

If feed type was A, M or C then the length of the number is wrong.

		CP TO CORRECT ENTRY AND RESUBMIT



		18

		Interim

		Solicited

		OLO does not own Entry.

		DOT to investigate

		This may be followed up by error 37, 38, 39 or 57. 
IF DISPUTED CP TO CONTACT THE OWNING CP TO CLARIFY



		19

		Interim

		Solicited

		Invalid OLO.

		Team to check validity of CP and build and retry <if applicable>

		CP to resend if applicable.



		28

		Interim

		Solicited

		Renumber in Invalid Range.

		DOT to investigate, build range and retry record <if applicable>

		This may be followed up by error 40 or 57.
IF 57 RECEIVED CP TO CORRECT ENTRY AND RESUBMIT



		33

		Final

		Solicited

		Cancellation Successful.

		The pending record has been successfully removed from the 999 Database. 

		The CP can now send a replacement record if required.



		34

		Final

		Solicited

		Cancellation Invalid.

		999 Database no longer has pending record or the transaction id reference used doesn't match a record we have pending

		CP to submit correction as amendment



		35

		Final

		Solicited

		Cancellation Unsuccessful.

		REJECTING the original record . The CP will need to examine the original data and the rejection reasons to establish what course of action to take.

		CP TO SUBMIT CORRECTION AS AMENDMENT. (Currently Unused)



		37

		Final

		Solicited

		New Record Successful.

		The record has been successfully loaded into the 999 Database

		NO ACTION



		38

		Final

		Solicited

		Cease Record Successful.

		The record has been successfully removed from the 999 Database. 

		NO ACTION



		39

		Final

		Solicited

		NAA Record Successful.

		The record has been successfully updated in the 999 Database 

		NO ACTION



		40

		Final

		Solicited

		Renumber Successful.

		The record has been successfully renumbered in the 999 Database

		NO ACTION



		43

		Interim

		Solicited

		Export/Import OLO Mismatch.

		999 Data Operations team to investigate and retry <if applicable>

		This may be followed up by error 55, 56  or 57.
IF 57 RECEIVED CP TO CONTACT PORTING PARTNER AND RE-ARRANGE PORT



		45

		Interim

		Solicited / Unsolicited

		Import Record is Missing.

		This is an interim message due to 10 day porting window.


		The CP may want to contact the export/import partner to urge their action.



		46

		Interim

		Solicited / Unsolicited

		Import is 10 days overdue.

		This is an interim message due to 10 day porting window.

		The CP may want to contact the export/import partner to urge their action.*LAST WARNING BEFORE DELETION*



		47

		Interim

		Solicited / Unsolicited

		Export Record is Missing.

		This is an interim message due to 10 day porting window.

		The CP may want to contact the export/import partner to urge their action.



		48

		Interim

		Solicited / Unsolicited

		Export is 10 days Overdue.

		This is an interim message due to 10 day porting window.

		The CP may want to contact the export/import partner to urge their action.*LAST WARNING BEFORE DELETION*



		49

		Final

		Solicited / Unsolicited

		Export removed, no Import.

		Export record has timed out.

		CP to contact gaining CP and re-arrange port



		50

		Final

		Solicited / Unsolicited

		Import removed, no Export.

		Import record has timed out.

		CP to contact losing CP and re-arrange port



		55

		Final

		Solicited

		Export Record Successful.

		The record has successfully ported on the 999 DATABASE 

		NO ACTION



		56

		Final

		Solicited

		Import Record Successful.

		The record has successfully ported on the 999 DATABASE

		NO ACTION



		57

		Final

		Solicited

		Data Record is invalid

		Final rejection message of a previously failed record. 

		CP will need to examine the original data and the rejection reason to establish what course of action to take.



		60

		Interim

		Solicited

		Postcode not found.

		999 Data Operations team to check postcode with Royal Mail, build and retry if valid.

		This may be followed up by error 37, 38, 39 OR 57.
IF 57 RECEIVED CP TO CORRECT ENTRY AND RESUBMIT



		61

		Final

		Solicited

		Postcode is acceptable.

		The postcode has been accepted by the 999 Database 

		NO ACTION



		73

		Interim

		Solicited

		Record Received.

		The record has been accepted by the 999 Database for processing on its effective date. 

		NO ACTION



		75

		Final

		Solicited

		More Recent Record exists.

		If two records are received both will be failed with this error and therefore NO DATA WILL BE ADDED TO THE 999 DATABASE

		CP TO RESUBMIT 
*ONLY ONE CLI PER PROCESSING RUN ALLOWED*



		76

		Final

		Solicited

		Command Line Status Mismatch

		

		CP TO CORRECT AND RESUBMIT



		100

		Final

		Solicited

		Blank record.

		BLANK RECORD

		CP TO CORRECT AND RESUBMIT



		101

		Final

		Solicited

		Invalid record type.

		RECORD TYPE NOT ‘0’ OR ‘1’  

		CP TO CORRECT AND RESUBMIT



		102

		Final

		Solicited

		Feed Type is missing.

		COMMAND VALUE NOT PRESENT IN RECORD

		CP TO CORRECT AND RESUBMIT



		103

		Final

		Solicited

		Feed Type is incorrect.

		INVALID COMMAND VALUE IN RECORD

		CP TO CORRECT AND RESUBMIT



		104

		Final

		Solicited

		OLO ID is missing.

		CP ID NOT PRESENT IN RECORD

		CP TO CORRECT AND RESUBMIT



		105

		Final

		Solicited

		Invalid OLO ID.

		INVALID CHARACTER IN CP ID FIELD

		CP TO CORRECT AND RESUBMIT



		106

		Final

		Solicited

		OLO ID in record not owned by OLO in header.

		CP ID IN RECORD NOT OWNED BY CP IN HEADER

		CP TO CORRECT AND RESUBMIT



		107

		Final

		Solicited

		Reference ID is missing.

		CP TRANSACTION ID REF. NO NOT PRESENT IN RECORD

		CP TO CORRECT AND RESUBMIT



		108

		Final

		Solicited

		Reference ID incorrect.

		INVALID CHARACTERS IN CP TRANSACTION ID REF. NO

		CP TO CORRECT AND RESUBMIT



		109

		Final

		Solicited

		System Routing Flags is missing.

		SYSTEM ROUTING FLAG NOT PRESENT IN RECORD

		CP TO CORRECT AND RESUBMIT



		110

		Final

		Solicited

		System Routing Flags incorrect.

		INVALID CHARACTERS IN SYSTEM ROUTING FLAGS

		CP TO CORRECT AND RESUBMIT



		111

		Final

		Solicited

		999 routing Flag set to ‘N’.

		FLAG 1 IN SYSTEM ROUTING FLAGS FIELD MUST BE SET TO ‘Y’

		CP  TO CORRECT AND RESUBMIT



		112

		Final

		Solicited

		NI only record found in file.

		NO NI-ONLY RECORDS ARE ACCEPTED VIA CALYPSO

		CP TO CORRECT AND RESUBMIT



		113

		Final

		Solicited

		Invalid Effective Date.

		DATE INCORRECT

		CP TO CORRECT AND RESUBMIT



		114

		Final

		Solicited

		Title is incorrect.

		INVALID VALUE IN TITLE FIELD

		CP TO CORRECT AND RESUBMIT



		116

		Final

		Solicited

		Initials / Forename is incorrect.

		INVALID VALUE IN INITIALS / FORENAME FIELD

		CP TO CORRECT AND RESUBMIT



		117

		Final

		Solicited

		Name is missing.

		NAME VALUE NOT PRESENT IN RECORD

		CP TO CORRECT AND RESUBMIT



		118

		Final

		Solicited

		Name is incorrect.

		INVALID CHARACTERS IN NAME FIELD, 

		CP TO CORRECT AND RESUBMIT



		119

		Final

		Solicited

		Honours is incorrect.

		INVALID VALUE IN HONOURS FIELD

		CP TO CORRECT AND RESUBMIT



		120

		Final

		Solicited

		Business Suffix is incorrect.

		INVALID VALUE IN BUSINESS SUFFIX FIELD

		CP TO CORRECT AND RESUBMIT



		121

		Final

		Solicited

		Premises is incorrect.

		INVALID VALUE IN PREMISES FIELD

		CP TO CORRECT AND RESUBMIT



		122

		Final

		Solicited

		Thoroughfare is incorrect.

		INVALID VALUE IN THOROUGHFARE FIELD

		CP TO CORRECT AND RESUBMIT



		123

		Final

		Solicited

		Locality is incorrect.

		INVALID VALUE IN LOCALITY FIELD

		CP TO CORRECT AND RESUBMIT



		124

		Final

		Solicited

		Post Code is missing.

		POST CODE NOT PRESENT IN RECORD

		CP TO CORRECT AND RESUBMIT



		125

		Final

		Solicited

		Post Code is incorrect.

		INVALID CHARACTERS IN POST CODE FIELD

		CP TO CORRECT AND RESUBMIT



		126

		Final

		Solicited

		Telephone number not present in record.

		TELNO VALUE NOT PRESENT IN RECORD

		CP TO CORRECT AND RESUBMIT



		127

		Final

		Solicited

		Telephone Number Invalid.

		INVALID CHARACTERS IN TELNO FIELD

		CP TO CORRECT AND RESUBMIT



		128

		Final

		Solicited

		New Telephone number is missing.

		NEW TELEPHONE NUMBER IS NOT PRESENT IN THE RECORD

		CP TO CORRECT AND RESUBMIT



		129

		Final

		Solicited

		New Telephone number is incorrect.

		NEW TELEPHONE NUMBER CONTAINS INVALID CHARACTERS

		CP TO CORRECT AND RESUBMIT



		130

		Final

		Solicited

		New OLO ID is missing.

		NEW CP ID VALUE NOT PRESENT IN RECORD, OR NEW CUPID IS DUPLICATE OF OLO_ID

		CP TO CORRECT AND RESUBMIT



		131

		Final

		Solicited

		New OLO ID is incorrect.

		INVALID CHARACTERS IN SECOND CP FIELD.

		CP TO CORRECT AND RESUBMIT



		132

		Final

		Solicited

		Unknown Error.

		

		CP TO CONTACT 999 DATA OPERATIONS TEAM



		133

		Final

		Solicited

		Invalid Service  

		THE SERVICE FIELD IS SET TO A VALUE OTHER THAN THOSE SPECIFIED IN SECTION 5.4

		CP TO CORRECT AND RESUBMIT.



		134

		Final

		Solicited

		Invalid Line Status 

		THE LINE STATUS IS INCORRECT

		CP TO CORRECT AND RESUBMIT.



		135

		Final

		Solicited

		Invalid PBX Line Type  

		THE PBX LINE TYPE IS SET TO A VALUE OTHER THAN THOSE SPECIFIED IN SECTION 5.4

		CP TO CORRECT AND RESUBMIT.



		136

		Final

		Solicited

		Invalid Installation Class value

		THE INSTALLATION CLASS IS SET TO A VALUE OTHER THAN THOSE SPECIFIED IN SECTION 5.4.

		CP TO CORRECT AND RESUBMIT.



		137

		Final

		Solicited

		Invalid ICB value 

		THE ICB VALUE IS NOT SET TO A VALUE OTHER THAN “Y” OR “N”

		CP TO CORRECT AND RESUBMIT.



		138

		Final

		Solicited

		Invalid OCB value 

		THE OCB VALUE IS SET TO A VALUE OTHER THAN “Y” OR “N”,

		CP TO CORRECT AND RESUBMIT.



		139

		Final

		Solicited

		Invalid CPS Indicator value  

		THE CPS INDICATOR IN THE RECORD IS NOT A PERMITTED VALUE AS DEFINED IN SECTION 5.4.

		CP TO CORRECT AND RESUBMIT.



		140

		Final

		Solicited

		Invalid RID 

		UNKNOWN RID.

		CP TO CORRECT OR SEND DETAILS OF NEW RID TO DATA OPERATIONS TEAM AND RESUBMIT.



		141

		Final

		Solicited

		Invalid Facility Value  

		A FACILITY FIELD IS POPULATED WITH AN INVALID CHARACTER (NOT ‘Y’, ‘N’ OR ‘ ‘(SPACE).

		
CP TO CORRECT AND RESUBMIT.



		142

		Final

		Solicited

		Invalid UPRN 

		

		CP TO CORRECT AND RESUBMIT.



		143

		Final

		Solicited

		Invalid Source Data System

		SOURCE DATA SYSTEM CONTAINS INVALID CHARACTERS.

		CP TO CORRECT AND RESUBMIT.



		144

		Final

		Solicited

		Invalid Cross Reference Number

		CROSS REFENCE NUMBER CONTAINS NON NUMERIC CHARACTERS.

		CP TO CORRECT AND RESUBMIT.



		145

		Final

		Solicited

		PO Box Address detected

		A PO BOX ADDRESS HAS BEEN DETECTED

		CP TO CORRECT AND RESUBMIT.



		146

		Final

		Solicited

		Invalid LINE_TYPE

		THE VALUE IN THE LINE TYPE FIELD IS NOT KNOWN TO TDM.

		CP TO CORRECT AND RESUBMIT.



		147

		Final

		Solicited

		Invalid Address ID Source

		 

		CP TO CORRECT AND RESUBMIT.



		148

		Final

		Solicited

		Invalid WLR Version

		WLR CONTAINS INVALID CHARACTERS.

		CP TO CORRECT AND RESUBMIT. 



		149

		Final

		Solicited

		Invalid Name Source indicator

		 NSI CONTAINS INVALID CHARACTERS

		CP TO CORRECT AND RESUBMIT.
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		Msg Text (26)+ space (1)

		Actions to be taken.



		13

		Telephone Number Missing.

		DATA DELIVERY TEAM TO BUILD RANGE AND RETRY IF APPLICABLE (N.B. THIS MAY BE FOLLOWED UP BY ERROR 37, 38, 39  OR 57), OR CP TO CORRECT ENTRY



		14

		Telephone Number Invalid.

		DATA DELIVERY TEAM TO BUILD RANGE AND CP TO RESUBMIT



		18

		OLO does not own Entry.

		CP TO INVESTIGATE – (N.B. THIS MAY BE FOLLOWED UP BY ERROR 37 , 38, 39  OR 57) IF DISPUTED CONTACT DATA DELIVERY TEAM



		19

		Invalid OLO.

		DATA DELIVERY TEAM TO CHECK VALIDITY OF CP AND CP TO RESEND IF APPLICABLE.



		28

		Renumber in Invalid Range.

		DATA DELIVERY TEAM TO BUILD RANGE IF APPLICABLE AND REQUEST CP TO RESUBMIT – OR CP TO CORRECT ENTRY



		33

		Cancellation Successful.

		NO ACTION



		34

		Cancellation Invalid.

		CP TO SUBMIT CORRECTION AS AMENDMENT



		35

		Cancellation Unsuccessful.

		CP TO SUBMIT CORRECTION AS AMENDMENT. (Currently Unused)



		37

		New Record Successful.

		NO ACTION



		38

		Cease Record Successful.

		NO ACTION



		39

		NAA Record Successful.

		NO ACTION



		40

		Renumber Successful.

		NO ACTION



		43

		Export/Import OLO Mismatch.

		CP TO CORRECT AND RESUBMIT.  (N.B. THIS MAY BE FOLLOWED UP BY ERROR 73 OR 57)  THIS APPLIES TO EITHER THE GAINING OR LOSING CP AS TDM  IS UNABLE TO DISTINGUISH WHICH IS CORRECT / INCORRECT



		45

		Import Record is Missing.

		GAINING CP TO RE-SUBMIT



		46

		Import is 10 days overdue.

		LAST WARNING BEFORE DELETION – CP TO RESUBMIT



		47

		Export Record is Missing.

		LOSING CP TO RESUBMIT



		48

		Export is 10 days Overdue.

		LAST WARNING BEFORE DELETION – CP TO RESUBMIT 



		49

		Export removed, no Import.

		CP TO RESUBMIT UNLESS IMPORT FROM BT. IN WHICH CASE ANY FUTURE CHANGES SHOULD BE DEALT WITH AS AN AMEND



		50

		Import removed, no Export.

		[bookmark: OLE_LINK1][bookmark: OLE_LINK2]CP TO RESUBMIT UNLESS IMPORT FROM BT. IN WHICH CASE ANY FUTURE CHANGES SHOULD BE DEALT WITH AS AN AMEND



		55

		Export Record Successful.

		NO ACTION



		56

		Import Record Successful.

		NO ACTION



		57

		Data Record is invalid

		IF A RECORD HAS FAILED PREVIOUSLY E.G. FOR ERROR CODE 18 AND IT HAS BEEN CONFIRMED AS INCORRECT THIS SECOND MESSAGE WILL BE RETURNED WHEN THE DATA DELIVERY TEAM HAS INVESTIGATED.



		60

		Postcode not found.

		DATA DELIVERY TEAM TO CHECK POSTCODE WITH ROYALMAIL AND RETRY IF VALID.  IF POSTCODE IS INVALID LO WILL BE NOTIFIED BY DATA DELIVERY TEAM, CP TO THEN CORRECT AND THEN RESUBMIT



		61

		Postcode is acceptable.

		NO ACTION



		73

		Record Received.

		NO ACTION



		75

		More Recent Record exists.

		IF TWO RECORDS ARE RECEIVED BOTH WILL BE FAILED WITH THIS ERROR – CP TO INVESTIGATE AND RESUBMIT



		76

		Command Line Status Mismatch

		CP to correct record and resubmit.



		100

		Blank record.

		BLANK RECORD, CP TO CORRECT AND RESUBMIT



		101

		Invalid record type.

		RECORD TYPE NOT ‘0’ OR ‘1’  CP TO CORRECT AND RESUBMIT



		102

		Feed Type is missing.

		COMMAND VALUE NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		103

		Feed Type is incorrect.

		INVALID COMMAND VALUE IN RECORD, CP TO CORRECT AND RESUBMIT



		104

		OLO ID is missing.

		CP ID NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		105

		Invalid OLO ID.

		INVALID CHARACTER IN CP ID FIELD, CP TO CORRECT AND RESUBMIT



		106

		OLO ID in record not owned by OLO in header.

		CP ID IN RECORD NOT OWNED BY CP IN HEADER, CP TO CORRECT AND RESUBMIT



		107

		Reference ID is missing.

		CP TRANSACTION ID REF. NO NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		108

		Reference ID incorrect.

		INVALID CHARACTERS IN CP TRANSACTION ID REF. NO, CP TO CORRECT AND RESUBMIT



		109

		System Routing Flags is missing.

		SYSTEM ROUTING FLAG NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		110

		System Routing Flags incorrect.

		INVALID CHARACTERS IN SYSTEM ROUTING FLAGS, CP TO CORRECT AND RESUBMIT



		111

		999 routing Flag set to ‘N’.

		FLAG 1 IN SYSTEM ROUTING FLAGS FIELD MUST BE SET TO ‘Y’, CP  TO CORRECT AND RESUBMIT



		112

		NI only record found in file.

		NO NI-ONLY RECORDS ARE ACCEPTED VIA TELESTO, CP TO CORRECT AND RESUBMIT



		113

		Invalid Effective Date.

		DATE INCORRECT, CP TO CORRECT AND RESUBMIT



		114

		Title is incorrect.

		INVALID VALUE IN TITLE FIELD, CP TO CORRECT AND RESUBMIT



		116

		Initials / Forename is incorrect.

		INVALID VALUE IN INITIALS / FORENAME FIELD, CP TO CORRECT AND RESUBMIT



		117

		Name is missing.

		NAME VALUE NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		118

		Name is incorrect.

		INVALID CHARACTERS IN NAME FIELD, CP TO CORRECT AND RESUBMIT



		119

		Honours is incorrect.

		INVALID VALUE IN HONOURS FIELD, CP TO CORRECT AND RESUBMIT



		120

		Business Suffix is incorrect.

		INVALID VALUE IN BUSINESS SUFFIX FIELD, CP TO CORRECT AND RESUBMIT



		121

		Premises is incorrect.

		INVALID VALUE IN PREMISES FIELD, CP TO CORRECT AND RESUBMIT



		122

		Thoroughfare is incorrect.

		INVALID VALUE IN THOROUGHFARE FIELD, CP TO CORRECT AND RESUBMIT



		123

		Locality is incorrect.

		INVALID VALUE IN LOCALITY FIELD, CP TO CORRECT AND RESUBMIT



		124

		Post Code is missing.

		POST CODE NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		125

		Post Code is incorrect.

		INVALID CHARACTERS IN POST CODE FIELD, CP TO CORRECT AND RESUBMIT



		126

		Telephone number not present in record.

		TELNO VALUE NOT PRESENT IN RECORD, CP TO CORRECT AND RESUBMIT



		127

		Telephone Number Invalid.

		INVALID CHARACTERS IN TELNO FIELD, CP TO CORRECT AND RESUBMIT



		128

		New Telephone number is missing.

		NEW TELEPHONE NUMBER IS NOT PRESENT IN THE RECORD, CP TO CORRECT AND RESUBMIT



		129

		New Telephone number is incorrect.

		NEW TELEPHONE NUMBER CONTAINS INVALID CHARACTERS, CP TO CORRECT AND RESUBMIT



		130

		New OLO ID is missing.

		NEW CP ID VALUE NOT PRESENT IN RECORD, OR NEW CUPID IS DUPLICATE OF OLO_ID, CP TO CORRECT AND RESUBMIT



		131

		New OLO ID is incorrect.

		INVALID CHARACTERS IN SECOND CP FIELD.
CP TO CORRECT AND RESUBMIT



		132

		Unknown Error.

		CP TO CONTACT DATA DELIVERY TEAM



		133

		Invalid Service		

		THE SERVICE FIELD IS SET TO A VALUE OTHER THAN THOSE SPECIFIED IN SECTION Error! Reference source not found. CP TO CORRECT AND RESUBMIT.



		134

		Invalid Line Status	

		THE LINE STATUS, CP TO CORRECT AND RESUBMIT.



		135

		Invalid PBX Line Type		

		THE PBX LINE TYPE IS SET TO A VALUE OTHER THAN THOSE SPECIFIED IN SECTION Error! Reference source not found. CP TO CORRECT AND RESUBMIT.



		136

		Invalid Installation Class	value

		THE INSTALLATION CLASS IS SET TO A VALUE OTHER THAN THOSE SPECIFIED IN SECTION Error! Reference source not found.. CP TO CORRECT AND RESUBMIT.



		137

		Invalid ICB value	

		THE ICB VALUE IS NOT SET TO A VALUE OTHER THAN “Y” OR “N”, CP TO CORRECT AND RESUBMIT.



		138

		Invalid OCB value	

		THE OCB VALUE IS SET TO A VALUE OTHER THAN “Y” OR “N”, CP TO CORRECT AND RESUBMIT.



		139

		Invalid CPS Indicator value		

		THE CPS INDICATOR IN THE RECORD IS NOT A PERMITTED VALUE AS DEFINED IN SECTION Error! Reference source not found.. CP TO CORRECT AND RESUBMIT.



		140

		Invalid RID	

		UNKNOWN RID.

CP TO CORRECT OR SEND DETAILS OF NEW RID TO DDT AND RESUBMIT.



		141

		Invalid Facility Value		

		A FACILITY FIELD IS POPULATED WITH AN INVALID CHARACTER (NOT ‘Y’, ‘N’ OR ‘ ‘(SPACE). 
CP TO CORRECT AND RESUBMIT.



		142

		Invalid Address ID	

		CP TO CORRECT AND RESUBMIT.



		143

		Invalid Source Data System

		SOURCE DATA SYSTEM CONTAINS INVALID CHARACTERS.

 CP TO CORRECT AND RESUBMIT.



		144

		Invalid Cross Reference Number

		CROSS REFENCE NUMBER CONTAINS NON NUMERIC CHARACTERS.

CP TO CORRECT AND RESUBMIT.



		145

		PO Box Address detected

		RESERVED FOR FUTURE IMPLEMENTATION.
A PO BOX ADDRESS HAS BEEN DETECTED. THE CP SHOULD REVIEW THE ADDRESS AND RESUBMIT THE RECORD.



		146 

		Invalid LINE_TYPE

		THE VALUE IN THE LINE TYPE FIELD IS NOT KNOWN TO TDM. DDT TO INVESTIGATE AND RESUBMIT.



		147

		Invalid Address ID Source

		CP TO CORRECT AND RESUBMIT.



		148

		Invalid WLR Version

		WLR CONTAINS INVALID CHARACTERS. CP TO CORRECT AND RESUBMIT. 



		149

		Invalid Name Source Indicator

		NSI CONTAINS INVALID CHARACTERS, CP TO CORRECT AND RESUBMIT.

































Note: Error / Message codes 100 – 132 (Red text) apply to checks that will be made first, followed by the other checks for error/message codes 13 – 76 and 133 to 148.
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Manual Order Form

				BT IPX Manual Order Form

				MANUAL ORDER

				CP Name:

				Order Status:

				LISTING DETAILS

				Name/Business Trading Name:

				Title:

				Initials:

				Honours:

				Business Suffix:

				Business Description:

				Sub Header:

				Sub Sub Header:

				Sub Sub Sub Header:

				Qualifier:

				Premises Name / Number:

				Street:

				Locality:

				Appendix:

				Postcode:

				Partial Address:              
(Please stateYES if required)

				Telephone Number:

				Line Type:				<Please Select>

				Entry Type:										Tariff:										Listing Category:

				Typeface:										*By selecting Bold or Superbold typeface you are accepting a charge for the listing to appear in The Phone Book

				(Note: used for the BT Phone Book only)

				Priority:								(Note: used for group listings only)

				CP NI Reference:

				Listing Type:										*By selecting PB you are accepting a charge for the listing to appear in The Phone Book

				Additional Instructions / Comments:

				Sent By:																		Date Sent:

				Contact Number:
(Must be a direct number)																		Email Address:

																		For queries please email: wolverhampton999@bt.com

				BT Ref:

				BT Action Taken:										Name:												Date:

				Reject Reason and CP Action Required:

				Issue 3 Sept 2017																								BTDS Product Manager

		2

		1





Reference

		1		<Please Select>		1

		2		New

		3		Cease

		4		Amend

		5		Export

		6		Import						Note: Potcode details are still required for a PA entry to determine correct DQ area for listing on DMS

		7		Import & Cease

																1		<Please Select>		2

																2		Ordinary		Ordinary		1		<Please Select>		1

						<Please Select>										3		Bold*				2		A (first)		0

						NO										4		Superbold*				3		S (alpha)

						YES																4		Z (last e.g. fax)

																		4

						2		"Note: Postcode details required  for a Partial Address entry to determine correct DQ area listing on DMS"

		1		<Please Select>		1

		2		Normal		<Please Select>				1		<Please Select>		1				1		<Please Select>		1		1		<Please Select>		1

		3		Fax						2		Single						2		Residential		0		2		DE		0

		4		Mobile						3		Group						3		Business				3		DQR

		5		Premium Rate																				4		XD/NC

		6		Freephone

		7		Local Rate

		8		National Rate				1		<Please Select>		1

								2		DQ Main		0

								3		DQ Additional

								4		PB*										Listing Category Highlighter 1				Highlighter 2				Priority Cell Link

																				0				0				1

																		S Header		SS Header		SSS Header		Qualifier		Appendix

																		0		0		0		0		0

																				Priority Highlighter 1								Listing Category Cell Link

																				0								1

																								Qualifier		Appendix

		1		<Please Select>		1																		0		0

		2		Input on DMS		0

		3		Rejected

		1		<Please Select>		1		0

		2		‘The’ in name field must be final word e.g. Plough, The - CP to correct and resubmit																<Please Select>

		3		Address details missing or in wrong fields - CP to correct and resubmit																0		BT

		4		Capitalisation error (upper, lower case for each word) - CP to correct and resubmit																2		Manx Telecom

		5		Cease received but details different on DMS - CP to check and resubmit																3		Jersey Telecom

		6		County only included - CP to resubmit with Locality																5		Kingston Communications

		7		CP CUPID code or CP name missing/invalid - CP to resubmit																6		Telefonica O2 UK Limited

		8		CP has cancelled order - No action required																7		Vodafone Ltd

		9		CP NI Reference change - CP to update records																13		Cable & Wireless

		10		Different listing exists on OSIS - Cease and New required																14		Cable & Wireless Guernsey

		11		Duplicate order - No action required																16		Virgin Media Limited: Grimsby

		12		FAX details in the incorrect field - CP to resubmit using Appendix																17		Virgin Media Limited: Lincoln

		13		FAX details in the incorrect field - CP to resubmit using Qualifier																18		Orange

		14		Form incomplete or illegible - CP to complete all mandatory fields																20		Virgin Media Limited: Leicester & Loughborough

		15		Listing Category ‘Group’ to be selected if Qualifier/Appendix field populated																21		Telewest Cheltenham & Gloucester

		16		Incorrect line type for telephone number - CP to correct and resubmit																25		Verizon Uk Ltd

		17		Incorrect tariff for listing - CP to resubmit																26		Energis

		18		Incorrect version of manual order form used - CP to correct and resubmit																28		Thus

		19		Initial(s) missing - CP to correct and resubmit																29		Affiniti

		20		Insufficient information on order for listing to be grouped - CP to correct and resubmit																30		Global One Communications

		21		Invalid Abbreviations - CP to resubmit with correct abbreviations																31		Gamma Telecom

		22		Invalid Business Description (advertising etc) - CP to correct and resubmit																39		Telewest (Eurobell) Crawley/Horley/Gatwick

		23		Invalid name details - CP to correct and resubmit																40		Colt

		24		Invalid Postcode - CP to resubmit with valid postcode																41		Telewest Avon

		25		Invalid Status, New order - CP to resubmit as Amend																43		TG Support Ltd

		26		Invalid Status, New order - CP to resubmit as Import																44		Edge Telecom Ltd

		27		Invalid Status, Amend order - CP to resubmit as New																46		Virgin Media Limited: Swindon

		28		Invalid Status, Amend order - CP to resubmit as Import																49		Virgin Media Limited: Thames Valley

		29		Invalid Status, Import order - CP to resubmit as New																50		The Carphone Warehouse Ltd

		30		Invalid telephone number - CP to correct and resubmit																51		Telewest Black Country

		31		Invalid/Duplicate CP NI Reference - CP to resubmit																52		Telewest Telford

		32		Invalid/Insufficient address details - CP to correct and resubmit																54		Syntec UK Ltd

		33		Listing does not meet Core Data Entry Policy requirements - CP to correct and resubmit																55		Intechnology plc

		34		Listing not found to cease or export - CP no action required																56		Virgin Media Limited: Huddersfield & Dewsbury

		35		Listing on DMS belongs to another CP – CP to check listing and submit correct MO or DLPR																57		Oxygen8 Communications UK Limited

		36		Main listing already exists for telephone number - CP to resubmit as Additional																58		Virgin Media Limited: Newport

		37		Manual order from 3rd party customer - CP to resubmit using correct procedures																59		Virgin Media Limited: Guildford & Surrey

		38		Multiple Errors see below comments - CP to correct and resubmit																61		NplusOne Ltd

		39		Multiple requests on one manual order - CP to correct and resubmit																62		Virgin Media Limited: Greenwich & Lewisham

		40		Multiple XDNC listings on OSIS for same address - No action required																69		Medius Networks

		41		Name details duplicated in Business Description or Premises field - CP to correct and resubmit																70		Telewest Worcester/Redditch

		42		No Main listing found - CP to resubmit Additional listing as Main																72		Virgin Media Limited: Coventry & Nuneaton

		43		Official abbreviations (plc/Ltd) in incorrect field - CP to resubmit using suffix field																73		Virgin Media Limited: Derby

		44		Other see Comments below - CP to correct and resubmit																74		Virgin Media Limited: Brighton

		45		Postcode required for PA listing to determine DQ Area - CP to provide postcode in Comments field																75		Telewest (Eurobell) S Devon

		46		Qualifier required if more than two listings at same address - CP to correct and resubmit																76		Telewest (Eurobell) W Kent

																				77		Flextel

																				78		Redstone Communications Ltd

																				82		Telstra Europe Ltd

																				84		Spacetel

																				90		Skymarket Ltd

																				91		Virgin Media Limited: Lincolnshire & South Humberside

																				92		Telewest Southport

																				95		Virgin Media Limited: Lichfield & Tamworth

																				97		Virgin Media Limited: Burton on Trent

																				98		Virgin Media Limited: Bassetlaw

																				99		Virgin Media Limited: Ravenshead

																				100		24 Seven Communications Ltd

																				101		Hospedia Limited

																				102		Magrathea Telecommunications Ltd

																				106		Puma Telecom

																				112		Hutchison 3G UK Limited

																				114		Skycom Ltd

																				120		IV Response Ltd

																				121		T-Mobile (UK) Limited.

																				122		1rt Group

																				127		Citrus Telecom Ltd

																				135		Telewest Dumfries

																				147		Telco Global Ltd

																				151		Virgin Media Limited: Grantham

																				152		Virgin Media Limited: Mansfield

																				153		Virgin Media Limited: Melton

																				154		Virgin Media Limited: Newark

																				155		Virgin Media Limited: Nottingham & Vale of Belvoir

																				166		Wave Telecom

																				169		TelXL Limited

																				171		Colloquium Ltd

																				175		Atlas Interactive Group Ltd

																				188		Cable & Wireless Jersey

																				191		Virgin Media Limited: Harlow & Bishops Stortford

																				192		Virgin Media Limited: Ipswich & Colchester

																				194		Virgin Media Limited: Cambridge

																				198		Switch Services Ltd

																				208		Callagenix Ltd

																				229		VTL (UK) Limited

																				231		Telewest Birmingham/Solihull

																				251		Tiscali UK Limited

																				256		Nationwide Telephone Assistance Ltd

																				265		Net Solutions Europe Limited

																				271		Telewest Windsor

																				275		Resilient Networks Plc

																				283		BT Wholesale Directory Solutions

																				293		BT Retail Broadband Talk

																				311		Telewest Enfield

																				312		Telewest Haringey

																				313		Telewest Hillingdon & Hounslow

																				317		Virgin Media Limited: Salisbury

																				319		Virgin Media Limited: Northern Ireland

																				321		Virgin Media Limited: Hinckley

																				334		Alban Telecom

																				341		Frontier Systems Ltd

																				346		Virgin Mobile Ltd

																				349		Budget Numbers

																				350		Smallworld Media Communications Ltd

																				352		Talk Numbers

																				354		Swiftnet Ltd

																				355		Maple Telecom

																				356		Spitfire

																				358		Nexus Telecommunications Ltd

																				360		Net-Work Internet Ltd

																				361		Excell Group Ltd

																				364		Virgin Media Limited: Chesterfield

																				370		Cheers International Telecom Ltd

																				372		8el (Aggregated Telecom)

																				381		Virgin Media Limited: Andover

																				383		Virgin Media Limited: Oxford

																				384		Virgin Media Limited: Stafford

																				388		O-Bit Telecom Ltd

																				400		Vibe Communications UK Ltd

																				405		Virgin Media Limited: Bournemouth

																				415		Virgin Media Limited: Bromley

																				419		Guernsey Airtel Ltd

																				420		Jersey Airtel Limited

																				421		Telewest Southend/Basildon

																				422		Telewest Gravesend/Rochester

																				430		Virgin Media Limited: Bolton

																				431		Telewest Croydon

																				432		Telewest Kingston/Richmond

																				433		Telewest Merton/Sutton

																				435		Virgin Media Limited: Greater Manchester (South)

																				436		London Central Communications Ltd

																				437		Callgen Limited

																				440		Virgin Media Limited: Bury & Rochdale

																				441		Telewest Cumbernauld & Monklands

																				442		Telewest Dumbarton

																				443		Telewest Dundee

																				444		Telewest Edinburgh

																				445		Virgin Media Limited: Oldham & Tameside

																				446		Telewest Glenrothes & Kirkcaldy

																				447		Telewest Motherwell

																				448		Telewest Perth

																				449		Telewest Falkirk & Livingston

																				450		Virgin Media Limited: Stockport

																				451		Telewest Tyneside

																				455		Virgin Media Limited: Macclesfield & Wilmslow

																				457		Virgin Media Limited: East Lancashire

																				460		Virgin Media Limited: Solent

																				465		Virgin Media Limited: North & North East Surrey

																				471		Virgin Media Limited: Northants

																				472		Virgin Media Limited: Northampton

																				480		Virgin Media Limited: Stoke-on-Trent

																				481		Virgin Media Limited: North Cheshire

																				482		Virgin Media Limited: Rugby

																				483		Virgin Media Limited: Stratford & Warwick

																				485		Virgin Media Limited: Wirral

																				486		Virgin Media Limited: Nuneaton

																				502		Virgin Media Limited: West Herts

																				531		Telewest Liverpool South

																				532		Telewest Blackpool & Fylde

																				533		Telewest Liverpool North

																				534		Telewest Central Lancashire

																				535		Telewest St Helens/Knowsley

																				536		Telewest Wigan

																				541		Virgin Media Limited: Hertfordshire

																				542		Virgin Media Limited: North Bedfordshire

																				543		Virgin Media Limited: Hertfordshire

																				544		Virgin Media Limited: Central Hertfordshire

																				551		Virgin Media Limited: Glasgow

																				552		Virgin Media Limited: NW Glasgow/Clydebank

																				553		Virgin Media Limited: Greater Glasgow

																				554		Virgin Media Limited: Inverclyde

																				555		Virgin Media Limited: Paisley/Renfrew

																				571		Virgin Media Limited: Cardiff & Penarth

																				572		Virgin Media Limited: Swansea & Newport

																				601		Telewest Camden

																				603		Telewest Hackney/Islington

																				611		Virgin Media Limited: Darlington

																				612		Virgin Media Limited: Teeside

																				621		Virgin Media Limited: Ealing

																				622		Virgin Media Limited: Westminster & City of London

																				624		Virgin Media Limited: West London

																				625		Virgin Media Limited: Harrow

																				626		Virgin Media Limited: Kensington & Chelsea

																				627		Virgin Media Limited: Lambeth & Southwark

																				628		Virgin Media Limited: Thamesmead

																				629		Virgin Media Limited: Wandsworth

																				631		Virgin Media Limited: Southampton & Eastleigh

																				632		Virgin Media Limited: Winchester

																				633		Virgin Media Limited: Totton & Hythe

																				641		Telewest Barnsley

																				642		Telewest Doncaster/Rotherham

																				643		Telewest Sheffield

																				644		Telewest Wakefield

																				651		Telewest Bradford

																				652		Telewest Halifax/Brighouse

																				661		Virgin Media Limited: Aylesbury & Chiltern

																				662		Virgin Media Limited: South Herts

																				671		Virgin Media Limited: Dartford

																				672		Virgin Media Limited: South East Kent

																				673		Virgin Media Limited: Epping Forest

																				674		Virgin Media Limited: Havering

																				675		Virgin Media Limited: Tower Hamlets & Newham

																				676		Virgin Media Limited: Greater London (North East)

																				677		Virgin Media Limited: Waltham Forest

																				681		Virgin Media Limited: Harrogate

																				682		Virgin Media Limited: Leeds

																				683		Virgin Media Limited: Wearside, Sth Durham & Nth Yorks

																				684		Virgin Media Limited: York

																				691		Virgin Media Limited: Great Yarmouth & Lowestoft

																				692		Virgin Media Limited: Norwich

																				693		Virgin Media Limited: Peterborough

																				694		Virgin Media Limited: Fenland

																				804		Global Crossing

																				811		Primus

																				812		Wavecrest (UK) Ltd

																				815		OPAL Telecommunications

																				820		Opal Telecom Ltd

																				822		Easynet PLC

																				825		Virgin Media IP Multi Media

																				835		PNC

																				835		Invomo Ltd

																				840		Inclarity Limited

																				851		ONETEL TELECOMS LTD

																				852		4D Interactive

																				860		WaveCrest (UK) Ltd

																				862		London Digital

																				865		QiComm Ltd

																				867		Netkonect Communications

																				873		Eircom UK Limited

																				880		Rateflame Limited

																				997		Wightcable 2005 Ltd

																				998		Skymaker Ltd

																				999		Group Header Default Franchise
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This pack explains to customers the upcoming changes to the IPEX fault reporting journey. 

A new APP called the 

“BT Wholesale Voice Products Ordering and Support System”

has been developed



BTWholesale & Ventures March 2017
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What is happening?





The introduction of an online IPEX fault reporting journey. 





Where is it happening?





The IPEX fault APP is reached via the www.BTWholesale.com web portal











Why is it happening?





The online APP provides a better customer experience. 





This aligns the IPEX customer experience with other products and services.











Customers can receive updates online.  





Customers can report faults and track faults online.





Customers can continue to use their existing fault reporting template
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Who is it happening to







All IPEX customers are being asked to move over to the APP







When is it happening?







Starting in April 2017 Customers will be asked to move from their current Email fault reporting process over to the IPEX APP.

The current email fault reporting process will cease from the 30th June 2017







How is it happening?





Customers will be briefed regarding the closure of their email journey





Customers will be responsible for ensuring they have access to both:





www.btwholesale.com





How does this impact me?





“BT Wholesale Voice Products” APP





Customers will continue to use the existing fault reporting template, but instead of emailing this to BT it will be attached to a trouble ticket raised via the APP

























What do I need to do?

Does the customer have access to BTWholesale.com?

Customers can request BTWholesale.com access using this URL - https://www.btwholesale.com/registration/registrationHome.do

 

Does your company have a My Admin user account on the BTW Portal? 

My Admin - https://www.btwholesale.com/pages/sc/downloads/my_admin/MyAdmin_application_form.doc 





Does the customer have access to the “BT Wholesale Voice Ordering and Support system” ?

Request access to the BT Wholesale Voice Ordering and Support system APP  on www.btwholesale.com Under the “My APPS” then “APP A-Z” 





















Contact your account manager

BTWholesale & Ventures March 2017

No

No

No

Yes

Yes
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My Admin Application Form



Once completed please ask your manager or BT Account manager to email this form to Btwholesale.direct@bt.com. Note: If the form is not filled in correctly it will be rejected.


Dear BT



Please could you provide Administration Rights to BTwholesale.com for the following individuals (“Administrators”) and issue each of them an Administration Rights user identity (“Administrator User ID”) 


Section 1: Company Details



			Current Company name






			





			Please list any company names that you have previously been known as






			





			Please list all email domains that your company use. (e.g: @bt.com)  






			








Section 2: Administrator Details (Mandatory)



“Minimum of 2 Administrators required”



			


			First Name


			Last Name


			Current www.btwholesale.com Username





			Administrator 1






			


			


			





			Administrator 2






			


			


			





			Administrator 3






			


			


			





			Administrator 4






			


			


			





			Administrator 5






			


			


			





			Administrator 6






			


			


			





			Administrator 7






			


			


			





			Administrator 8






			


			


			





			Administrator 9






			


			


			





			Administrator 10






			


			


			








Section 3: Product/System Details (Mandatory)



Broadband



			Product Group


			Applications






			                     Yes / No





			21C Broadband 



(WBC / WBMC,  IPStream Connect, etc)






			eCo Plus



21C KBD



Broadband Content



MFA (Migration, Forecast & Allocation) 






			Y/N 



Company CUG IDs               (Mandatory for 21C Products)



CUG 1 =



CUG 2 = 



(Please ask your Account Manager for these details if you are unsure)





			21C Data



(Wholesale Ethernet)


			eCo Plus






			Y/N



Company CUG IDs               (Mandatory for 21C Products)



CUG1 =



CUG2 =



(Please ask your Account Manager for these details if you are unsure)





			20C Broadband



(IPStream, DataStream)






			Fault Diagnostics



Knowledge Based Diagnostics



Broadband Content






			Y/N



O/M Number = O/M**********








Voice & Hosted Commutations Services (HCS)



			BT Wholesale Ordering System



For:



· Avaya Cloud Services (ACS)



· Exchange Lines



· Featureline



· Hosted Contact Centre (HCC)



· IP Exchange



· IP Voice Services (IPVS) Number Porting



· Wholesale Calls



· Wholesale Hosted Centrex (WHC)



· Wholesale SIP Trunking (WSIPT)


			         BT Wholesale Voice Product Ordering and Support System



         eCo Plus





			Y/N


Customer Account Company



(CUG Ids)              


(Mandatory for 21C Products)



CUG1 =



(Please ask your Account Manager for these details if you are unsure)








PSTN



			Wholesale Calls


			Wholesale Calls






			Y/N








Section 4: Legal Confirmation (Mandatory)


I confirm I have read and understand the explanation of Administration Rights as set out below, and accept the terms and conditions governing their use.



I also confirm the users for whom I am requesting access have read, understood and accept the same terms and conditions and I agree to use all reasonable efforts to ensure that Administrators abide by these. 



Signed …………………………………………..          Date …………………………..



Name …………………………………………….



Position …………………………………………..        Company …………………………………….



Once completed please ask your manager or BT Account manager to email this form to Btwholesale.direct@bt.com


Section 4: Terms and Conditions: Allocation and usage of Administration Rights.



These terms and conditions are supplemental to existing terms and conditions associated with the general access and use of information and/or services provided via btwholesale.com (“the Website”).



References to communication with BT refer to communication with the btwholesale.com support team contactable via email to Btwholesale.direct@bt.com 



Explanation of Administration Rights provided:



Administration Rights (“Rights”), are granted by BT to nominated individuals (“Administrators”), in relation to the Website, the Rights are granted solely for the Administrators own use to enable Administrators to:



i) Manage password resets             ii) Manage application access requests



On behalf of other users belonging to the same company account.



1. The Administrator is responsible for the security and proper use of Rights:



1.1 Administrators will undertake all reasonable steps to ensure the security of Website access credentials (username & password) and will ensure that such credentials cannot be found, deduced or in any way discovered by any other party.  



1.2 An administrator must not disclose, share, resell or in any way transfer such rights or enable access to such rights by any other party, and will take all reasonable measures to ensure the Website cannot be accessed or modified by unauthorised parties.



1.3 An Administrator must immediately inform BT if there is any reason to believe that an Administrator User ID or Administrator password has or is likely to become known to someone not authorized to use it or is being or is likely to be used in an unauthorised way. 



1.4 An Administrator will assume responsibility for any consequences of the misuse or inappropriate use of any rights with which they have been empowered.



2. Any reduction or change to the rights required by an Administrator will be communicated to BT as soon as reasonably possible by that Administrator to ensure appropriate steps can be taken in line with BT policy regarding allocation and control of rights.



3. Any changes in relation to the eligibility for Administration Rights of individuals in response to circumstances in which an Administrator cannot reasonably be expected to communicate in person, such as the cessation of employment of an Administrator, must be communicated to BT as soon as reasonably possible by the manager of that Administrator.



4. Only Administrators may change or attempt to change a password. If an Administrator forgets or loses a password the Administrator must immediately contact BT and satisfy any security checks as BT may operate before engaging in resolution activity.  



5. The Administrator will be responsible for ensuring that any requests for passwords or password changes originate from a valid person, with a correct valid e-mail address, from the Administrators Company.


6. Administrators shall only access the Website as permitted by BT and shall not attempt at any time to circumvent system security or access the source software or compiled code.



7. BT reserves the right to suspend Administrator User ID and Administrator password if at any time BT considers that there is or is likely to be a breach of security or misuse of btwholesale.com. 
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MyAdmin Introduction 
 
MyAdmin is the tool on btwholesale.com which gives your company administrators improved control 
over your employee’s access to key BT Wholesale systems, saving time and strengthening security. 
This means that tasks such as password resets and application requests can now be done by 
nominated administrators within your company. 
 
What applications can be managed in MyAdmin? 
 



• 20C/21C Fault Diagnostics 
• BT Wholesale Pricing Tool 
• EcoPlus 
• Knowledge Based Diagnostics 
• Migration Forecast & Allocation 
• New Knowledge Based Diagnostics 
• Reactive Repair Tool  
• Self Service Repair  
• Tags On The Line 
• Broadband Content 



 
 
PLEASE NOTE: To access MyAdmin, please complete the MyAdmin application form and send to 
btwholesale.direct@bt.com. You’ll need to get this signed off by your BT Wholesale account manager 
before sending. 
 
 
 



  





https://www.btwholesale.com/


https://www.btwholesale.com/pages/sc/downloads/my_admin/MyAdmin_application_form.doc


https://www.btwholesale.com/pages/sc/downloads/my_admin/MyAdmin_application_form.doc


mailto:btwholesale.direct@bt.com








 
 



 
MyAdmin User Guide 
 



© British Telecommunications plc, 2010        Page 4 of 67 Issue 1 – In Confidence 
Registered Address: 81, Newgate Street 
London, EC1A  7AJ 
Registered Number:  1800000 



 



Open MyAdmin and request access 
 
You can request access to, and open MyAdmin from My BT Wholesale. To do this: 
 
Step 1 - Log in to My BT Wholesale 
 



1. Go to btwholesale.com. 
2. Enter your Username and Password. 
3. Click Login. 



 



 
 



 
Step 2 – Open MyApps 
 
Once logged in you can open the MyAdmin app from Business zone or My Apps. 
 
 
Option 1 - Business zone 
 
From ‘Business zone', select the Administration tab. 
 



 
 
When you select the option, simply enter your PIN Number and click READY. 
 





http://www.btwholesale.com/
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Option 2 - My Apps 
 
 
You can also open by selecting My apps, and then Administration. 
 



 
 
 
 
You'll find it under My Admin. 
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After selecting the option, simply enter your PIN Number and click READY. 
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You'll be taken to My Admin. 
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User management 
 
MyAdmin lets you update one of your users profiles, for example their title, first name, surname, email 
address, password or telephone number.  
 
You can also use MyAdmin to remove a user's access when they leave your company. You should do 
this immediately to ensure they're unable to access confidential information and systems found in My 
BT Wholesale. 
 
In this section, we'll show you how to: 
 



• Reset a user's password 
• Delete a user 
• Update user details 
• Reactivate a suspended or inactive user 
• Generate or reset a user's PIN 
• Download a list of users 
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Reset a user's password 
You can reset the password for one of your users from MyAdmin. To do this, follow the instructions 
below. 
 
 
To search for your user: 
 



1. Select Search User. 
 
 



 
 
 



2. Enter their Username or Email address and click SEARCH. 
 
 



 
 
 



3. Select Personal Details. 
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4. Enter a new password and click CONFIRM. 
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Note: the user will be prompted to change the password next time they login to BT Wholesale. 
 
 



5. The password will be updated – you'll see an acknowledgement to confirm. 
 



 
 



 
 



 



Deleting a user 
 
If one of your users leaves your company, it's important that you delete their username so they can no 
longer access BT Wholesale online. 
 
To do this from MyAdmin: 
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1. Select Search User. 
 
 



 
 



2. Enter Username or Email address. 
3. Check the radio button (as below) and select Delete User. 
4. Click READY. 



 
 



 
 
 



5. Click CONFIRM. 
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. 



6. The user will be deleted. 
 
 



 
 
 
Update user details 
 
From MyAdmin, you can update details for your users, for example their security questions. To do this: 
 



1. In MyAdmin, select Search User. 
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2. Enter Username or Email then SEARCH and select the username. 
 



 
 
 



3. Click Personal Details. 
 











 
 



 
MyAdmin User Guide 
 



© British Telecommunications plc, 2010        Page 15 of 67 Issue 1 – In Confidence 
Registered Address: 81, Newgate Street 
London, EC1A  7AJ 
Registered Number:  1800000 



 



 
 
 



4. Update the users details (as required) and click CONFIRM. 
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Tip: you can also provide credentials/ app accesses of an ex-user to a new. 
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Reactivate a suspended or inactive user 
 
User ID's will be automatically suspended after 60 consecutive days of non-usage, made inactive after 
90 consecutive days of inactivity and closed after 180 days of inactivity.  
 
To change the status of one of your users from suspended or inactive to active, follow the steps below: 
 
 



1. In MyAdmin, select Search User. 
 
 



 
 
 



2. Enter Username or Email address then SEARCH and select the username. 
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3. From 'User Status' check the radio button to choose the required user status, i.e. Active, 
Suspended or Inactive. 
 
 



 
 
 



4. Click CONFIRM – the users account will be updated. 
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Generate or reset a user's PIN 
 
Many applications require your users to have a PIN, for example while accessing applications and 
running diagnostic tests. 
 
The MyAdmin app allows you to generate/reset PINs for your users. 
 
PIN Generation - first time user 
 
To generate a PIN for a user for the first time: 
 



1. In MyAdmin, select Search User. 
 
 



 
 
 



2. Enter Username or Email then SEARCH and select the username. 
 
 



 











 
 



 
MyAdmin User Guide 
 



© British Telecommunications plc, 2010        Page 20 of 67 Issue 1 – In Confidence 
Registered Address: 81, Newgate Street 
London, EC1A  7AJ 
Registered Number:  1800000 



 



 
 



3. Select Generate PIN and click CONFIRM. 
 



 
 
 



4. Your user will receive the PIN to their registered email address. You'll be advised that the PIN 
has been successfully sent. 
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PIN Generation – forgotten PIN 
 
You can reset the PIN for one of your users from MyAdmin. For example, if they've entered their PIN 
incorrectly more than five times. 
 
 



 
 
To do this: 
 



1. In MyAdmin, select Search User. 
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2. Enter the Username or Email address then click SEARCH. 
 



 
 
 



3. Check the radio button next to the user you'd like to reset the PIN for. 
4. Choose Reset Pin from the ‘What do you want to do’ dropdown menu then click READY. 
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5. Your user will receive the PIN to their registered email address. You'll be advised that the PIN 
has been successfully sent. 
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Download a list of users 
 
From MyAdmin, you can download a list of users. This is really useful if you're completing an audit of 
your users registered with BT Wholesale. To do this: 
  
 



1. In MyAdmin, select Download Users. 
 



 
 



2. Select the number of users and click Ready. 
 



 
 



3. A list of terms and conditions will be displayed - please read through this page before 
downloading the user list. 



4. Click the number (hyperlink). 
5. Click  Open’ to open the file or Save to save the file on your computer. 
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6. You can now view a file containing a list of your users. 
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Application access request 
 
After registering to My BT Wholesale, your users can request access to a variety of Apps, helping them 
to manage your customer accounts. 
 
 



 
 
 
When your users request access to an app, you (as a company administrator) will receive an 
Enhanced Service Request (ESR) email, requesting that you approve their access. 
 
The MyAdmin app allows you approve access for the following applications: 
 



 20C/21C Fault Diagnostics  



 BT Wholesale Pricing Tool 



 Eco Plus  



 Knowledge Based Diagnostics  



 Migration Forecast & Allocation  



 New Knowledge Based Diagnostics  



 Reactive Repair Tool  



 Self Service Repair  



 Tags On The Line 



 Broadband Content 
 
 
 



Manage ESR Application Requests 
 
To approve an Enhanced Service Request (ESR) from one of your users, follow the steps below: 
 
 



1. From MyAdmin, select Manage ESRs. 
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2. Select the user(s) you wish to approve access for. 
3. Select Obtain Ownership and then Ready. 



 
 



 
 
 



4. Check the radio button for selecting user(s). 
5. Select Action ESR then click READY. 
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6. Check radio button full and click READY. 
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7. Your user will now have access to the application. 
 



 
 
 
NOTE: If you are denying access, please state the reason why. 
 
 
 



Adding access to BT Wholesale apps for your users 
 
You can do this by following the steps below: 
 



1. From MyAdmin, select Search User. 
 
 



 
 
 



2. Enter Username or Email address then SEARCH and select the username. 
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3. Go to Add Applications. 
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4. Check the radio button full next to the application you wish to give your user access to and 
click CONFIRM. 
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5. The user will now have access to this application. 
 
There are some applications that require a couple of extra steps. We've provided more details of these 
applications in the sections below. 
 



 EcoPlus Application Access Requests 



 SNR Reset Access 
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EcoPlus Application Access Requests 
 
To add access for EcoPlus: 
 



1. In MyAdmin, select Search User. 
 
 



 
 



2. Enter Username or Email address then SEARCH and select the username. 
 
 



 
 
 



3. Go to Add Applications. 
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4. Next to Eco Plus, check the radio button labelled full and click CONFIRM. 
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5. The system will ask you to select the CUG. It is mandatory to have the username built on 
EcoPlus backend system to place or track orders/faults. 
 
See Adding Customer User Group (CUG) for more help. 
 



6. Select check box, radio button and then click on READY. 
 











 
 



 
MyAdmin User Guide 
 



© British Telecommunications plc, 2010        Page 36 of 67 Issue 1 – In Confidence 
Registered Address: 81, Newgate Street 
London, EC1A  7AJ 
Registered Number:  1800000 



 



 
 



7. You'll see confirmation that the application access for your user has been updated. 
 
 



 
 



 
 
SNR Reset Access 
 
MyAdmin allows you to provide SNR reset (Signal to Noise Ratio) access via Eco Plus application to 
user profiles. To do this: 
 



1. From My BT Wholesale, go to My apps. 
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2. From My apps, go to Eco Plus and select to Open app. 
 
 



 
 



3. Select User administration. 
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4. Select Find user. 
 



 
 
 



5. Search with Login name or other details and then FIND. 
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6. Select Edit/review selected user. 
 



 
 



7. Select the > button next to Access rights. 
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8. Select ADD – the access rights window will open. 
 



 
 
 



9. Using > go to page 17-26. 
10. Check BTW.com SNR_Wholesale and select ADD. 
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11. Click SAVE. 



 
 
 



12. Wait for 2-3 seconds and select UPDATE ACCESS RIGHTS – your user will now have access 
to Reset SNR. 
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Adding Customer User Group (CUG) 
 
My Admin allows company admins to add Customer User Group (Customer accounts) to their user 
profiles. 
 
 
To do this: 
 



1. From My BT Wholesale, go to My apps. 
 
 



 
 



2. From My apps, go to Eco Plus and select to Open app. 
 
 



 
 



3. Select User administration. 
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4. Select Find user. 
 



 
 
 



5. Search with Login name or other details and then FIND. 
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6. Select Edit/review selected user. 
 



 
 



7. Select the > button next to Access rights. 
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8. Check the Account name you wish to add and select ADD. 
 



 
 
 
NOTE: You'll need the Customer User Group (CUG) added to your profile before you can add 
in user profiles for the group. For help with this, please email btwholesale.direct@bt.com. 
 
 



9. Select SAVE. 
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10. Wait for 2-3 seconds and select UPDATE ACCESS RIGHTS. 
 
 



 
 



11. The Customer User Group has now been added to the account. 
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BT Wholesale Content Access 
 
If you take any of our broadband products, MyAdmin will let you provide your users with access to 
Broadband Content. 
 
 
You can do this by following the steps below: 
 



1. In MyAdmin, select Search User. 
 
 



 
 
 



2. Enter Username or Email address then SEARCH and select the username. 
 
 



 
 
 





https://www.btwholesale.com/pages/static/help-and-support/network-information.htm
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3. Select Add Content. 
 



 
 
 



4. Check radio button full then click CONFIRM. 
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5. Your user will now have access to Broadband Content. 
 



 
 



 
 
 
 
 
 
Note: Other content requests (for example Document Centre access to our Hosted Services) are 
approved directly by our Product Management team. If you're having problems, please contact 
btwholesale.direct@bt.com. 





mailto:btwholesale.direct@bt.com
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Adding Business Zone roles 
 
Business zone is our online service that makes it quicker, simpler and easier to do business with us. 
 



 
 
 
To add Business zone roles for your users: 
 



1. In MyAdmin, select Search User. 
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2. Enter Username or Email address then SEARCH and select the username. 
 
 



 
 
 



3. Select Add Business Zone Roles. 
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4. Select the level of access required -  this is usually: 
 
- Order Management: Partial 
- Repair Management: Partial 
- Standard User: Full 
 



5. Click CONFIRM. 
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6. Your user will have access to Business zone. 
 
 



 
 
 



 



 
SP Group Addition 
 
SP Group name is mandatory for a user profile to run applications like KBD/New KBD, get RRT Graphs 
and Self Service Repair. 
 
NOTE: You'll need the SP Group name added to your profiles. Please contact 
btwholesale.direct@bt.com if you don't. 
 
To add access for your users: 
 



1. In MyAdmin, select Search User. 
 
 





mailto:btwholesale.direct@bt.com
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2. Enter Username or Email then SEARCH and select the username. 
 
 



 
 
 
 
 
 



3. Select Business Details. 
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4. Select the SP Group name from the drop down menu and click CONFIRM. 
 



 
Note: If you're unable to select an SP Group name please email btwholesale.direct@bt.com. 
 
 



5. The SP Group will be successfully added. 
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SaaS Services 
 
SaaS allows users to place orders for products such as IPVS Number Management, Hosted Contact 
Centres and BT Wholesale PSTN Lines. It also allows users to raise support tickets for certain 
products. 



 
Please note: The user requiring access must have access to BT Wholesale Voice Products 
Ordering and Support System application before access to SaaS can be provided. This can be 
requested by the user from My BT Wholesale Apps.  



 
 



Adding access to SaaS services 
 
To add access for your users: 
 



1. In MyAdmin, select Search User. 
 



 
 
 



2. Enter their username or Email address then SEARCH and select the username. 
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3. Go to Add Applications. 
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4. Check full and then click CONFIRM. 
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5. Select your CUG Name 
6. Select the Services you want to add. 
7. Click ‘>>’ to add the service. 
8. Services added in ‘Selected Services’. 
9. Click READY. 
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10. You'll see confirmation that the access for your user has been successfully updated. 
 



 
 



 
 



Manage SaaS Services 
 
You can manage access to the SaaS products and services for existing users. To do this: 
 



1. Select Manage SaaS Services. 
 



 
 
 



2. Enter their username or email address then SEARCH. 
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3. Check the radio button to select their username and click READY. 
 
 



 
 



4. Select CUG Name and click GET SERVICES. 
 



 
 



5. Add/Remove the services by using ‘>>’ or ‘<<’ to add or remove from the selected services 
field. 



6. Click UPDATE SERVICES. 
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7. SaaS Services have now been updated. 
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Adding Business zone roles by bulk 
 
MyAdmin lets you add different Business zone roles to bulk users at the same time. To do this: 
 



1. In MyAdmin, select Bulk Add Business Zone Roles. 
 
 



 
 



2. You may search either with ‘Company Name’ or ‘Email’ (domain). 
3. You will see a complete list of users under your company or within the same domain along with 



details of current 'business roles' they have. 
 











 
 



 
MyAdmin User Guide 
 



© British Telecommunications plc, 2010        Page 65 of 67 Issue 1 – In Confidence 
Registered Address: 81, Newgate Street 
London, EC1A  7AJ 
Registered Number:  1800000 



 



 
 



4. Select the users who you want to Add Roles for Business zone roles (or users whose roles 
need to be removed). 



5. In Existing Roles - select Add Roles or Remove Roles. 
6. In Select role choose their work area i.e. 



 
- Standard User 
- Order Management 
- Repair Management 
- Billing 
 



7. Click READY. 
 



 
 



8. The role will be added (or removed). 
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Terms and Conditions for MyAdmin 
Allocation and usage of administration rights 
 
These terms and conditions are supplemental to existing terms and conditions associated with the 
general access and use of information and/or services provided via btwholesale.com (“the Website”). 
 
References to communication with BT refer to communication with the btwholesale.com support team 
contactable via email to btwholesale.direct@bt.com. 
 
Explanation of Administration Rights provided 
 
Administration Rights (“Rights”), are granted by BT to nominated individuals (“Administrators”), in 
relation to the Website, the Rights are granted solely for the Administrators own use to enable 
Administrators to: 
 
i) Manage password resets             ii) Manage application access requests 
 
On behalf of other users belonging to the same company account. 
 
It is a requirement that all new Administrators read, confirm, and sign to say they understand these 



terms of use and will abide by them. 
 
All new Administrators must apply for Rights by emailing to btwholesale.direct@bt.com providing details 



of their full name, organisation, role, and email address. 
 
 
1. The Administrator is responsible for the security and proper use of Rights: 
 



1.1 Administrators will undertake all reasonable steps to ensure the security of Website access 
credentials (username & password) and will ensure that such credentials cannot be found, 
deduced or in any way discovered by any other party.   



 
1.2 An administrator must not disclose, share, resell or in any way transfer such rights or enable 



access to such rights by any other party, and will take all reasonable measures to ensure the 
Website cannot be accessed or modified by unauthorised parties. 



 
1.3 An Administrator must immediately inform BT if there is any reason to believe that an 



Administrator User ID or Administrator password has or is likely to become known to 
someone not authorised to use it or is being or is likely to be used in an unauthorised way.  



 
1.4 An Administrator will assume responsibility for any consequences of the misuse or 



inappropriate use of any rights with which they have been empowered. 
 
2. Any reduction or change to the rights required by an Administrator will be communicated to BT as 
soon as reasonably possible by that Administrator to ensure appropriate steps can be taken in line with 
BT policy regarding allocation and control of rights. 
 
3. Any changes in relation to the eligibility for Administration Rights of individuals in response to 
circumstances in which an Administrator cannot reasonably be expected to communicate in person, 
such as the cessation of employment of an Administrator, must be communicated to BT as soon as 
reasonably possible by the manager of that Administrator. 
 
4. Only Administrators may change or attempt to change a password. If an Administrator forgets or 
loses a password the Administrator must immediately contact BT and satisfy any security checks as BT 
may operate before engaging in resolution activity.   
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5. The Administrator will be responsible for ensuring that any requests for passwords or password 
changes originate from a valid person, with a correct valid e-mail address, from the Administrators 
Company. 
 
6. Administrators shall only access the Website as permitted by BT and shall not attempt at any time to 
circumvent system security or access the source software or compiled code. 



 
7. BT reserves the right to suspend Administrator User ID and Administrator password if at any time BT 
considers that there is or is likely to be a breach of security or misuse of btwholesale.com.  
 
Obligations of the Company 
 
8. The Company will ensure on a regular basis (at least one time per year) that Administrators 
appointed by them are still using the platform regularly and still require the rights which they have been 
granted; 
 
9. The Company will ensure that all Administrators nominated by them are reliable and have 
undertaken training appropriate to their role holding Administrator Rights in relation to the Website, and 
are aware of their personal duties and obligations under these terms of use; 
 
10. The Company acknowledges and agrees that it shall remain liable to BT in respect of any and all 
acts or omissions of any Administrator appointed on its behalf whether for breach of these Terms of use 
in tort (including negligence) breach of statutory duty or otherwise. 
 
11. The Company acknowledges and agrees that all right, title and interest in any content (including all 
intellectual property rights subsisting therein) shall vest solely in BT. 



 










image1.png









e it

1PEX_ Customer Brifing Info





